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1

1

| ntroducti on

A managenent system contains: several (potentially nany) nodes, each
with a processing entity, terned an agent, which has access to
management instrunmentation; at |east one managenent station; and, a
managenent protocol, used to convey nanagenent infornation between
the agents and managenent stations. Operations of the protocol are
carried out under an adm nistrative franmework which defines

aut henti cation, authorization, access control, and privacy policies.

Management stations execute managenent applications which nmonitor and
control managed el ements. Managed el enents are devi ces such as
hosts, routers, termnal servers, etc., which are nonitored and
controlled via access to their managenment information

Management information is viewed as a collection of nanaged objects,
residing in a virtual information store, terned the Managenent
Information Base (MB). Collections of related objects are defined
in MB nodul es. These npdules are witten using a subset of CSl's
Abstract Syntax Notation One (ASN. 1) [1], terned the Structure of
Managenent I nformation (SM) [2].

The management protocol, SNVWPv2 [3], provides for the exchange of
nmessages whi ch convey managenent information between the agents and
the managenment stations. It is the purpose of this docunent to
defi ne nanaged obj ects which describe the behavi or of a SNWPv2
entity.

A Note on Term nol ogy

For the purpose of exposition, the original Internet-standard Network
Managenent Framework, as described in RFCs 1155 (STD 16), 1157 (STD
15), and 1212 (STD 16), is termed the SNMP version 1 framework
(SNWPv1l). The current framework is termed the SNMP version 2
framewor k ( SNVPv2) .

2. Definitions
SNVPv2-M B DEFI NI TIONS ::= BEG N
| MPORTS

MODULE- | DENTI TY, OBJECT- TYPE, NOTI FI CATI ON- TYPE

Ti meTi cks, Counter32, snnpMdul es, m b-2
FROM SNWPv2- SM

Di splayString, TestAndlncr, TinmeStanp
FROM SNMPv2- TC

MODULE- COVPLI ANCE, OBJECT- GROUP, NOTI FI CATI ON- GROUP
FROM SNWPv 2- CONF;

SNVPv2 Wor ki ng G oup St andards Track [ Page 2]



RFC 1907 Management | nformati on Base for SNWPv2 January 1996

snnmpM B MODULE- | DENTI TY
LAST- UPDATED "9511090000Z"
ORGANI ZATI ON "I ETF SNMPv2 Wor ki ng G oup"
CONTACT- | NFO
" Marshall T. Rose

Postal : Dover Beach Consulting, Inc.
420 Wi sman Court
Mountai n View, CA 94043-2186
us

Tel: +1 415 968 1052

E-mail: mrose@lbc. ntvi ew. ca. us"
DESCRI PTI ON
"The M B nmodule for SNMPv2 entities."”
REVI SI ON "9304010000Z"
DESCRI PTI ON
"The initial revision of this MB nodul e was published as
RFC 1450."

::={ snnpModules 1 }

snnmpM BOoj ects OBJECT IDENTIFIER ::={ snnpMB 1 }

-- = { snmpM BObj ects 1 } this ODis obsolete
-- = { snmpM BObj ects 2 } this ODis obsolete
-- = { snmpM BObj ects 3 } this ODis obsolete

-- the System group

-- a collection of objects cormon to all nanaged systens.
system OBJECT IDENTIFIER ::= { mb-2 1}

sysDescr OBJECT- TYPE

SYNTAX Di splayString (SIZE (0..255))

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"A textual description of the entity. This value should
include the full name and version identification of the
system s hardware type, software operating-system and
net wor ki ng software."

c:={ system1 }

sysObj ect | D OBJECT- TYPE
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SYNTAX OBJECT | DENTI FI ER
MAX- ACCESS read-only

STATUS current
DESCRI PTI ON

"The vendor’s authoritative identification of the network
managenent subsystem contained in the entity. This value is
allocated within the SM enterprises subtree (1.3.6.1.4.1)
and provi des an easy and unanbi guous neans for deternining
‘“what kind of box’ is being nanaged. For exanple, if vendor
‘Flintstones, Inc.’ was assigned the subtree
1.3.6.1.4.1.4242, it could assign the identifier
1.3.6.1.4.1.4242.1.1 to its ‘Fred Router’."

c:={ system?2 }

sysUpTi me OBJECT- TYPE

SYNTAX Ti meTi cks
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"The tinme (in hundredths of a second) since the network
managenment portion of the systemwas last re-initialized."
c:={ system3 }

sysCont act OBJECT- TYPE

SYNTAX Di splayString (SIZE (0..255))

MAX- ACCESS read-write

STATUS current

DESCRI PTI ON
"The textual identification of the contact person for this
managed node, together with informati on on how to contact
this person. |If no contact information is known, the val ue
is the zero-length string."

c:={ system4 }

sysName OBJECT- TYPE

SYNTAX Di splayString (SIZE (0..255))

MAX- ACCESS read-write

STATUS current

DESCRI PTI ON
"An admi ni strativel y-assigned name for this nmanaged node.
By convention, this is the node’s fully-qualified domain
nane. |f the name is unknown, the value is the zero-length
string."

.= { system5 }

sysLocati on OBJECT- TYPE

SYNTAX Di splayString (SIZE (0..255))
MAX- ACCESS read-write
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STATUS current

DESCRI PTI ON
"The physical location of this node (e.g., ‘telephone
closet, 3rd floor’). |If the location is unknown, the val ue

is the zero-length string."
.= { system©6 }

sysServi ces OBJECT- TYPE

SYNTAX | NTEGER (0. .127)
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON

"“A val ue which indicates the set of services that this
entity may potentially offers. The value is a sum This
suminitially takes the value zero, Then, for each layer, L
in the range 1 through 7, that this node perforns
transactions for, 2 raised to (L - 1) is added to the sum
For exanple, a node which perforns only routing functions
woul d have a value of 4 (27(3-1)). |In contrast, a node
which is a host offering application services would have a
val ue of 72 (27(4-1) + 2~(7-1)). Note that in the context
of the Internet suite of protocols, values should be

cal cul at ed accordingly:

| ayer functionality
1 physical (e.g., repeaters)
2 dat al i nk/ subnetwork (e.g., bridges)
3 internet (e.g., supports the IP)
4 end-to-end (e.g., supports the TCP)
7 applications (e.g., supports the SMIP)

For systens including OSI protocols, layers 5 and 6 nay al so
be counted."
c:={ system7 }

-- object resource infornmation

-- a collection of objects which describe the SNMPv2 entity’s
-- (statically and dynam cal ly configurable) support of
-- various M B nodul es.

sysORLast Change OBJECT- TYPE
SYNTAX Ti meSt anp
MAX- ACCESS r ead-only
STATUS current
DESCRI PTI ON
"The val ue of sysUpTine at the tine of the nost recent
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change in state or value of any instance of sysORID. "

.= { system8 }
sysORTabl e OBJECT- TYPE
SYNTAX SEQUENCE OF SysOREntry
MAX- ACCESS not - accessi bl e
STATUS current
DESCRI PTI ON

"The (conceptual) table listing the capabilities of the
| ocal SNMPv2 entity acting in an agent role with respect to
various MB nodul es. SNWPv2 entities having dynamcally-
configurabl e support of MB nbdules will have a
dynam cal | y-varyi ng nunber of conceptual rows."

= { system9 }

SysOREntry OBJECT- TYPE
SYNTAX SysOREntry
MAX- ACCESS not - accessi bl e
STATUS current
DESCRI PTI ON
"An entry (conceptual row) in the sysORTable."
| NDEX { sysORlI ndex }
1= { sysORTable 1}

SysOREntry ::= SEQUENCE {
sysORI ndex | NTEGER,
sysORI D OBJECT | DENTI FI ER,
sysORDescr Di spl ayString,
sysORUpTi ne Ti meSt anp

}

sysORI ndex OBJECT- TYPE

SYNTAX | NTEGER (1..2147483647)

MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON
"The auxiliary variable used for identifying instances of
the col umar objects in the sysORTable."

::={ sysOREntry 1 }

sysORI D OBJECT- TYPE

SYNTAX OBJECT | DENTI FI ER

MAX- ACCESS r ead-only

STATUS current

DESCRI PTI ON
"An authoritative identification of a capabilities statenent
with respect to various M B nodul es supported by the | ocal
SNWMPv2 entity acting in an agent role."
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c:={ sysOREntry 2}

sysORDescr OBJECT- TYPE

SYNTAX Di spl ayString

MAX- ACCESS r ead- only

STATUS current

DESCRI PTI ON
"A textual description of the capabilities identified by the
correspondi ng i nstance of sysCORID."

c:={ sysOREntry 3}

sysORUpTi ne OBJECT- TYPE

SYNTAX Ti meSt anp

MAX- ACCESS r ead-only

STATUS current

DESCRI PTI ON
"The value of sysUpTime at the tine this conceptual row was
| ast instanciated."

= { sysOREntry 4 }

-- the SNWP group
-- a collection of objects providing basic instrunentati on and
-- control of an SNWP entity.

snnp OBJECT IDENTIFIER ::= { mb-2 11 }

snmpl nPkt s OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS r ead-only
STATUS current
DESCRI PTI ON
"The total number of messages delivered to the SNWP entity
fromthe transport service."

c:={ snnp 1}

snnpl nBadVer si ons OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS r ead- only
STATUS current
DESCRI PTI ON
"The total nunmber of SNWP nessages which were delivered to
the SNVMP entity and were for an unsupported SNWP version."

2= { snnp 3}

snmpl nBadComuni t yNames OBJECT- TYPE
SYNTAX Count er 32
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MAX- ACCESS r ead-only

STATUS current

DESCRI PTI ON
"The total number of SNMP messages delivered to the SNWP
entity which used a SNVP comunity name not known to said
entity."

c:={ snnp 4}

snipl nBadComuni t yUses OBJECT- TYPE

SYNTAX Count er 32

MAX- ACCESS r ead- only

STATUS current

DESCRI PTI ON
"The total nunmber of SNWMP nessages delivered to the SNWP
entity which represented an SNWP operation whi ch was not
al l owed by the SNVMP comunity named in the nessage.”

c:={ snnp 5}

snnpl nASNPar seErrs OBJECT- TYPE

SYNTAX Count er 32

MAX- ACCESS r ead- only

STATUS current

DESCRI PTI ON
"The total nunber of ASN. 1 or BER errors encountered by the
SNWVP entity when decodi ng recei ved SNVWP nessages. "

2= { snnp 6}

snnpEnabl eAut henTr aps OBJECT- TYPE

SYNTAX | NTEGER { enabl ed(1), disabled(2) }

MAX- ACCESS read-write

STATUS current

DESCRI PTI ON
"I ndi cates whether the SNVP entity is pernmtted to generate
aut henticationFailure traps. The value of this object
overrides any configuration information; as such, it
provi des a neans whereby all authenticationFailure traps nmay
be di sabl ed.

Note that it is strongly recomended that this object be

stored in non-volatile menory so that it remains constant

across re-initializations of the network nanagement system”
o= { snnp 30 }

snnpSi | ent Drops OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS r ead- only
STATUS current
DESCRI PTI ON
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"The total nunmber of Get Request-PDUs, Get Next Request-PDUs,
Get Bul kRequest - PDUs, Set Request - PDUs, and | nf or mRequest - PDUs
delivered to the SNWP entity which were silently dropped
because the size of a reply containing an alternate
Response-PDU wi th an enpty vari abl e-bi ndings field was
greater than either a local constraint or the naximm
nessage size associated with the originator of the request.”

c:={ snmp 31}

snnpPr oxyDr ops OBJECT- TYPE

SYNTAX Count er 32

MAX- ACCESS r ead-only

STATUS current

DESCRI PTI ON
"The total number of GetRequest-PDUs, Get Next Request-PDUs,
Get Bul kRequest - PDUs, Set Request-PDUs, and | nf or mRequest - PDUs
delivered to the SNVWP entity which were silently dropped
because the transm ssion of the (possibly transl ated)
nessage to a proxy target failed in a manner (other than a
time-out) such that no Response-PDU coul d be returned."

c:={ snmp 32}
-- information for notifications
-- a collection of objects which allow the SNMPv2 entity, when
-- acting in an agent role, to be configured to generate

-- SNMPv2- Tr ap- PDUs.

snnpTr ap OBJECT IDENTIFIER ::= { snnpM Bbj ects 4 }

snnpTrapO D OBJECT- TYPE

SYNTAX OBJECT | DENTI FI ER
MAX- ACCESS accessi bl e-for-notify
STATUS current

DESCRI PTI ON

"The authoritative identification of the notification
currently being sent. This variable occurs as the second
varbind in every SNWPv2- Trap- PDU and | nf or nRequest - PDU. "

{ snmpTrap 1}

{ snnpTrap 2 } this ODis obsolete

snnpTrapEnt er pri se OBJECT- TYPE

SYNTAX OBJECT | DENTI FI ER
MAX- ACCESS accessi bl e-for-notify
STATUS current
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DESCRI PTI ON
"The authoritative identification of the enterprise
associated with the trap currently being sent. Wen a
SNWVPv2 proxy agent is mapping an RFCL1157 Trap-PDU into a
SNWPv2- Trap- PDU, this variable occurs as the last varbind."

{ snnpTrap 3 }

{ snnpTrap 4 } this ODis obsolete

-- well-known traps
snnpTr aps OBJECT IDENTIFIER ::= { snnpM Bbjects 5 }

col dStart NOTI FI CATI ON- TYPE
STATUS current
DESCRI PTI ON
"A coldStart trap signifies that the SNMPv2 entity, acting
in an agent role, is reinitializing itself and that its
configuration may have been altered."
c:={ snmpTraps 1}

war nSt art  NOTI FI CATI ON- TYPE
STATUS current
DESCRI PTI ON
"Awarnttart trap signifies that the SNMPv2 entity, acting
in an agent role, is reinitializing itself such that its
configuration is unaltered.”
::={ snnpTraps 2 }

-- Note the |inkDown NOTIFI CATION-TYPE ::= { snnpTraps 3 }
-- and the linkUp NOTIFI CATION-TYPE ::= { snnpTraps 4 }
-- are defined in RFC 1573

aut henti cati onFai | ure NOTI FI CATI ON- TYPE

STATUS current

DESCRI PTI ON
"An authenticationFailure trap signifies that the SNMPv2
entity, acting in an agent role, has received a protoco
nmessage that is not properly authenticated. Wile al
i mpl enent ati ons of the SNMPv2 nust be capabl e of generating
this trap, the snnpEnabl eAut henTraps obj ect indicates
whet her this trap will be generated."

.= { snnpTraps 5 }

-- Note the egpNei ghborLoss NOTI FI CATION-TYPE ::= { snnpTraps 6 }
-- is defined in RFC 1213

SNVPv2 Wor ki ng G oup St andards Track [ Page 10]



RFC 1907 Management | nformati on Base for SNWPv2 January 1996

-- the set group

-- a collection of objects which allow several cooperating
-- SNMPv2 entities, all acting in a nmanager role, to

-- coordinate their use of the SNVPv2 set operation.

snnpSet OBJECT IDENTIFIER ::= { snnpM Bbj ects 6 }

snmpSet Seri al No OBJECT- TYPE

SYNTAX Test Andl ncr

MAX- ACCESS read-write

STATUS current

DESCRI PTI ON
"An advisory | ock used to allow several cooperating SNWPv2
entities, all acting in a manager role, to coordinate their
use of the SNWMPv2 set operation.

This object is used for coarse-grain coordination. To

achieve fine-grain coordination, one or more simlar objects

m ght be defined within each M B group, as appropriate.”
c:={ snnpSet 1}

-- conformance i nformation

snnpM BConf or mance
OBJECT | DENTI FI ER ::

{ snmpM B 2 }

snnpM BConpl i ances
OBJECT | DENTI FI ER : :
snnpM BG oups OBJECT | DENTI FI ER : :

{ snnmpM BConf ormance 1 }
{ snnmpM BConf or mance 2 }

-- compliance statenents
-- ;.= { snnpM BConpl iances 1 } this ODis obsolete

snnpBasi cConpl i ance MODULE- COVPLI ANCE
STATUS current
DESCRI PTI ON
"The conpliance statement for SNVMPv2 entities which
i mpl enent the SNMPV2 MB."
MODULE -- this nodul e
MANDATORY- GROUPS { snnpG oup, snhnmpSet Group, systentsoup,
snnpBasi cNot i fi cati onsG oup }

GROUP  snnpComuni t yGr oup
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DESCRI PTI ON
"This group is nandatory for SNMPv2 entities which
support comunity-based aut hentication."

::= { snnpM BConpl i ances 2 }

-- units of confornmance

this ODis obsolete
this ODis obsolete
this ODis obsolete
this ODis obsolete

snnmpM BG oups
snnmpM BG oups
snnpM BG oups
snnmpM BG oups

oI
B e e et
APONPE
e e

snnmpG oup OBJECT- GROUP
OBJECTS { snnpl nPkts,
snmpl nBadVer si ons,
snnpl nASNPar seErr s,
snnpSi | ent Dr ops,
snnpPr oxyDr ops,
snnpEnabl eAut henTr aps }
STATUS current
DESCRI PTI ON
"A collection of objects providing basic instrunentation and
control of an SNWPv2 entity."
::={ snnpM BG oups 8 }

snnmpConmmuni t yG oup OBJECT- GROUP
OBJECTS { snnpl nBadComuni t yNanes,
snnpl nBadCommuni t yUses }
STATUS current
DESCRI PTI ON
"A collection of objects providing basic instrunmentation of
a SNWPv2 entity which supports conmunity-based
aut hentication.™
;.= { snnpM BG oups 9 }

snnpSet G oup OBJECT- GROUP

OBJECTS { snnpSet Serial No }

STATUS current

DESCRI PTI ON
"A collection of objects which allow several cooperating
SNWVPv2 entities, all acting in a nanager role, to coordinate
their use of the SNMPv2 set operation.”

::={ snmpM BG oups 5 }

syst enGroup OBJECT- GROUP
OBJECTS { sysDescr, sysObjectlD, sysUpTi e,
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sysContact, sysNane, syslLocation,
sysServi ces,
sysORLast Change, sysORI D,
sysORUpTi ne, sysORDescr }
STATUS current
DESCRI PTI ON
"The system group defines objects which are conmon to all
managed systens."
::={ snmpM BG oups 6 }

snnpBasi cNot i fi cati onsG oup NOTI FI CATI ON- GROUP
NOTI FI CATIONS { coldStart, authenticationFailure }

STATUS current

DESCRI PTI ON
"The two notifications which an SNMPv2 entity is required to
i mpl enent . "

2= { snnpM BG oups 7 }

-- definitions in RFC 1213 nade obsol ete by the inclusion of a
-- subset of the snnp group in this MB

snmpQut Pkt s OBJECT- TYPE

SYNTAX Count er 32

MAX- ACCESS read-only

STATUS obsol et e

DESCRI PTI ON
"The total number of SNWMP Messages which were
passed fromthe SNVP protocol entity to the
transport service."

o= { snnmp 2}
-- { snnp 7 } is not used

snmpl nTooBi gs OBJECT- TYPE

SYNTAX Count er 32

MAX- ACCESS read-only

STATUS obsol ete

DESCRI PTI ON
"The total nunmber of SNMP PDUs which were
delivered to the SNVWP protocol entity and for
which the value of the error-status field is
‘tooBig."

2= { snnp 8}

snimpl nNoSuchNanes OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
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STATUS obsol ete

DESCRI PTI ON
"The total nunber of SNWMP PDUs which were
delivered to the SNWP protocol entity and for
whi ch the value of the error-status field is
‘noSuchName’ . "

c:={ snnp 9 }

snnpl nBadVal ues OBJECT- TYPE

SYNTAX Count er 32

MAX- ACCESS read-only

STATUS obsol ete

DESCRI PTI ON
"The total nunber of SNWP PDUs which were
delivered to the SNWP protocol entity and for
whi ch the value of the error-status field is
‘ badVval ue’ . "

o= { snnp 10 }

snnpl nReadOnl ys OBJECT- TYPE

SYNTAX Count er 32

MAX- ACCESS read-only

STATUS obsol ete

DESCRI PTI ON
"The total nunber valid SNMP PDUs which were
delivered to the SNWP protocol entity and for
whi ch the value of the error-status field is
‘readOnly’. It should be noted that it is a
protocol error to generate an SNMP PDU whi ch
contains the value ‘readOnly’ in the error-status
field, as such this object is provided as a neans
of detecting incorrect inplenentations of the
SNWP. "

c:={ snnp 11 }

snnmpl nGenErrs OBJECT- TYPE

SYNTAX Count er 32

MAX- ACCESS read-only

STATUS obsol ete

DESCRI PTI ON
"The total nunber of SNMP PDUs whi ch were
delivered to the SNWP protocol entity and for
whi ch the value of the error-status field is

‘genErr’ . "
ci={ snmp 12 }
snipl nTot al ReqVars OBJECT- TYPE
SYNTAX Count er 32
SNVPv2 Wor ki ng G oup St andards Track
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MAX- ACCESS read-only

STATUS obsol et e

DESCRI PTI ON
"The total number of M B objects which have been
retrieved successfully by the SNMP protocol entity
as the result of receiving valid SNWP Get - Request
and Get-Next PDUs."

c:={ snmp 13 }

snipl nTot al Set Vars OBJECT- TYPE

SYNTAX Count er 32

MAX- ACCESS read-only

STATUS obsol ete

DESCRI PTI ON
"The total number of M B objects which have been
al tered successfully by the SNVP protocol entity
as the result of receiving valid SNWP Set - Request
PDUs. "

o= { snnp 14 }

snnpl nGet Request s OBJECT- TYPE

SYNTAX Count er 32

MAX- ACCESS read-only

STATUS obsol ete

DESCRI PTI ON
"The total nunber of SNWP Cet-Request PDUs which
have been accepted and processed by the SNWP
protocol entity."

2= { snnp 15}

snnpl nGet Next s OBJECT- TYPE

SYNTAX Count er 32

MAX- ACCESS read-only

STATUS obsol ete

DESCRI PTI ON
"The total nunber of SNWP Get-Next PDUs which have
been accepted and processed by the SNMP protoco
entity."

::={ snmp 16 }

snnpl nSet Request s OBJECT- TYPE

SYNTAX Count er 32

MAX- ACCESS read-only

STATUS obsol et e

DESCRI PTI ON
"The total number of SNWP Set - Request PDUs which
have been accepted and processed by the SNWP
protocol entity."

SNVPv2 Wor ki ng G oup St andards Track
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o= { snnp 17 }

snnpl nGet Responses OBJECT- TYPE

SYNTAX Count er 32

MAX- ACCESS read-only

STATUS obsol ete

DESCRI PTI ON
"The total nunmber of SNWP Cet-Response PDUs which
have been accepted and processed by the SNWP
protocol entity."

2= { snnp 18 }

snnpl nTraps OBJECT- TYPE

SYNTAX Count er 32

MAX- ACCESS read-only

STATUS obsol ete

DESCRI PTI ON
"The total nunber of SNWP Trap PDUs which have
been accepted and processed by the SNMP protoco
entity."

c:={ snmp 19 }

snnmpQut TooBi gs OBJECT- TYPE

SYNTAX Count er 32

MAX- ACCESS read-only

STATUS obsol et e

DESCRI PTI ON
"The total nunmber of SNMP PDUs which were
generated by the SNWP protocol entity and for
whi ch the value of the error-status field is
‘tooBig.""

::={ snmp 20 }

snmpQut NoSuchNames OBJECT- TYPE

SYNTAX Count er 32

MAX- ACCESS read-only

STATUS obsol et e

DESCRI PTI ON
"The total number of SNMP PDUs which were
generated by the SNWP protocol entity and for
whi ch the value of the error-status is

‘noSuchNane’ . "
o= { snnp 21}
snnmpQut BadVal ues OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS obsol ete
SNVPv2 Wor ki ng G oup St andards Track
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DESCRI PTI ON
"The total nunber of SNWP PDUs which were
generated by the SNWP protocol entity and for
whi ch the value of the error-status field is
‘ badVval ue’ . "

o= { snnp 22}

-- { snnp 23 } is not used
snmpQut GenErrs OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS obsol et e
DESCRI PTI ON
"The total nunmber of SNMP PDUs which were
generated by the SNWP protocol entity and for
whi ch the value of the error-status field is
‘genErr’ . "
c:={ snmp 24}

snmpQut Get Request s OBJECT- TYPE

SYNTAX
MAX- ACCESS
STATUS

Count er 32
read-only
obsol ete

DESCRI PTI ON
"The total number of SNWP Get - Request PDUs which
have been generated by the SNMP protocol entity."
2= { snnp 25}

snmpQut Get Next s OBJECT- TYPE

SYNTAX Count er 32

MAX- ACCESS read-only

STATUS obsol ete

DESCRI PTI ON
"The total nunber of SNWP Get-Next PDUs which have
been generated by the SNMP protocol entity."

c:={ snmp 26 }

snnmpQut Set Request s OBJECT- TYPE

SYNTAX Count er 32

MAX- ACCESS read-only

STATUS obsol ete

DESCRI PTI ON
"The total nunber of SNWP Set-Request PDUs which
have been generated by the SNMP protocol entity."

c:={ snnp 27 }
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snnmpQut Get Responses OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS obsol ete
DESCRI PTI ON
"The total nunber of SNWP Get - Response PDUs which
have been generated by the SNMP protocol entity."

c:={ snmp 28 }

snmpQut Traps OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS obsol ete
DESCRI PTI ON
"The total number of SNWMP Trap PDUs which have
been generated by the SNMP protocol entity."

c:={ snnp 29 }

snnpGbsol et eG oup OBJECT- GROUP
OBJECTS { snnpCQut Pkts, snnplnTooBi gs, snnmpl nNoSuchNanes,
snnpl nBadVal ues, snnpl nReadOnl ys, snnpl nGenErrs,
snpl nTot al ReqVars, snnplnTot al Set Var s,
snnpl nGet Request s, snnpl nGet Nexts, snnpl nSet Request s,
snnpl nGet Responses, snnpl nTraps, snnpCut TooBi gs,
snnpQut NoSuchNanes, snnpCQut BadVal ues, snnpQut GenErrs,
snnmpQut Get Request s, snnmpQut Get Nexts, snnpQut Set Request s,
snmpQut Get Responses, snnmpQut Traps }
STATUS obsol ete
DESCRI PTI ON
"A collection of objects fromRFC 1213 nade obsolete by this
MB."
::={ snnpM BG oups 10 }

END
3. Security Considerations

Security issues are not discussed in this nmeno.
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