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Status of This Meno

This meno provides information for the Internet community. This nmeno
does not specify an Internet standard of any kind. Distribution of
this nmeno is unlinted.

Abstract

The Point-to-Point Protocol (PPP) [1] provides a standard nethod of
encapsul ating multiple protocol datagrans over point-to-point |inks.
The PPP Conpression Control Protocol [2] provides a nmethod for
negoti ati ng data conpressi on over PPP |inks.

The Magnal i nk Vari abl e Resource Conpression Al gorithm (MRCA) all ows
a wi de range of interoperable conpression inplenentations whose
performance characteristics are a function of available CPU and
MENDry resources.

I nt roducti on

The Magnal i nk vari abl e resource conpression algorithmdefines a

fam ly of interoperable conmpression solutions with conpression
performance as a function of available CPU and nmenory resources. |t
addresses the need for an algorithm which can be tailored to the
systemon which it is inplenented without conpronising

i nteroperability.

Li censi ng
Source licenses are avail able on a non-discrimnatory basis.
The contact person for evaluation under NDA and Licensing is:

Director of CEM Sal es

Magnal i nk Comuni cati ons Di vi si on

Tel co Systens Inc.

63 Nahatan Street

Norwood, Mass. 02062

Phone: (617) 255-9400, Fax: (617) 255-5885
oem@magna. t el co. com

Schrenmp, Black & Weiss | nf or mati onal [ Page 1]



RFC 1975 PPP Magnal i nk Vari abl e Resource Conpression August 1996

MVRCA Packet s

Bef ore any MVRCA packets may be conmuni cated, PPP nust reach the
Net wor k- Layer Protocol phase[1l], and the Conpression Control Protoco
must reach the Opened state.

The text of a Packet to be conpressed begins with PPP Protoco

nunber. The Packet header including the PPP Protocol nunmber may have
al ready been conpressed when Protocol - Fi el d- Conpressi on has been
negot i at ed.

Re

iability and Sequenci ng

MVRCA packets nmay be sent across an unreliable Iink or may use a
reliable link as described in "PPP Reliable Transmi ssion"[3] if the
reliable link has been negotiated. If franes are delivered out of
order or a frame is dropped, the deconpressor will detect this and
requests a resynchronization using the Reset-Req and Reset-Ack types
of the CCP[2], with the conpressor for the affected context.

Dat a Expansi on

Al t hough the conpression algorithm may occasionally expand a data
packet, there is no expansion in MVRCA since any expanded data is

i nstead sent unconpressed. Dictionary synchronization is naintained
across unconpressed packets.

Encapsul ati on

The encapsul ation consists of the PPP Protocol ldentifier, a bit to
indicate if the data is conpressed, the Context ldentifier(CID), a
proprietary flag bit (E), a Packet Integrity Byte(PIB), and the
Conpressed data
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Conpr essed/ Unconpressed Flag (O

When attenpting to conpress certain types of Packets or Fragnments the
conpressor may not be effective. Wen this occurs the unconpressed
data is added to the conpression History Buffer and sent across the
link in frame with the Conpressed/ Unconpressed Flag(C) set to O.

Context ldentifier (ClD)

Since PPP will transport nultiple protocol datagranms it may be

advant ageous to conpress each protocol or each virtual circuit in a
different History Buffer or Context. The CID all ows the conmpressor to
i ndicate to the deconpressor which Hi story Buffer the conpressor
decided to use for a given Packet. The basis of this decision is up
to the inplenmentor. The nunber of buffers and size of each buffer is
negot i at ed.

A CID of 0 indicates that the Packet by Packet context will be used
if it has been negotiated. The Packet by Packet context is cleared
bet ween Packets so that this History Buffer is not maintained across
Packet boundari es.

Packet Integrity Byte (PIB)

To ensure that Packets are being conpressed and deconpressed
correctly and to ensure History Buffer synchronization is maintained,
a Packet Integrity Byte is added to the packet header

The packet integrity byte is defined in the full protoco
speci fication.

Configuration Option Format
Descri ption

The CCP MVRCA Configuration Option negotiates the use of MVRCA on the
link. By default or ultimate di sagreenment, no conpression is used.

0 1 2 3
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Type
24
Length

4

FE - Features

Negoti ates features specific to this conpression algorithm

Hi story

Defines the size of the conpression history buffer. Valid values are
defined in the full protocol specification

# Contexts

This is the nunber of contexts. Each context inplies the creation of
a History Buffer for that context of the size indicated in the
Context History field. Values are 1-63. This value includes both
the Packet by Packet context and the nunber of contexts for which

hi story is maintained. Therefore, when this value is 1 and the P
(Packet by Packet) flag is also 1, then only in packet conpression is
supported and history context is not retained across packet
boundaries. The Context ldentifier (CID) starts with 1 for contexts
where the history is nmaintained.

P - Packet by Packet flag
When 1, packet by packet conpression is enabled for the context whose

context IDis 0. Wen Pis 0, packet by packet conpression is not
support ed.
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Security Considerations
Security issues are not discussed in this meno.
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