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Abstract

STD 11, RFC 822, defines a nmessage representation protocol specifying
consi derabl e detail about US-ASCI|I nessage headers, and | eaves the
nessage content, or nessage body, as flat US-ASCI| text. This set of
documents, collectively called the Miltipurpose Internet Mai

Ext ensi ons, or M Mg, redefines the format of nessages to allow for

(1) textual nessage bodies in character sets other than
US- ASCI |

(2) an extensible set of different formats for non-textua
nmessage bodi es,

(3) nmulti-part message bodies, and

(4) textual header information in character sets other than
US- ASCI |

These docunents are based on earlier work documented in RFC 934, STD
11, and RFC 1049, but extends and revi ses them Because RFC 822 said
so little about nessage bodi es, these docunments are largely
orthogonal to (rather than a revision of) RFC 822.
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This fourth docunent, RFC 2048, specifies various | ANA registration
procedures for the following MM facilities:

(1) nmedi a types,
(2) ext ernal body access types,
(3) cont ent -transfer-encodi ngs.

Regi stration of character sets for use in MME is covered el sewhere
and is no | onger addressed by this document.

These docunments are revisions of RFCs 1521 and 1522, which thensel ves
were revisions of RFCs 1341 and 1342. An appendix in RFC 2049
describes differences and changes from previ ous versions.
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1. Introduction

Recent Internet protocols have been carefully designed to be easily
extensible in certain areas. In particular, MME [ RFC 2045] is an
open-ended framework and can acconmpdat e additional object types,
character sets, and access nmethods wi thout any changes to the basic
protocol. A registration process is needed, however, to ensure that
the set of such values is developed in an orderly, well-specified,
and public manner.

Thi s docunent defines registration procedures which use the Internet
Assi gned Nunbers Authority (I ANA) as a central registry for such
val ues.

Hi storical Note: The registration process for nmedia types was
initially defined in the context of the asynchronous |nternet nai
environnent. In this mail environment there is a need to limt the
nunber of possible media types to increase the |ikelihood of

i nteroperability when the capabilities of the renote nmail systemare
not known. As nedia types are used in new environnments, where the
proliferation of media types is not a hindrance to interoperability,
the original procedure was excessively restrictive and had to be
general i zed.
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2. Media Type Registration

Regi stration of a new nedia type or types starts with the
construction of a registration proposal. Registration may occur in
several different registration trees, which have different

requi renents as di scussed below. 1In general, the new registration
proposal is circulated and reviewed in a fashion appropriate to the
tree involved. The nedia type is then registered if the proposal is
acceptable. The follow ng sections describe the requirenments and
procedures used for each of the different registration trees.

2.1. Registration Trees and Subtype Names

In order to increase the efficiency and flexibility of the

regi stration process, different structures of subtype names may be
regi stered to acconondate the different natural requirements for,
e.g., a subtype that will be reconmended for w de support and

i npl enentation by the Internet Cormunity or a subtype that is used to
nove files associated with proprietary software. The foll ow ng
subsections define registration "trees", distinguished by the use of
faceted names (e.g., names of the form"tree.subtree...type"). Note
that some media types defined prior to this docunent do not conform
to the nam ng conventions described bel ow. See Appendix A for a

di scussion of them

2.1.1. | ETF Tree

The 1ETF tree is intended for types of general interest to the
Internet Conmunity. Registration in the |ETF tree requires approva
by the | ESG and publication of the nmedia type registration as sone
form of RFC

Media types in the ETF tree are nornally denoted by nanes that are

not explicitly faceted, i.e., do not contain period (".", full stop)
characters.

The "owner" of a nedia type registration in the IETF tree is assuned
to be the IETF itself. Mdification or alteration of the
specification requires the sanme | evel of processing (e.g. standards
track) required for the initial registration.

2.1.2. Vendor Tree
The vendor tree is used for nedia types associated with comrercially

avai | abl e products. "Vendor" or "producer" are construed as
equi val ent and very broadly in this context.
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A registration may be placed in the vendor tree by anyone who has
need to interchange files associated with the particul ar product.
However, the registration formally belongs to the vendor or

organi zati on producing the software or file format. Changes to the
specification will be nade at their request, as discussed in
subsequent secti ons.

Regi strations in the vendor tree will be distinguished by the |eading
facet "vnd.". That may be foll owed, at the discretion of the
registration, by either a nedia type nane froma well-known producer
(e.g., "vnd.nudpie") or by an | ANA-approved designati on of the
producer’s nane which is then followed by a nedia type or product
designation (e.g., vnd.bi gconpany. funnypictures).

Wi | e public exposure and review of media types to be registered in
the vendor tree is not required, using the ietf-types list for review
is strongly encouraged to inprove the quality of those
specifications. Registrations in the vendor tree may be subnmtted
directly to the | ANA

2.1.3. Personal or Vanity Tree

Regi strations for nedia types created experinentally or as part of
products that are not distributed comrercially nay be registered in
the personal or vanity tree. The registrations are distinguished by
the | eading facet "prs.".

The owner of "personal" registrations and associ ated specifications
is the person or entity making the registration, or one to whom
responsi bility has been transferred as described bel ow.

Wi | e public exposure and review of nmedia types to be registered in
the personal tree is not required, using the ietf-types list for
reviewis strongly encouraged to inprove the quality of those
specifications. Registrations in the personl tree may be subnmitted
directly to the | ANA

2.1.4. Special ‘x.’ Tree

For conveni ence and symmetry with this registration schenme, nedia
type names with "x." as the first facet may be used for the sane
pur poses for which names starting in "x-" are nornmally used. These
types are unregi stered, experinental, and should be used only with
the active agreenent of the parties exchanging them
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However, with the sinplified registration procedures described above
for vendor and personal trees, it should rarely, if ever, be
necessary to use unregi stered experinental types, and as such use of
both "x-" and "x." forms is discouraged.

2.1.5. Additional Registration Trees

Fromtinme to tine and as required by the community, the | ANA may,
with the advice and consent of the IESG create new top-I|eve
registration trees. It is explicitly assuned that these trees may be
created for external registration and nanagenent by wel | -known

per manent bodi es, such as scientific societies for nedia types
specific to the sciences they cover. 1In general, the quality of
revi ew of specifications for one of these additional registration
trees is expected to be equivalent to that which | ETF would give to
registrations in its ow tree. Establishment of these new trees wll
be announced t hrough RFC publication approved by the |ESG

2.2. Registration Requirenents

Medi a type registration proposals are all expected to conformto
various requirements laid out in the followi ng sections. Note that
requi rement specifics sometines vary depending on the registration
tree, again as detailed in the follow ng sections.

2.2.1. Functionality Requirenent

Medi a types must function as an actual nedia format: Registration of
things that are better thought of as a transfer encoding, as a
character set, or as a collection of separate entities of another
type, is not allowed. For exanple, although applications exist to
decode t he base64 transfer encodi ng [ RFC 2045], base64 cannot be
regi stered as a nedia type.

This requirenment applies regardless of the registration tree
i nvol ved.

2.2.2. Naming Requirements

Al registered nmedia types must be assigned M ME type and subtype
nanes. The conbi nati on of these nanes then serves to uniquely
identify the nedia type and the format of the subtype nanme identifies
the registration tree.

The choi ce of top-level type name nust take the nature of media type
i nvol ved into account. For exanple, nedia normally used for
representing still images should be a subtype of the i mage content
type, whereas nedi a capabl e of representing audio infornmation bel ongs
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under the audio content type. See RFC 2046 for additional information
on the basic set of top-level types and their characteristics.

New subtypes of top-level types must conformto the restrictions of
the top-level type, if any. For example, all subtypes of the
nmul tipart content type nust use the same encapsul ati on synt ax.

In sonme cases a new nedia type may not "fit" under any currently
defined top-level content type. Such cases are expected to be quite
rare. However, if such a case arises a new top-level type can be
defined to acconmodate it. Such a definition nust be done via
standards-track RFC, no other nechani sm can be used to define
addi ti onal top-level content types.

These requirements apply regardl ess of the registration tree
i nvol ved.

2.2.3. Paraneter Requirenents

Medi a types may elect to use one or nore MME content type
parameters, or some paranmeters nay be automatically nade available to
the media type by virtue of being a subtype of a content type that
defines a set of parameters applicable to any of its subtypes. In

ei ther case, the nanes, values, and neani ngs of any paraneters nust
be fully specified when a nedia type is registered in the |ETF tree,
and shoul d be specified as conpletely as possi bl e when nedia types
are registered in the vendor or personal trees.

New paraneters nust not be defined as a way to introduce new
functionality in types registered in the | ETF tree, although new
paraneters nmay be added to convey additional information that does
not otherw se change existing functionality. An exanple of this
woul d be a "revision" paraneter to indicate a revision |evel of an
external specification such as JPEG Simlar behavior is encouraged
for media types registered in the vendor or personal trees but is not
required.

2.2.4. Canonicalization and Format Requirenents

Al registered nmedia types nmust enploy a single, canonical data
format, regardless of registration tree.

A precise and openly avail able specification of the fornmat of each
nedia type is required for all types registered in the |ETF tree and
must at a mininmumbe referenced by, if it isn't actually included in,
the media type registration proposal itself.
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The specifications of format and processing particulars nay or may
not be publically available for nmedia types registered in the vendor
tree, and such registration proposals are explicitly pernmitted to

i nclude only a specification of which software and versi on produce or
process such nedia types. References to or inclusion of fornat
specifications in registration proposals is encouraged but not

required.

Format specifications are still required for registration in the
personal tree, but may be either published as RFCs or otherw se
deposited with I ANA. The deposited specifications will neet the sane

criteria as those required to register a well-known TCP port and, in
particul ar, need not be made public.

Sone medi a types involve the use of patented technol ogy. The

regi stration of nmedia types involving patented technol ogy is
specifically permtted. However, the restrictions set forth in RFC
1602 on the use of patented technology in standards-track protocols
nmust be respected when the specification of a nedia type is part of a
st andards-track protocol

2.2.5. Interchange Recommendati ons

Medi a types shoul d, whenever possible, interoperate across as nmany
systens and applications as possible. However, sone nedia types wll
i nevitably have problens interoperating across different platforms.
Problems with different versions, byte ordering, and specifics of
gateway handling can and will arise.

Universal interoperability of media types is not required, but known
interoperability issues should be identified whenever possible.
Publication of a nmedia type does not require an exhaustive revi ew of
interoperability, and the interoperability considerations section is
subj ect to continuing eval uation.

These recommendati ons apply regardl ess of the registration tree
i nvol ved.

2.2.6. Security Requirements

An analysis of security issues is required for for all types
registered in the |ETF Tree. (This is in accordance with the basic
requirenents for all IETF protocols.) A sinmlar analysis for nedia
types registered in the vendor or personal trees is encouraged but
not required. However, regardl ess of what security analysis has or
has not been done, all descriptions of security issues nmust be as
accurate as possible regardl ess of registration tree. |In particular
a statenent that there are "no security issues associated with this
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type" nust not be confused with "the security issues associates with
this type have not been assessed"

There is absolutely no requirenent that nedia types registered in any
tree be secure or conpletely free fromrisks. Nevertheless, al

known security risks nust be identified in the registration of a
nedi a type, again regardless of registration tree.

The security considerations section of all registrations is subject

to continuing evaluation and nodification, and in particular may be

ext ended by use of the "comrents on nedia types"” nechani sm descri bed
i n subsequent sections.

Some of the issues that should be | ooked at in a security anal ysis of
a nedia type are

(1) Conpl ex medi a types may include provisions for
directives that institute actions on a recipient’s
files or other resources. |In nmany cases provision is
nmade for originators to specify arbitrary actions in an
unrestricted fashi on which may then have devastating
effects. See the registration of the
application/postscript nmedia type in RFC 2046 for
an exanpl e of such directives and how to handl e t hem

(2) Conpl ex nmedi a types nmay include provisions for
directives that institute actions which, while not
directly harnful to the recipient, may result in
di scl osure of information that either facilitates a
subsequent attack or else violates a recipient’s
privacy in sone way. Again, the registration of the
application/postscript nmedia type illustrates how such
directives can be handl ed.

(3) A nmedia type mght be targeted for applications that
require sone sort of security assurance but not provide
the necessary security mechani snms thensel ves. For
exanpl e, a nmedia type could be defined for storage of
confidential medical information which in turn requires
an external confidentiality service.

2.2.7. Usage and I npl enentati on Non-requirenents

In the asynchronous nail environnent, where information on the
capabilities of the renote mail agent is frequently not available to
the sender, maximuminteroperability is attained by restricting the
nunber of nedia types used to those "conmmon" formats expected to be
widely inplenented. This was asserted in the past as a reason to
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[imt the nunber of possible nmedia types and resulted in a
regi stration process with a significant hurdle and delay for those
regi stering nedia types.

However, the need for "comon" nedia types does not require limting
the registration of new nedia types. If alimted set of nedia types
is recoomended for a particular application, that should be asserted
by a separate applicability statenment specific for the application
and/ or environment .

As such, universal support and inplenentation of a media type is NOT
a requirenent for registration. |If, however, a nedia type is
explicitly intended for limted use, this should be noted inits

regi stration.

2.2.8. Publication Requirenents

Proposal s for nedia types registered in the | ETF tree nust be
publ i shed as RFCs. RFC publication of vendor and personal nedia type
proposal s is encouraged but not required. In all cases | ANA will
retain copies of all nedia type proposals and "publish" themas part
of the nedia types registration tree itself.

O her than in the IETF tree, the registration of a data type does not
i nply endorsenent, approval, or recomendation by | ANA or | ETF or
even certification that the specification is adequate. To becone

I nternet Standards, protocol, data objects, or whatever nust go
through the | ETF standards process. This is too difficult and too

| engthy a process for the convenient registration of media types.

The I ETF tree exists for nedia types that do require require a
substantive revi ew and approval process with the vendor and persona
trees exist for those that do not. It is expected that applicability
statements for particular applications will be published fromtime to
time that recomrend inplenentation of, and support for, media types
that have proven particularly useful in those contexts.

As di scussed above, registration of a top-level type requires
standards-track processing and, hence, RFC publication

2.2.9. Additional Information

Various sorts of optional information nmay be included in the
specification of a nedia type if it is available:

(1) Magi ¢ nunber(s) (length, octet values). Magic numnbers

are byte sequences that are always present and thus can
be used to identify entities as being of a given nedia
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t ype.

(2) File extension(s) comonly used on one or nore
platforms to indicate that sone file containing a given
type of nedia.

(3) Maci ntosh File Type code(s) (4 octets) used to | abe
files containing a given type of nedia.

Such information is often quite useful to inplementors and if
avai | abl e shoul d be provided.

2.3. Registration Procedure

The foll owi ng procedure has been inplenented by the | ANA for review
and approval of new nedia types. This is not a formal standards
process, but rather an administrative procedure intended to all ow
conmunity comment and sanity checki ng wi thout excessive tinme del ay.
For registration in the IETF tree, the normal | ETF processes should
be foll owed, treating posting of an internet-draft and announcenent
on the ietf-types list (as described in the next subsection) as a
first step. For registrations in the vendor or personal tree, the
initial review step described bel ow may be omtted and the type
registered directly by submtting the tenplate and an expl anati on
directly to | ANA (at i ana@ana.org). However, authors of vendor or
personal nedia type specifications are encouraged to seek conmunity
revi ew and comment whenever that is feasible.

2.3.1. Present the Media Type to the Comunity for Review

Send a proposed nedia type registration to the "ietf-types@ ana. org"
mailing list for a two week review period. This mailing |ist has
been established for the purpose of review ng proposed nedia and
access types. Proposed nedia types are not formally registered and
must not be used; the "x-" prefix specified in RFC 2045 can be used
until registration is conplete.

The intent of the public posting is to solicit comments and feedback
on the choice of type/subtype name, the unanbiguity of the references
with respect to versions and external profiling information, and a
review of any interoperability or security considerations. The
submitter may subnit a revised registration, or withdraw the
registration conpletely, at any tine.

Freed, et. al. Best Current Practice [ Page 11]



RFC 2048 M ME Regi stration Procedures Noverber 1996

2.3.2. | ESG Approva

Medi a types registered in the | ETF tree nmust be submitted to the | ESG
for approval.

2.3.3. |1 ANA Registration

Provided that the nedia type neets the requirenments for nedia types
and has obtai ned approval that is necessary, the author nmay submt
the registration request to the 1ANA, which will register the nedia
type and make the nedia type registration available to the conmunity.

2.4. Comments on Media Type Registrations

Conments on registered nedia types may be submitted by nmenbers of the
conmunity to I ANA. These conments will be passed on to the "owner"
of the nedia type if possible. Submtters of coments may request
that their comment be attached to the nedia type registration itself,
and if | ANA approves of this the coment will be nade accessible in
conjunction with the type registration itself.

2.5. Location of Registered Media Type List

Medi a type registrations will be posted in the anonynous FTP
directory "ftp://ftp.isi.edu/in-notes/ianalassignnments/nedi a-types/"
and all registered nmedia types will be listed in the periodically

i ssued "Assigned Numbers" RFC [currently STD 2, RFC 1700]. The nedia
type description and other supporting material may al so be published
as an Informational RFC by sending it to "rfc-editor@si.edu" (please
follow the instructions to RFC authors [ RFC-1543]).

2.6. | ANA Procedures for Registering Media Types

The 1TANA will only register media types in the IETF tree in response
to a comunication fromthe I ESG stating that a given registration
has been approved. Vendor and personal types will be registered by
the 1 ANA automatically and w thout any fornmal review as |ong as the
following mnimal conditions are net:

(1) Medi a types must function as an actual nedia format.
In particular, character sets and transfer encodings
may not be registered as nmedia types.

(2) Al media types nust have properly fornmed type and
subtype nanmes. All type names nust be defined by a
standards-track RFC. All subtype nanes must be uni que,
must conformto the M ME granmmar for such nanes, and
nmust contain the proper tree prefix.
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(3) Types registered in the personal tree nust either
provide a fornmat specification or a pointer to one.

(4) Any security considerations given nust not be obviously
bogus. (It is neither possible nor necessary for the
| ANA to conduct a conprehensive security revi ew of
nedi a type registrations. Nevertheless, | ANA has the
authority to identify obviously inconpetent materia
and exclude it.)

2.7. Change Contro

Once a nedia type has been published by | ANA the author may request
a change to its definition. The descriptions of the different

regi stration trees above designate the "owners" of each type of

regi stration. The change request follows the sanme procedure as the
regi stration request:

(1) Publish the revised tenplate on the ietf-types list.
(2) Leave at |east two weeks for conmments.
(3) Publish using I ANA after formal review if required.

Changes shoul d be requested only when there are serious onission or
errors in the published specification. Wen reviewis required, a
change request may be denied if it renders entities that were valid
under the previous definition invalid under the new definition

The owner of a content type nmmy pass responsibility for the content
type to anot her person or agency by informng | ANA and the ietf-types
list; this can be done wi thout discussion or review.

The |1 ESG may reassign responsibility for a nedia type. The npst
common case of this will be to enable changes to be made to types
where the author of the registration has died, noved out of contact
or is otherw se unable to nmake changes that are inportant to the
comuni ty.

Medi a type registrations may not be del eted; media types which are no
| onger believed appropriate for use can be decl ared OBSOLETE by a
change to their "intended use" field; such nedia types will be
clearly marked in the lists published by | ANA
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2.

3.

8.

Regi stration Tenpl ate

To: ietf-types@ana.org
Subj ect: Registration of MM nedia type XXX/ YYY

M ME nedia type nane:
M ME subt ype nane:
Requi red paraneters:
Optional paraneters:
Encodi ng consi derati ons:
Security considerations:
Interoperability considerations:
Publ i shed specification:
Applications which use this media type:
Addi tional information:

Magi ¢ nunber(s):

Fil e extension(s):

Maci ntosh File Type Code(s):
Person & emai| address to contact for further information:
I nt ended usage:
(One of COMMON, LIM TED USE or OBSCLETE)
Aut hor/ Change control |l er

(Any other information that the author deens interesting may be
added below this line.)

Ext ernal Body Access Types

RFC 2046 defines the nessage/ external -body nmedi a type, whereby a M ME
entity can act as pointer to the actual body data in lieu of
including the data directly in the entity body. Each
nmessage/ ext ernal - body reference specifies an access type, which
determ nes the nechanismused to retrieve the actual body data. RFC
2046 defines an initial set of access types, but allows for the
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regi stration of additional access types to acconmpbdate new retrieva
nmechani sns.

3.1. Registration Requirements

New access type specifications nust conformto a nunber of
requi renents as described bel ow.

3.1.1. Naming Requirenments

Each access type nmust have a unique nanme. This name appears in the
access-type paraneter in the nessage/external -body content-type
header field, and nust conformto M ME content type paraneter syntax.

3.1.2. Mechani sm Specification Requirenents

Al'l of the protocols, transports, and procedures used by a given
access type nust be described, either in the specification of the
access type itself or in sonme other publicly avail abl e specification
in sufficient detail for the access type to be inplenented by any
conpetent inplenentor. Use of secret and/or proprietary nmethods in
access types are expressly prohibited. The restrictions inposed by
RFC 1602 on the standardi zati on of patented al gorithns nust be
respected as well.

3.1.3. Publication Requirenents

Al'l access types must be described by an RFC. The RFC may be
i nformational rather than standards-track, although standard-track
revi ew and approval are encouraged for all access types.

3.1.4. Security Requirenents

Any known security issues that arise fromthe use of the access type
must be conpletely and fully described. It is not required that the
access type be secure or that it be free fromrisks, but that the
known risks be identified. Publication of a new access type does not
requi re an exhaustive security review, and the security

consi derations section is subject to continuing eval uation

Addi tional security considerations should be addressed by publishing
revi sed versions of the access type specification

3.2. Registration Procedure

Regi stration of a new access type starts with the construction of a
draft of an RFC
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3.2.1. Present the Access Type to the Conmunity

Send a proposed access type specification to the "ietf-
types@ana.org" mailing list for a two week review period. This
mailing |ist has been established for the purpose of review ng
proposed access and nedia types. Proposed access types are not
formally regi stered and nust not be used.

The intent of the public posting is to solicit comments and feedback
on the access type specification and a review of any security
consi derati ons.

3.2.2. Access Type Reviewer

When the two week period has passed, the access type reviewer, who is
appoi nted by the | ETF Applications Area Director, either forwards the
request to iana@si.edu, or rejects it because of significant

obj ections raised on the |ist.

Deci sions nade by the reviewer nust be posted to the ietf-types
mailing list within 14 days. Decisions made by the reviewer nay be
appeal ed to the | ESG

3.2.3. |1 ANA Registration

Provi ded that the access type has either passed review or has been
successfully appealed to the |ESG the IANA will register the access
type and make the registration available to the community. The
specification of the access type nmust al so be published as an RFC

I nformati onal RFCs are published by sending themto "rfc-
editor@si.edu" (please follow the instructions to RFC authors [RFC
1543]).

3.3. Location of Registered Access Type List

Access type registrations will be posted in the anonynous FTP
directory "ftp://ftp.isi.edu/in-notes/ianal/assignnments/access-types/"
and all registered access types will be listed in the periodically

i ssued "Assigned Numbers" RFC [currently RFC 1700].
3.4. 1 ANA Procedures for Registering Access Types

The identity of the access type reviewer is comrunicated to the | ANA
by the IESG The I ANA then only acts in response to access type
definitions that either are approved by the access type reviewer and
forwarded by the reviewer to the I ANA for registration, or in
response to a communi cation fromthe 1 ESG that an access type
definition appeal has overturned the access type reviewer’'s ruling.
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4. Transfer Encodi ngs

Transfer encodings are tranfornations applied to M ME nedia types
after conversion to the media type's canonical form Transfer
encodi ngs are used for several purposes:

(1) Many transports, especially nessage transports, can
only handl e data consisting of relatively short |ines
of text. There can also be severe restrictions on what
characters can be used in these lines of text -- sone
transports are restricted to a small subset of US-ASCI
and others cannot handl e certain character sequences.
Transfer encodings are used to transform binary data
into textual formthat can survive such transports.
Exanpl es of this sort of transfer encoding include the
base64 and quot ed-printable transfer encodi ngs defined
in RFC 2045.

(2) | mage, audi o, video, and even application entities are
sonetines quite large. Conpression algorithns are often
quite effective in reducing the size of large entities.
Transfer encodi ngs can be used to apply general - purpose
non-1 ossy conpression algorithms to MM entities.

(3) Transport encodi ngs can be defined as a neans of
representing existing encoding formats in a MM
cont ext .

| MPORTANT: The standardization of a |arge nunbers of different
transfer encodings is seen as a significant barrier to w despread
interoperability and is expressely discouraged. Nevertheless, the
foll owi ng procedure has been defined to provide a neans of defining
addi ti onal transfer encodings, should standardization actually be
justified.

4.1. Transfer Encodi ng Requirenents

Transfer encoding specifications nust conformto a nunber of
requi rements as described bel ow.

4.1.1. Nam ng Requirenents
Each transfer encodi ng nust have a unique nane. This nane appears in

the Content-Transfer-Encodi ng header field and nust conformto the
syntax of that field.
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4.1.2. Algorithm Specification Requirenents

Al of the algorithns used in a transfer encoding (e.g. conversion
to printable form conpression) nust be described in their entirety
in the transfer encoding specification. Use of secret and/or
proprietary algorithns in standardized transfer encodi ngs are
expressly prohibited. The restrictions inmposed by RFC 1602 on the
st andardi zati on of patented al gorithnms nust be respected as well.

4.1.3. Input Domain Requirements

Al transfer encodi ngs nmust be applicable to an arbitrary sequence of
octets of any length. Dependence on particular input fornms is not
al | owed.

It should be noted that the 7bit and 8bit encodi ngs do not conformto
this requirement. Aside fromthe undesireability of having
speci al i zed encodings, the intent here is to forbid the addition of
addi ti onal encodings along the lines of 7bit and 8bit.

4.1.4. CQutput Range Requirements

There is no requirenent that a particular tranfer encodi ng produce a
particul ar formof encoded output. However, the output format for
each transfer encoding nust be fully and conpletely docunented. In
particul ar, each specification nust clearly state whether the output
format always lies within the confines of 7hit data, 8bit data, or is
sinmply pure binary data.

4.1.5. Data Integrity and Generality Requirenents

Al'l transfer encodings must be fully invertible on any platform it
nmust be possi ble for anyone to recover the original data by
perform ng the correspondi ng decodi ng operation. Note that this
requi rement effectively excludes all forms of |ossy conpression as
well as all forms of encryption fromuse as a transfer encoding.

4.1.6. New Functionality Requirenents

Al'l transfer encodi ngs rmust provide some sort of new functionality.
Sone degree of functionality overlap with previously defined transfer
encodi ngs is acceptable, but any new transfer encoding nust al so

of fer sonething no other transfer encodi ng provides.
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4.2. Transfer Encoding Definition Procedure

Definition of a new transfer encoding starts with the construction of
a draft of a standards-track RFC. The RFC nust define the transfer
encodi ng precisely and conpletely, and must al so provide substantia
justification for defining and standardi zing a new transfer encoding.
Thi s specification nust then be presented to the | ESG for

consi deration. The | ESG can

(1) reject the specification outright as being
i nappropriate for standardization

(2) approve the formation of an |IETF working group to work
on the specification in accordance with | ETF
procedures, or,

(3) accept the specification as-is and put it directly on
the standards track.

Transfer encoding specifications on the standards track foll ow nornal
| ETF rules for standards track docunments. A transfer encoding is
considered to be defined and available for use once it is on the

st andards track.

4.3. | ANA Procedures for Transfer Encoding Registration

There is no need for a special procedure for registering Transfer
Encodings with the 1ANA. Al legitimte transfer encodi ng

regi strations nmust appear as a standards-track RFC, so it is the

| ESG s responsibility to notify the | ANA when a new transfer encoding
has been approved.

4.4. Location of Registered Transfer Encodi ngs List

Transfer encoding registrations will be posted in the anonynous FTP
directory "ftp://ftp.isi.edu/in-notes/ianalassignnents/transfer-
encodi ngs/" and all registered transfer encodings will be listed in

the periodically issued "Assigned Numbers" RFC [currently RFC-1700].
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Appendi x A -- Grandfathered Medi a Types

A nunber of media types, registered prior to 1996, would, if

regi stered under the guidelines in this docunent, be placed into

ei ther the vendor or personal trees. Reregistration of those types
to reflect the appropriate trees is encouraged, but not required.
Owner shi p and change control principles outlined in this docunent

apply to those types as if they had been registered in the trees
descri bed above.
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