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Abst r act

Thi s docunent contains requirenents for robust |P/ UDP/RTP (Internet
Prot ocol / User Dat agram Protocol / Real - Ti me Transport Protocol) header
conpressi on to be devel oped by the ROHC ( Robust Header Conpression)
WG It is based on the ROHC charter, discussions in the W5 the 3GPP
document "3GPP TR 23.922", version 1.0.0 of October 1999, as well as
contributions from3G IP.

1. I nt roducti on

The goal of the ROHC WG is to devel op header conpression schenes that
performwell over links with high error rates and long |ink round
trip times. The schenes nust performwell for cellular links built
usi ng technol ogi es such as WCDVA, EDGE, and CDMVA-2000. However, the
schenes shoul d al so be applicable to other future |link technol ogi es
with high loss and long round trip tines.

The foll owi ng requirenents have, nore or less arbitrarily, been
divided into three groups. The first group deals with requirenents
concerning the inpact of an header conpression schene on the rest of
the Internet infrastructure. The second group concerns what kind of
headers that nust be conpressed efficiently. The final group
concerns efficiency requirenments and requirenments which stemfromthe
properties of the anticipated |link technol ogies.

2. Header conpression requirements
Several current standardi zation efforts in the cellular arena aim at

supporting voice over IP and other real-time services over IP, e.g.
GERAN (specified by the ETSI SM® standards group), and UTRAN
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(specified by the 3GPP standards organization). It is critical for
these standardi zation efforts that a suitable header conpression
schenme i s devel oped before conpletion of the Rel ease 2000 standards.
Therefore, it is inperative that the ROHC W5 keeps its schedul e.

2.1 Inmpact on Internet infrastructure

1. Transparency: When a header is conpressed and then deconpressed,
the resulting header nust be semantically identical to the origina
header. |If this cannot be achieved, the packet containing the
erroneous header nust be di scarded.

Justification: The header conpression process nmust not produce
headers that night cause problens for any current or future part of
the Internet infrastructure.

2. Ubiquity: Miust not require nodifications to existing IP (v4 or
v6), UDP, or RTP inplenentations.

Justification: Ease of deploynent.

Not e: The ROHC WG nmay reconmend changes that woul d increase the
conpression efficiency for the RTP streans emtted by

i npl enentati ons. However, ROHC cannot rely on such recommendati ons
bei ng fol | owed.

2.2 Supported headers and ki nds of RTP streans
1. 1Pv4 and I Pv6: Miust support both IPv4 and | Pv6.

Justification: IPv4 and IPv6 will both be around during the
foreseeabl e future

2. Mobile I'P: The kinds of headers used by Mbile | P{v4,v6} should be
conpressed efficiently. For |IPv4 these include headers of tunnel ed
packets. For |IPv6 these include headers containing the Routing
Header, the Binding Update Destination Option, and the Hone Address
option.

Justification: It is very likely that Mobile IP will be used by
cel lul ar devi ces.

3. Cenericity: Mist support conpression of headers of arbitrary RTP
streans.
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Justification: There must be a generic schene which can conpress
reasonably well for any payl oad type and traffic pattern. This does
not preclude optimzations for certain nmedia types where the traffic
pattern is known, e.g., for |ow bandw dth voice and | ow bandw dth

vi deo.

Note: This applies to the RTP stream before as well as after it has
passed through an internet.

4. | PSEC. ROHC shoul d be able to conpress headers containing | PSEC
subheaders.

Note: It is of course not possible to conpress the encrypted part of
an ESP header, nor the cryptographic data in an AH header

2.3 Efficiency

1. Performance/ Spectral Efficiency: Mist provide |low relative

over head under expected operating conditions; conpression efficiency
shoul d be better than for RFC 2508 under equival ent operating
conditions. The error rate should only marginally increase the

over head under expected operating conditions.

Justification: Spectrumefficiency is a prinmary goal. RFC 2508 does
not performwell enough

Note: The relative overhead is the average header overhead relative

to the payload. Any auxiliary (e.g., control or feedback) channels

used by the scheme should be taken into account when cal cul ating the
header overhead.

2. Error propagation: Error propagation due to header conpression
shoul d be kept at an absolute mininum Error propagation is defined
as the | oss or damage of headers subsequent to headers |ost or
damaged by the link, even if those subsequent headers are not |ost or
damaged.

Justification: Error propagation reduces spectral efficiency and
reduces quality. CRTP suffers severely fromerror propagation

Note: There are at |east two kinds of error propagation; |oss
propagati on, where an error causes subsequent headers to be lost, and
danage propagation, where an error causes subsequent headers to be
danmaged.
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3a. Handover | oss events: There nmust be a way to run ROHC where | oss
events of length 150 nilliseconds are handl ed efficiently and where
| oss or danmge propagation is not introduced by ROHC during such
events.

Justification: Such | oss events can be introduced by handover
operations in a (radio) network between conpressor and deconpressor
Handover operations can be frequent in cellular systens. Failure to
handl e handover well can adversely inpact spectrum efficiency and
quality.

3b. Handover context recreation: There must be a way to run ROHC that
deals well with events where the route of an RTP conversation changes
such that either the conpressor or the deconpressor of the
conversation is relocated to another node, where the context needs to
be recreated. ROHC nust not introduce erroneous headers during such
events, and should not introduce packet |oss during such events.

Justification: Such events can be frequent in cellular systens where
the conpressor/deconpressor on the network side is close to the radio
base stati ons.

Note: In order to aid devel opers of context recreation schenmes where
context is transfered to the new node, the specification shal
outline what parts of the context is to be transfered, as well as
conditions for its use. Procedures for context recreation (and

di scard) wi thout such context transfer will also be provided.

4. Link delay: Must operate under all expected link delay conditions.

5. Processing delay: The schene must not contribute significantly to
system del ay budget.

6. Miultiple links: The schenme nust performwell when there are two or
nore cellular links in the end-to-end path.

Justification: Such paths will occur.

Note: loss on previous links will cause irregularities in the RTP
stream reaching the conpressor. Such irregularities should only
mar gi nal |y affect performance.

7a. Packet M sordering: The schenme shoul d be able to conpress when
there are msordered packets in the RTP stream reaching the
conpressor. No misordering is expected on the link between
conpressor and deconpressor
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Justification: Msordering happens regularly in the Internet.

However, since the Internet is engineered to run TCP reasonably well,
excessive misordering will not be conmon and need not be handl ed with
optinmumefficiently.

7b. Moderate Packet M sordering: The schene should efficiently handle
noderate msordering (2-3 packets) in the packet streamreaching the
conpr essor.

Note: This kind of reordering is comon.

8. Unidirectional links/multicast: Mist operate (possibly with |ess
ef ficiency) over links where there is no feedback channel or where
there are several receivers.

9. Configurable frame size fluctuation: It should be possible to
restrict the nunber of different frane sizes used by the schene.

Justification: Sone radi o technol ogi es support only a |imted nunber
of frame sizes efficiently.

Not e: Sonmewhat degraded performance is to be expected when such
restrictions are appli ed.

Note: This inplies that a |ist of "good" frane sizes nmust be nmade
avai | abl e and that ROHC may pick a suitable header format to utilize
avai |l abl e space as well as possible.

10. Del ay: ROHC should not noticeably add to the end-to-end del ay.

Justification: RTP packets carrying data for interactive voice or
video have a limted end-to-end del ay budget.

Note: This requirenent is intended to prevent schemes that achieve
robust ness at the expense of delay, for exanple schenes that require
that header i+x, x>0, is received before header i can be
deconpressed.

Not e: Together with 2.3.5, this requirenent inplies that ROHC wil |
not noticeably add to the jitter of the RTP stream other than what
is caused by variations in header size.

Not e: This requirenent does not prevent a queue from form ng upstream
a bottleneck link. Nor does it prevent a compressor fromutilizing
i nformati on from nore than one header in such a queue.

11. Residual errors: For a residual bit-error rate of at npbst le-5,
t he ROHC schene nust not increase the error rate.

Deger mar k I nf or mati onal [ Page 5]



RFC 3096 Requi renents for | P/ UDP/ RTP ROHC July 2001

Justification: Sone target |inks have a residual error rate, i.e,
rate of undetected errors, of this nagnitude.

Note: In the presence of residual bit-errors, ROHC will need error
detection nmechani snms to prevent dammge propagati on. These nechani sns
wi Il catch sone residual errors, but those not caught m ght cause
danage propagation. This requirenent states that the reduction of
the danmage rate due to the error detection nmechani snms must not be
less than the increase in error rate due to damage propagation

3. | ANA Consi der ati ons

A protocol which neets these requirenments, e.g., [ROHC], will require
the I ANA to assign various nunbers. This document by itself,
however, does not require any | ANA invol venment.

4. Security Considerations

A protocol specified to neet these requirenents, e.g., [ROHC], nust
be able to conpress packets containing | PSEC headers according to the
| PSEC requirenent, 2.2.4. There may be other security aspects to
consider in such protocols. This docunent by itself, however, does
not add any security risks.
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7. Full Copyright Statenent
Copyright (C The Internet Society (2001). Al Rights Reserved.

Thi s docunent and translations of it may be copied and furnished to
ot hers, and derivative works that conment on or otherwi se explain it
or assist inits inplenentation may be prepared, copied, published
and distributed, in whole or in part, without restriction of any

ki nd, provided that the above copyright notice and this paragraph are
i ncluded on all such copies and derivative works. However, this
docunent itself may not be nodified in any way, such as by renoving
the copyright notice or references to the Internet Society or other
I nternet organi zati ons, except as needed for the purpose of
devel opi ng Internet standards in which case the procedures for
copyrights defined in the Internet Standards process nust be
followed, or as required to translate it into |anguages ot her than
Engl i sh.

The Iimted perm ssions granted above are perpetual and will not be
revoked by the Internet Society or its successors or assigns.

Thi s docunent and the information contained herein is provided on an
"AS | S" basis and THE | NTERNET SOCI ETY AND THE | NTERNET ENG NEERI NG
TASK FORCE DI SCLAI M5 ALL WARRANTI ES, EXPRESS OR | MPLI ED, | NCLUDI NG
BUT NOT LI M TED TO ANY WARRANTY THAT THE USE OF THE | NFORVATI ON
HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED WARRANTI ES OF
MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE
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