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Status of this Meno
Thi s docunent specifies an Internet standards track protocol for the
Internet conmunity, and requests discussion and suggestions for
i mprovenents. Please refer to the current edition of the "Internet
O ficial Protocol Standards" (STD 1) for the standardization state
and status of this protocol. Distribution of this nenmo is unlimted.
Copyri ght Notice
Copyright (C The Internet Society (2002). Al Rights Reserved.
Abst r act
This M B nodul e defines textual conventions to represent conmonly
used Internet network |layer addressing information. The intent is
that these textual conventions (TCs) will be inported and used in MB

nodul es that woul d otherw se define their own representations.

Thi s docunent obsol etes RFC 2851.
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1. Introduction

Several standards-track M B nodul es use the | pAddress SMv2 base
type. This limts the applicability of these MB nodules to IP
Version 4 (1Pv4) since the | pAddress SMv2 base type can only contain
4 byte | Pv4 addresses. The |pAddress SMv2 base type has becone
problematic with the introduction of IP Version 6 (lIPv6) addresses
[19].

Thi s docunent defines nultiple textual conventions as a nechanismto
express generic Internet network | ayer addresses within M B nodul e
specifications. The solution is conpatible with SMv2 (STD 58) and
SMvl (STD 16). New M B definitions which need to express network

l ayer Internet addresses SHOULD use the textual conventions defined
in this meno. New M B nodul es SHOULD NOT use the SMv2 | pAddress
base type anynore.

A generic Internet address consists of two objects, one whose syntax
i s I net AddressType, and anot her whose syntax is |InetAddress. The
val ue of the first object determ nes how the value of the second
object is encoded. The |InetAddress textual convention represents an
opaque I nternet address value. The |netAddressType enuneration is
used to "cast" the InetAddress value into a concrete textua
convention for the address type. This usage of multiple textua
conventions allows expression of the display characteristics of each
address type and nakes the set of defined Internet address types

ext ensi bl e.
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The textual conventions defined in this document can al so be used to
represent generic Internet subnets and Internet address ranges. A
generic Internet subnet is represented by three objects, one whose
syntax i s | net AddressType, a second one whose syntax is |netAddress
and a third one whose syntax is |netAddressPrefixLength. The

| net Addr essType val ue again determ nes the concrete fornmat of the

| net Address val ue while the | net AddressPrefi xLength identifies the

I nternet network address prefix.

A generic range of consecutive Internet addresses is represented by
three objects. The first one has the syntax |net AddressType while
the remaini ng objects have the syntax | net Address and specify the
start and end of the address range. The |net AddressType val ue again
determines the format of the |netAddress val ues.

The textual conventions defined in this document can be used to
define Internet addresses by using DNS domain nanmes in addition to
| Pv4 and | Pv6 addresses. A M B designer can wite conpliance
statenents to express that only a subset of the possible address
types nust be supported by a conpliant inplenmentation

M B devel opers who need to represent |Internet addresses SHOULD use
these definitions whenever applicable, as opposed to defining their
own constructs. Even MB nodul es that only need to represent |Pv4 or
| Pv6 addresses SHOULD use the | net AddressType/ |l net Address textua
conventions defined in this meno.

There are many w dely depl oyed M B nodul es that use | Pv4 addresses
and which need to be revised to support |IPv6. These M Bs can be
categori zed as foll ows:

1. M B nodul es which define managenent information that is in
principle I P version neutral, but the MB currently uses
addressing constructs specific to a certain |IP version.

2. M B npdul es which define nanagenent information that is specific
to particular IP version (either IPv4 or |Pv6) and which is very
unlikely to ever be applicable to another |P version

M B nodul es of the first type SHOULD provi de object definitions

(e.g., tables) that work with all versions of IP. In particular

when revising a M B nodul e which contains | Pv4 specific tables, it is
suggested to define new tables using the textual conventions defined
in this neno which support all versions of IP. The status of the new
tabl es SHOULD be "current" while the status of the old IP version
specific tables SHOULD be changed to "deprecated". The other
approach of having multiple simlar tables for different |IP versions
is strongly discouraged.
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M B nmodul es of the second type, which are inherently |IP version
specific, do not need to be redefined. Note that even in this case,
any additions to these MB nodules or new | P version specific MB
nodul es SHOULD use the textual conventions defined in this neno.

M B devel opers SHOULD NOT use the textual conventions defined in this
docunent to represent generic transport |ayer addresses. Instead the
SM v2 TAddress textual convention and associ ated definitions should
be used for transport |ayer addresses.

The key words "MJST", "MJST NOT", "SHOULD', "SHOULD NOT" and "MAY" in
this docunent are to be interpreted as described in RFC 2119 [1].

2. The SNWP Managenent Framewor k

The SNVP Management Framework presently consists of five mgjor
conmponent s:

o0 An overall architecture, described in RFC 2571 [2].

o Mechani sms for describing and nami ng objects and events for the
pur pose of managenment. The first version of this Structure of
Management Information (SM) is called SMvl and described in STD
16, RFC 1155 [3], STD 16, RFC 1212 [4] and RFC 1215 [5]. The
second version, called SMv2, is described in STD 58, RFC 2578
[6], STD 58, RFC 2579 [7] and STD 58, RFC 2580 [8].

o Message protocols for transferring managenent information. The
first version of the SNVWP nessage protocol is called SNWPv1l and
described in STD 15, RFC 1157 [9]. A second version of the SNWP
nessage protocol, which is not an Internet standards track
protocol, is called SNMPv2c and described in RFC 1901 [10] and RFC
1906 [11]. The third version of the message protocol is called
SNWPv3 and described in RFC 1906 [11], RFC 2572 [12] and RFC 2574
[13].

o Protocol operations for accessing nmanagenent information. The
first set of protocol operations and associated PDU formats is
described in STD 15, RFC 1157 [9]. A second set of protoco
operations and associated PDU formats is described in RFC 1905
[14].

o A set of fundanental applications described in RFC 2573 [15] and
the vi ew based access control mechani sm described in RFC 2575
[16].

A nore detailed introduction to the current SNVP Managenent Franmework
can be found in RFC 2570 [17].
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Managed objects are accessed via a virtual information store, terned
t he Management |Information Base or MB. bjects in the MB are
defined using the mechani snms defined in the SM.

This menmo specifies a MB nodule that is conpliant to the SMv2. A
M B conforming to the SMvl can be produced through the appropriate
translations. The resulting translated M B nust be semantically
equi val ent, except where objects or events are omtted because no
translation is possible (use of Counter64). Sone nachi ne readabl e
information in SMv2 will be converted into textual descriptions in
SM vl during the translation process. However, this |oss of nmachine
readabl e information is not considered to change the semantics of the
M B.

3. Definitions

| NET- ADDRESS-M B DEFI NI TIONS :: = BEG N

| MPORTS
MODULE- | DENTI TY, m b-2, Unsigned32 FROM SNWPv2- SM
TEXTUAL- CONVENTI ON FROM SNWVPv2-TC

i net AddressM B MODULE- | DENTI TY
LAST- UPDATED "2002050900002"
ORGANI ZATI ON
"l ETF Operations and Managenent Area"
CONTACT- | NFO
"Juer gen Schoenwael der (Editor)
TU Braunschwei g
Buel tenweg 74/ 75
38106 Braunschwei g, Gernany

Phone: +49 531 391-3289
EMai | : schoenw@ br. cs. tu-bs. de

Send conmments to <m bs@ps.ietf.org>."
DESCRI PTI ON
"This M B nodul e defines textual conventions for
representing Internet addresses. An Internet
address can be an | Pv4 address, an | Pv6 address
or a DNS domai n nane. This nodul e al so defi nes
textual conventions for Internet port nunbers,
aut onormous system nunbers and the |l ength of an
I nternet address prefix."
REVI SI ON "200205090000Z"
DESCRI PTI ON
"Second version, published as RFC 3291. This
revi sions contains several clarifications and it
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i ntroduces several new textual conventions:

| net Addr essPrefi xLengt h, | netPort Nunber

| net Aut ononmousSyst enNunber, | net Addr essl Pv4z,
and | net Addr essl Pv6z. "

REVI SI ON "200006080000Z"
DESCRI PTI ON
“I'nitial version, published as RFC 2851."
o= { mb-2 76 }
| net Addr essType ::= TEXTUAL- CONVENTI ON
STATUS current
DESCRI PTI ON

"A value that represents a type of Internet address.
unknown(0) An unknown address type. This value MJUST
be used if the value of the correspondi ng
| net Address object is a zero-length string.
It may al so be used to indicate an |IP address
which is not in one of the formats defined
bel ow.

i pv4(1) An | Pv4 address as defined by the
| net Addr essl Pv4 textual convention

i pv6(2) A gl obal 1Pv6 address as defined by the
| net Addr essl Pv6 textual convention

i pvdz(3) A non-gl obal 1Pv4 address including a zone
i ndex as defined by the |netAddressl Pv4z
textual convention.

i pv6z(4) A non-gl obal | Pv6 address including a zone
i ndex as defined by the |netAddressl Pv6z
textual convention.

dns(16) A DNS donmai n nane as defined by the
| net Addr essDNS t ext ual conventi on

Each definition of a concrete |net AddressType val ue nust be
acconpani ed by a definition of a textual convention for use
wi th that |netAddressType.

To support future extensions, the |net AddressType textua
convention SHOULD NOT be sub-typed in object type definitions.
It MAY be sub-typed in conpliance statenments in order to
require only a subset of these address types for a conpliant

i mpl enent ati on.

| mpl enent ati ons nust ensure that | net AddressType objects
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and any dependent objects (e.g. |netAddress objects) are
consistent. An inconsistentValue error nmust be generated
if an attenpt to change an | net AddressType object woul d,
for exanple, lead to an undefined |Inet Address value. In
particul ar, |net AddressType/lnet Address pairs nust be
changed together if the address type changes (e.g. from
i pv6(2) to ipv4(l))."
SYNTAX | NTEGER {

unknown( 0),

i pv4(l),

i pv6(2),

i pvdz(3),

i pv6z(4),

dns(16)

}

I net Addr ess :: = TEXTUAL- CONVENTI ON
STATUS current
DESCRI PTI ON
"Denotes a generic Internet address.

An I net Address value is always interpreted within the context
of an | net AddressType val ue. Every usage of the |netAddress
textual convention is required to specify the | net AddressType
obj ect which provides the context. It is suggested that the
| net Addr essType object is logically registered before the

obj ect(s) which use the | net Address textual convention if
they appear in the sane |ogical row

The val ue of an | net Address object nust always be
consistent with the value of the associated | net AddressType
object. Attenpts to set an |Inet Address object to a val ue
which is inconsistent with the associ ated | net AddressType
must fail with an inconsistentVal ue error

When this textual convention is used as the syntax of an
i ndex object, there may be issues with the limt of 128
sub-identifiers specified in SMv2, STD 58. In this case,
the object definition MJUST include a 'SIZE clause to
l[imt the number of potential instance sub-identifiers."

SYNTAX OCTET STRING (SI ZE (0..255))
| net Addr essl Pv4 :: = TEXTUAL- CONVENTI ON

DI SPLAY-HI NT "1d. 1d. 1d. 1d"

STATUS current

DESCRI PTI ON

"Represents an | Pv4 network address:
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octets contents encodi ng
1-4 | Pv4 address net wor k- byt e order

The correspondi ng | net AddressType value is ipv4(l).

This textual convention SHOULD NOT be used directly in object
definitions since it restricts addresses to a specific format.
However, if it is used, it MAY be used either on its own or in
conjunction with I net AddressType as a pair."

SYNTAX OCTET STRING (SIZE (4))
| net Addr essl Pv6 ::= TEXTUAL- CONVENTI ON
DI SPLAY- HI NT " 2x: 2X: 2X: 2X: 2X: 2X: 2x: 2x"
STATUS current
DESCRI PTI ON
"Represents an | Pv6 network address:
octets contents encodi ng
1-16 | Pv6 address net wor k- byt e order

The correspondi ng | net AddressType value is ipv6(2).

Thi s textual conventi on SHOULD NOT be used directly in object
definitions since it restricts addresses to a specific format.
However, if it is used, it MAY be used either on its own or in
conjunction with I net AddressType as a pair."

SYNTAX OCTET STRING (SIZE (16))
| net Addr essl Pv4z :: = TEXTUAL- CONVENTI ON

DI SPLAY- HI NT "1d. 1d. 1d. 1d%#d"

STATUS current

DESCRI PTI ON

"Represents a non-gl obal |Pv4 network address together
with its zone index:

octets contents encodi ng
1-4 | Pv4 address net wor k- byt e order
5-8 zone i ndex net wor k- byt e order

The correspondi ng | net AddressType value is ipv4z(3).

The zone index (bytes 5-8) is used to disanbiguate identica
address val ues on nodes which have interfaces attached to
different zones of the same scope. The zone index may contain
the special value O which refers to the default zone for each
scope.

Thi s textual convention SHOULD NOT be used directly in object
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definitions since it restricts addresses to a specific format.
However, if it is used, it MAY be used either on its own or in
conjunction with I net AddressType as a pair."

SYNTAX OCTET STRING (SIZE (8))

| net Addr essl Pv6z :: = TEXTUAL- CONVENTI ON
DI SPLAY- HI NT " 2x: 2X: 2X: 2X: 2X: 2X: 2X: 2x%&d"
STATUS current
DESCRI PTI ON

"Represents a non-global |Pv6 network address together
with its zone index:

octets contents encodi ng
1-16 | Pv6 address net wor k- byt e order
17-20 zone i ndex net wor k- byt e order

The correspondi ng | net AddressType value is ipv6z(4).

The zone index (bytes 17-20) is used to di sanbi guate

i denti cal address val ues on nodes which have interfaces
attached to different zones of the same scope. The zone index
may contain the special value 0 which refers to the default
zone for each scope

Thi s textual convention SHOULD NOT be used directly in object
definitions since it restricts addresses to a specific format.
However, if it is used, it MAY be used either on its own or in
conjunction with Inet AddressType as a pair."

SYNTAX OCTET STRI NG (S| ZE (20))

| net Addr essDNS : : = TEXTUAL- CONVENTI ON
DI SPLAY- H NT "255a"
STATUS current
DESCRI PTI ON

"Represents a DNS donmai n nanme. The nanme SHOULD be fully
qual i fi ed whenever possible.

The correspondi ng | net AddressType is dns(16).

The DESCRI PTI ON cl ause of | net Address objects that may have
I net Addr essDNS val ues nmust fully describe how (and when) such
names are to be resolved to | P addresses.

Thi s textual convention SHOULD NOT be used directly in object
definitions since it restricts addresses to a specific format.
However, if it is used, it MAY be used either onits own or in
conjunction wi th Inet AddressType as a pair."

SYNTAX OCTET STRING (SIZE (1..255))
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| net Addr essPrefixLength ::= TEXTUAL- CONVENTI ON
STATUS current
DESCRI PTI ON
"Denotes the Il ength of a generic Internet network address
prefix. A value of n corresponds to an |IP address mask
whi ch has n contiguous 1-bits fromthe nost significant
bit (MSB) and all other bits set to O.

An | net AddressPrefi xLength value is always interpreted within
the context of an InetAddressType val ue. Every usage of the

I net Addr essPrefi xLength textual convention is required to
specify the I net AddressType object which provides the
context. It is suggested that the | net AddressType object is
logically registered before the object(s) which use the

| net Addr essPrefi xLength textual convention if they appear in
the sane | ogical row

| net Addr essPrefi xLength values that are | arger than

the maxi mum |l ength of an I P address for a specific

| net AddressType are treated as the nmaxi mum significant
val ue applicable for the InetAddressType. The maxi mum
significant value is 32 for the Inet AddressType
"ipv4(1l)’ and 'ipv4z(3)' and 128 for the Inet AddressType
"ipv6e(2)' and 'ipv6z(4)'. The maxi num significant val ue
for the Inet AddressType 'dns(16)’' is O.

The val ue zero is object-specific and nust be defined as
part of the description of any object which uses this
syntax. Exanples of the usage of zero m ght include
situations where the Internet network address prefix

i s unknown or does not apply."

SYNTAX Unsi gned32

| net Port Nunber ::= TEXTUAL- CONVENTI ON
STATUS current
DESCRI PTI ON

"Represents a 16 bit port nunber of an Internet transport
| ayer protocol. Port nunbers are assigned by | ANA. A
current list of all assignments is avail able from
<http://ww.iana. org/>.

The val ue zero is object-specific and nust be defined as
part of the description of any object which uses this
syntax. Exanples of the usage of zero night include
situations where a port nunber is unknown, or when the
val ue zero is used as a wildcard in a filter."
REFERENCE "STD 6 (RFC 768), STD 7 (RFC 793) and RFC 2960"
SYNTAX Unsi gned32 (0..65535)
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| net Aut ononmousSyst enNunber :: = TEXTUAL- CONVENTI ON
STATUS current
DESCRI PTI ON
"Represents an autononmous system nunber which identifies an
Aut ononpbus System (AS). An AS is a set of routers under a
single technical adm nistration, using an interior gateway
protocol and common netrics to route packets within the AS
and using an exterior gateway protocol to route packets to
other ASs’. | ANA naintains the AS nunmber space and has
del egated large parts to the regional registries.

Aut ononobus system nunbers are currently limted to 16 bits
(0..65535). There is however work in progress to enlarge the
aut ononmous system nunber space to 32 bits. This textua
convention therefore uses an Unsigned32 val ue without a
range restriction in order to support a |arger autononous
system nunber space."

REFERENCE "RFC 1771, RFC 1930"

SYNTAX Unsi gned32

END
4. Usage Hints

The | net AddressType and | net Address textual conventions have been

i ntroduced to avoid over-constraining an object definition by the use
of the | pAddress SM base type which is | Pv4 specific. An

| net Addr essType/ | net Address pair can represent |P addresses in
various formats.

The | net AddressType and | net Address obj ects SHOULD NOT be sub-typed
in object definitions. Sub-typing binds the MB nodule to specific
address formats, which may cause serious problens if new address
formats need to be introduced. Note that it is possible to wite
conpliance statenments in order to express that only a subset of the
defi ned address types nust be inplenented to be conpliant.

Every usage of the InetAddress or |netAddressPrefixLength textua
conventions nust specify which | net AddressType object provides the
context for the interpretation of the InetAddress or

I net Addr essPrefi xLength textual convention

It is suggested that the | net AddressType object is logically

regi stered before the object(s) which uses the |netAddress or

| net Addr essPrefi xLength textual convention. An InetAddressType
object is logically registered before an | net Address or

I net Addr essPrefi xLength object if it appears before the |netAddress
or | net AddressPrefixLength object in the conceptual row (which
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i ncl udes any index objects). This rule allows prograns such as MB
conpilers to identify the Inet AddressType of a given | net Address or
I net Addr essPrefi xLength obj ect by searching for the |Inet AddressType
obj ect which precedes an I net Address or | net AddressPrefixLength

obj ect .

4.1 Tabl e | ndexi ng

When a generic Internet address is used as an index, both the

| net Addr essType and | net Address obj ects MJST be used. The

| net Addr essType obj ect MIST be |listed before the | net Address obj ect
in the I NDEX cl ause.

The | MPLI ED keyword MJST NOT be used for an object of type

I net Address in an | NDEX clause. Instance sub-identifiers are then of
the formT.N.OL. 2...0n, where T is the value of the |netAddressType
object, OL...On are the octets in the Inet Address object, and Nis

t he number of those octets.

There is a neani ngful |exicographical ordering to tables indexed in
this fashion. Conmand generator applications may | ookup specific
addresses of known type and val ue, issue GetNext requests for
addresses of a single type, or issue GetNext requests for a specific
type and address prefix.

4.2 Uni queness of Addresses

| Pv4 addresses were intended to be globally unique, current usage

notw t hstandi ng. |Pv6 addresses were architected to have different
scopes and hence uni queness [19]. In particular, IPv6 "link-Ilocal"
and "site-local" addresses are not guaranteed to be unique on any
particul ar node. In such cases, the duplicate addresses nust be

configured on different interfaces. So the conbination of an |Pv6
address and a zone index is unique [21].

The | net Addressl Pv6 textual convention has been defined to represent
gl obal 1Pv6 addresses and non-gl obal |Pv6 addresses in cases where no
zone index is needed (e.g., on end hosts with a single interface).
The | net Addressl Pv6z textual convention has been defined to represent
non- gl obal 1Pv6 addresses in cases where a zone index is needed
(e.g., a router connecting multiple zones). M B designers who use

| net Addr essType/ | net Address pairs therefore do not need to define
addi ti onal objects in order to support non-gl obal addresses on nodes
that connect nultiple zones.

The | net Addressl Pvdz is intended for use in MBs (like the TCP-M B)

whi ch report addresses in the address fam |y used on the wire, but
where the entity instrunmented obtains such addresses from
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applications or adm nistrators in a formwhich includes a zone index,
such as v4-mapped | Pv6 addresses.

The size of the zone index has been chosen so that it is consistent
with (i) the numerical zone index defined in [21] and (ii) the
sin6_scope_id field of the sockaddr_in6 structure defined in RFC 2553
[ 20].

4.3 Multiple Addresses per Host

A single host systemnmay be configured with multiple addresses (I1Pv4
or IPv6), and possibly with nultiple DNS nanes. Thus it is possible
for a single host systemto be accessible by nultiple

| net Addr essType/ | net Address pairs.

If this could be an inplementation or usage issue, the DESCRI PTI ON
cl ause of the relevant objects nmust fully describe which address is
reported in a given | net AddressType/ | net Address pair

4.4 Resol ving DNS Nanes

DNS nanmes MJST be resolved to | P addresses when conmmuni cation with
the nanmed host is required. This raises a tenporal aspect to
defining MB objects whose value is a DNS nanme: When is the nane
translated to an address?

For exanpl e, consider an object defined to indicate a forwarding
destination, and whose value is a DNS name. When does the forwarding
entity resolve the DNS nane? Each tinme forwardi ng occurs or just
once when the object was instantiated?

The DESCRI PTI ON cl ause of such objects SHOULD precisely define how
and when any required nanme to address resolution is done.

Simlarly, the DESCRI PTION cl ause of such objects SHOULD precisely
defi ne how and when a reverse |ookup is being done if an agent has
accessed instrunentation that knows about an |P address and the MB
nodul e or inplenentation requires it to map the | P address to a DNS
name.

5. Tabl e I ndexi ng Exampl e

Thi s exanpl e shows a table |isting comruni cation peers that are
identified by either an | Pv4 address, an |Pv6 address or a DNS nane.
The table definition also prohibits entries with an enpty address
(whose type would be "unknown"). The size of a DNS nane is linted
to 64 characters in order to satisfy QD |length constraints.

Daniele, et. al. St andards Track [ Page 13]



RFC 3291 TCs for Internet Network Addresses May 2002

peer Tabl e OBJECT- TYPE

SYNTAX SEQUENCE OF PeerEntry
MAX- ACCESS not-accessi bl e
STATUS current

DESCRI PTI ON

"A list of communication peers."
.. = { sonewhere 1 }

peer Entry OBJECT- TYPE
SYNTAX PeerEntry
MAX- ACCESS not - accessi bl e
STATUS current
DESCRI PTI ON
"An entry containing information about a particul ar peer."
| NDEX { peer AddressType, peerAddress }
::={ peerTable 1}

PeerEntry ::= SEQUENCE {
peer Addr essType | net Addr essType,
peer Addr ess | net Addr ess,
peer St at us | NTEGER

}

peer Addr essType OBJECT- TYPE
SYNTAX | net Addr essType
MAX- ACCESS not - accessi bl e
STATUS current
DESCRI PTI ON
"The type of Internet address by which the peer
is reachable.™
.= { peerEntry 1}

peer Addr ess OBJECT- TYPE

SYNTAX | net Address (SIZE (1..64))
MAX- ACCESS not - accessi bl e

STATUS current

DESCRI PTI ON

"The Internet address for the peer. The type of this
address is determined by the value of the peer AddressType
object. Note that inplenentations must limt thensel ves
to a single entry in this table per reachabl e peer
The peer Address may not be enpty due to the SIZE
restriction.
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If arowis created adm nistratively by an SNWP
operation and the address type value is dns(16), then
the agent stores the DNS nane internally. A DNS name

| ookup must be perforned on the internally stored DNS
nane whenever it is being used to contact the peer

If arowis created by the nmanaged entity itself and
the address type value is dns(16), then the agent
stores the I P address internally. A DNS reverse | ookup
must be performed on the internally stored |IP address
whenever the value is retrieved via SNWP."

.= { peerEntry 2}

The foll owi ng conpliance statenent specifies that conpliant

i mpl enent ati ons need only support |Pv4/1Pv6 addresses without a zone
i ndi ces. Support for DNS nanes or |Pv4/1Pv6 addresses with zone

i ndices is not required.

peer Conpl i ance MODULE- COVPLI ANCE
STATUS current
DESCRI PTI ON
"The conpliance statement of the peer MB."

MODULE -- this nodul e
MANDATORY- GROUPS { peerGoup }

OBJECT peer AddressType
SYNTAX | net AddressType { ipv4(1l), ipv6(2) }
DESCRI PTI ON
"An inplenentation is only required to support |Pv4
and | Pv6 addresses wi thout zone indices."

::={ sonewhere 2 }

Note that the SMv2 does not permt inclusion of not-accessible
objects in an object group (see section 3.1 in STD 58, RFC 2580 [8]).
It is therefore not possible to formally refine the syntax of
auxiliary objects which are not-accessible. In such a case, it is
suggested to express the refinement informally in the DESCRI PTI ON

cl ause of the MODULE- COMPLI ANCE macro invocation.
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6. Security Considerations

Thi s nodul e does not define any managenent objects. Instead, it
defines a set of textual conventions which nay be used by other MB
nodul es to defi ne nanagenent objects.

Meani ngf ul security considerations can only be witten in the MB
nodul es that define managenent objects. This docunment has therefore
no i npact on the security of the Internet.
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8. Intellectual Property Notice

The | ETF takes no position regarding the validity or scope of any
intellectual property or other rights that mght be clainmed to
pertain to the inplenentation or use of the technol ogy described in
thi s docunent or the extent to which any |icense under such rights

m ght or might not be available; neither does it represent that it
has made any effort to identify any such rights. Information on the
| ETF' s procedures with respect to rights in standards-track and

st andards-rel at ed docunentati on can be found in BCP 11. Copies of
clains of rights nade avail able for publication and any assurances of
licenses to be nade avail able, or the result of an attenpt nade to
obtain a general license or pernission for the use of such
proprietary rights by inplementors or users of this specification can
be obtained fromthe | ETF Secretari at.

The IETF invites any interested party to bring to its attention any
copyrights, patents or patent applications, or other proprietary
ri ghts which may cover technol ogy that nmay be required to practice
this standard. Please address the information to the | ETF Executive
Director.

9. Changes from RFC 2851
The foll owi ng changes have been nade relative to RFC 2851:

o Added new textual conventions |netAddressPrefixLength,
| net Port Nurber, and | net Aut ononpbusSyst emNunber .
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Rewote the introduction to say clearly that in general, one
shoul d define MB tables that work with all versions of IP. The
ot her approach of multiple tables for different IP versions is
strongly di scouraged.

Added text to the I net AddressType and | net Address descri ptions
which requires that inplenentations nmust reject set operations
with an inconsistentValue error if they |l ead to inconsistencies.

Renoved the strict ordering constraints. Description clauses now
must expl ain which | net AddressType object provides the context for
an | net Address or |net AddressPrefixLength object.

Al'i gned wordings with the I Pv6 scoping architecture docunent.

Split the InetAddressl Pv6 textual convention into the two textua
conventions (I net Addressl Pv6 and | net Addressl Pv6z) and i ntroduced
a new textual convention |InetAddresslPv4z. Added ipv4z(3) and

i pv6z(4) named nunbers to the | net AddressType enuneration
Motivations for this change: (i) enable the introduction of a
textual conventions for non-global |Pv4 addresses, (ii) alignnent
with the textual conventions for transport addresses, (iii)
simpl er conpliance statenents in cases where support for |Pv6
addresses with zone indices is not required, (iv) sinplify

i mpl enentati ons for host systems which will never have to report
zone i ndi ces.
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Ful | Copyright Statenent
Copyright (C The Internet Society (2002). Al Rights Reserved.

Thi s docunent and translations of it may be copied and furnished to
ot hers, and derivative works that conment on or otherwi se explain it
or assist inits inplenentation may be prepared, copied, published
and distributed, in whole or in part, without restriction of any

ki nd, provided that the above copyright notice and this paragraph are
i ncluded on all such copies and derivative works. However, this
docunent itself may not be nodified in any way, such as by renoving
the copyright notice or references to the Internet Society or other
I nternet organi zati ons, except as needed for the purpose of
devel opi ng Internet standards in which case the procedures for
copyrights defined in the Internet Standards process nust be
followed, or as required to translate it into |anguages ot her than
Engl i sh.

The Iimted perm ssions granted above are perpetual and will not be
revoked by the Internet Society or its successors or assigns.

Thi s docunent and the information contained herein is provided on an
"AS | S" basis and THE | NTERNET SOCI ETY AND THE | NTERNET ENG NEERI NG
TASK FORCE DI SCLAI M5 ALL WARRANTI ES, EXPRESS OR | MPLI ED, | NCLUDI NG
BUT NOT LI M TED TO ANY WARRANTY THAT THE USE OF THE | NFORVATI ON
HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED WARRANTI ES OF
MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE
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