Net wor k Wor ki ng Group A. Doria

Request for Comments: 3294 Lul ea University of Technol ogy
Cat egory: I nfornmational K. Sundel

Nortel Networks

June 2002

General Switch Management Protocol (GSMP) Applicability
Status of this Meno

This menmo provides information for the Internet community. It does
not specify an Internet standard of any kind. Distribution of this
meno is unlimted.

Copyri ght Notice
Copyright (C The Internet Society (2002). Al Rights Reserved.
Abst ract

This meno provides an overview of the GSMP (General Swi tch Managenent
Protocol) and includes information relating to its deploynent in a IP
network in an MPLS environment. |t does not discuss deploynent in an
ATM (Asynchronous Transfer Mde) network or in a raw ethernet

confi gurati on.

1. Overview

The General Switch Managenent Protocol (GSMP) has been available to
the I ETF community for several years now as informational RFCs. Both
GSWMPv1.1 (released in March 1996 as RFC 1987 [2]) and GSMPv2.0

(rel eased in August 1998 as RFC 2297 [3]) are available. Severa
vendors have i npl emented GSMPv1. 1.

In V1.1 and V2 GSMP was intended only for use with ATM swi t ches.
During the course of the last two years, the GSMP worki ng group has
deci ded to expand the purview of GSMP to the point where it can be
used to control a nunber of different kinds of switch and can thus
live up to what its nane indicates; a general sw tch managenent
protocol. To do this, comands and argunents needed to be
general i sed and sections needed to be added, discussing the manner in
whi ch the generalised protocol could be applied to specific kinds of
swi tches and port types. |In short, the protocol has gone through
maj or changes in the last 24 nonths.
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GSWP provides an interface that can be used to separate the data
forwarder fromthe routing and other control plane protocols such as
LDP. As such it allows service providers to nove away from
nmonol i thic systens that bundle the control plane and the data pl ane
into a single tightly coupled system- usually in a single chassis.
Separating the control conponents fromthe forwardi ng conponents and
using GSMP for switch managenent, enables service providers to create
nmul ti-service systens conposed of various vendors equi pnent. It also
allows for a nmore dynam ¢ nmeans of adding services to their networks.

The | ETF GSMP wor ki ng group was established in the routing area
because GSMP was bei ng seen as an optional part of the MPLS sol ution
In a MPLS system it is possible to run the routing protocols and

| abel distribution protocols on one system while passing data across
a generic switch, e.g., an ATMswitch. GSMP provides the switch
resource managenent mechani sm needed in such a scenari o.

GSMP has al so been sel ected by the Miultiservice Sw tching Forum ( MSF)
as its protocol of choice for the Switch Control Interface identified
in their architecture. The MSF is an industry forumwhich, anmong its
activities establishes their nmenber’s requirements and then works
with the appropriate standards bodies to foster their goals. |In the
case of GSMP, the MSF presented the I ETF GSMP Wrking Group with a
set of requirenents for GSMP. The working group has nade a

determ ned effort to conmply with those requirenents inits

speci fications.

2. GSWP V3 Document Set
The current version of GSMP is docunmented in 3 docunents:
- GSMP: Ceneral Switch Managenent protocol V3 [5]
-  GSMP- ENCAPS: CGeneral Switch Management Protocol (GSMP) Packet
Encapsul ati ons for Asynchronous Transfer Mde (ATM, Ethernet and
Transm ssion Control Protocol (TCP) [4]

- GSMP-M B: Definitions of Managed Objects for the General Switch
Managenent Protocol [1]

3. Ceneral Description

The General Switch Managenment Protocol V3 (GSMPv3) [5], is a genera
purpose protocol to control a label switch. GSWP allows a
controller to establish and rel ease connecti ons across the switch;
add and delete | eaves on a multicast connection; reserve
resources; manage switch ports; request configuration informtion
and request statistics. It also allows the switch to informthe
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control |l er of asynchronous events such as a |ink going down. The
GSMPv3 protocol is asymetric, the controller being the naster and
the switch being the sl ave.

A physical switch can be partitioned into many virtual swtches.
GSWMPv3 does not provide support for defining switch partitions.
GSMPv3 treats a virtual switch as if it were a physical swtch.

GSMPv3 may be transported in three ways:
- GSMPv3 operation across an I P network is specified.
-  GSMPv3 operation across an ATM virtual channel is specified.
- GSMPv3 operation across an Ethernet link is specified.

O her encapsul ations are possible, but have not been defined.
Encapsul ations are defined in [4].

A label switch is a frame or cell switch that supports connection
oriented switching using the exact match forwardi ng al gorithm
based on | abels attached to incomng cells or franes.

A label switch may support multiple |abel types. However, each
switch port can support only one | abel type. The |abel type
supported by a given port is indicated in a port configuration
nmessage. Connections may be established between ports supporting
di fferent | abel types using the adaptation nmethods. GSMPv3
supports TLV labels simlar to those defined in MPLS. Exanples of
| abel s which are defined include ATM Frane Relay, DS1, DS3, E1,
E3, MPLS Generic Labels and MPLS FECs.

A connection across a switch is formed by connecting an incom ng
| abel | ed channel to one or nore outgoing | abell ed channels.
Connections are generally referenced by the input port on which
they arrive and the | abel values of their incomng |abelled
channel . In sone nessages, connections are referenced by the
out put port.

GSMPv3 supports point-to-point and point-to-multipoint connections.
A mul tipoint-to-point connection is specified by establishing
nmul tipl e point-to-point connections, each of which specifies the
sanme output label. A nultipoint-to-nultipoint connection is
specified by establishing multiple point-to-multipoint connections
each of which specifies a different input |label with the sane
out put | abel s.
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In general a connection is established with a certain quality of
service (QS). GSMPv3 includes a default QoS Configuration and
additionally allows the negotiation of alternative, optional QS
configurations. The default QoS Configuration includes three QS
Model s: a default service nodel, a sinple priority nodel and a QS
profile nodel. GSMPv3 al so supports the reservation of resources
when the | abels are not yet known. This ability can be used in
support of MPLS.

GSMP cont ai ns an adj acency protocol. The adjacency protocol is used
to synchronise states across the link, to negotiate which version
of the GSMP protocol to use, to discover the identity of the
entity at the other end of a link, and to detect when it changes.

3.1 Switch Partitioning

In GSMPv3 switch partitioning is static and occurs prior to running
the protocol. The partitions of a physical switch are isolated from
each other by the inplenmentation and the controller assunes that the
resources allocated to a partition are at all tinmes available to that
partition and only that partition. A partition appears to its
controller as a physical |abel switch. The resources allocated to a
partition appear to the controller as if they were the actua

physi cal resources of a physical switch. For exanple if the

bandwi dth of a port is divided anong several partitions, each
partition woul d appear to the controller to have its own i ndependent
port with its fixed set of resources.

GSMPv3 controls a partitioned switch through the use of a partition
identifier that is carried in every GSMPv3 nessage. Each partition
has a one-to-one control relationship with its ow |ogical controller
entity (which in the remai nder of the docunent is referred to sinply
as a controller) and GSMPv3 independently mai ntai ns adj acency between
each controller-partition pair

3.2 Switch and controller interactions

Mul tiple switches nay be controlled by a single controller using
multiple instantiations of the protocol over separate contro
connecti ons.

Alternatively, multiple controllers can control a single swtch.

Each controller would establish a control connection to the swtch
usi ng the adjacency protocol. The adjacency nmechani sm naintains a
state table indicating the control connections that are being

mai nt ai ned by the sanme partition. The switch provides information to
the controller group about the nunber and identity of the attached
controllers. It does nothing, however, to co-ordinate the activities
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of the controllers, and will execute all commands as they are
received. It is the controller group’s responsibility to co-ordinate
its use of the switch. This mechanismis nost comonly used for
control |l er redundancy and | oad sharing. Definition of the nechani sm
by which controllers use to co-ordinate their control is not within
GSMPv3’' s scope

3.3 Service support

Al GSMPv3 switches support the default QoS Configuration. A GSMPv3
switch may additionally support one or nore alternative QS
Configurations. GSMP includes a negotiation nmechanismthat allows a
controller to select fromthe QS configurations that a switch
supports.

The default QoS Configuration includes three nodels:

The Service Mddel is based on service definitions found externa
to GSMP such as in CR-LDP, Integrated Services or ATM Service
Cat egories. Each connection is assigned a specific service
that defines the handling of the connection by the switch.
Additionally, traffic paraneters and traffic controls may be
assigned to the connection depending on the assigned service.

In the Sinple Abstract Mddel a connection is assigned a priority
when it is established. It may be assuned that for connections
that share the same output port, a cell or frame on a
connection with a higher priority is much nore likely to exit
the switch before a cell or frame on a connection with a | ower
priority if they are both in the switch at the sane tine.

The QS Profile Mdel provides a sinple nechanismthat allows QS
semantics defined externally to GSMP to be assigned to
connections. Each profile is an opaque indicator that has been
predefined in the controller and in the swtch.

4. Summary of Message Set

The following table gives a sunmary of the messages defined in this

version of the specification. It also makes a recomendati on of the
m ni mal set of nessages that should be supported in an MPLS
environnent. These nessages will be |abelled as "Required", though

the service provided by the other nessages are essential for the
operation of carrier quality controller/switch operations. GSMPv1.1
or GSMPv2 conmmands that are no | onger support are marked as

"(Cbsol ete" and shoul d no | onger be used.
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4.1 Messages Tabl e

Message Nane Message Nunber
Connecti on Managenent Messages
Add Branch........................ 16
ATM Specific - VPC............ 26
Delete Tree............ ... ..., 18
Verify Tree........ ... ... ....... 19
Delete AIl lnput.................. 20
Delete AIl Qutput................. 21
Delete Branches................... 17
Move Qutput Branch................ 22
ATM Specific - VPC............ 27
Move |nput Branch................. 23
ATM Specific - VPC............ 28
Port Managenent Messages
Port Managenent................... 32
Label Range....................... 33
State and Statistics Messages
Connection Activity............... 48
Port Statistics................... 49
Connection Statistics............. 50
Q@S Cass Statistics.............. 51
Report Connection State........... 52
Confi guration Messages
Switch Configuration.............. 64
Port Configuration................ 65
Al'l Ports Configuration........... 66
Service Configuration............. 67
Reservati on Messages
Reservation Request............... 70
Del ete Reservation................ 71
Delete Al Reservations........... 72
Event Messages
Port Up....... ... .. . ... 80
Port Down............ ... .......... 81
Invalid Label ..................... 82
New Port........ ... .. ... ... ... .... 83
Dead Port......... ... .. ... .. ....... 84
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Abstract and Resource Moddel Extension Messages
Reserved. Message Range......... 200- 249

Adj acency Protocol ................. 10 Requi r ed
5. Security Considerations

The security of GSMP's TCP/I P control channel has been addressed in
[4]. For all uses of GSWMP over an IP network, it is REQU RED t hat
GSMP be run over TCP/IP using the security considerations discussed
in [4].
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Ful | Copyright Statenent
Copyright (C The Internet Society (2002). Al Rights Reserved.

Thi s docunent and translations of it may be copied and furnished to
ot hers, and derivative works that conment on or otherwi se explain it
or assist inits inplenentation may be prepared, copied, published
and distributed, in whole or in part, without restriction of any

ki nd, provided that the above copyright notice and this paragraph are
i ncluded on all such copies and derivative works. However, this
docunent itself may not be nodified in any way, such as by renoving
the copyright notice or references to the Internet Society or other
I nternet organi zati ons, except as needed for the purpose of
devel opi ng Internet standards in which case the procedures for
copyrights defined in the Internet Standards process nust be
followed, or as required to translate it into |anguages ot her than
Engl i sh.

The Iimted perm ssions granted above are perpetual and will not be
revoked by the Internet Society or its successors or assigns.

Thi s docunent and the information contained herein is provided on an
"AS | S" basis and THE | NTERNET SOCI ETY AND THE | NTERNET ENG NEERI NG
TASK FORCE DI SCLAI M5 ALL WARRANTI ES, EXPRESS OR | MPLI ED, | NCLUDI NG
BUT NOT LI M TED TO ANY WARRANTY THAT THE USE OF THE | NFORVATI ON
HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED WARRANTI ES OF
MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE
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