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Status of this Menp

Thi s docunent specifies an Internet standards track protocol for the
Internet conmunity, and requests discussion and suggestions for

i mprovenents. Please refer to the current edition of the "Internet
Oficial Protocol Standards" (STD 1) for the standardization state
and status of this protocol. Distribution of this nenmo is unlimted.

Copyri ght Notice
Copyright (C The Internet Society (2002). Al Rights Reserved.
Abst ract

Thi s specification defines the new UPDATE nmethod for the Session
Initiation Protocol (SIP). UPDATE allows a client to update
paranmeters of a session (such as the set of nedia streans and their
codecs) but has no inpact on the state of a dialog. In that sense,
it islike are-INVITE, but unlike re-INVITE, it can be sent before
the initial INVITE has been conmpleted. This nakes it very useful for
updating session paraneters within early dial ogs.
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nt r oducti on

The Session Initiation Protocol (SIP) [1] defines the I NVITE nethod
for the initiation and nodification of sessions. However, this

nmet hod actually affects two inportant pieces of state. It inpacts
the session (the nmedia streans SIP sets up) and al so the dialog (the
state that SIP itself defines). Wile this is reasonable in nany
cases, there are inmportant scenarios in which this coupling causes
conpl i cati ons.

The primary difficulty is when aspects of the session need to be
nodi fi ed before the initial |INVITE has been answered. An exanmple of
this situation is "early nmedia", a condition where the session is
establ i shed, for the purpose of conveying progress of the call, but
before the INVITE itself is accepted. It is inmportant that either
caller or callee be able to nodify the characteristics of that
session (putting the early nedia on hold, for exanple), before the
call is answered. However, a re-INVITE cannot be used for this

pur pose, because the re-1NVITE has an inpact on the state of the
dialog, in addition to the session

As a result, a solution is needed that allows the caller or callee to
provi de updated session informati on before a final response to the
initial INVITE request is generated. The UPDATE met hod, defined
here, fulfills that need. It can be sent by a UA within a dial og
(early or confirmed) to update session paraneters w thout inpacting
the dialog state itself.
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2 Term nol ogy

In this docunment, the key words "MJST", "MJST NOT", "REQU RED',
"SHALL", "SHALL NOT*, "SHOULD', "SHOULD NOT", "RECOWMMENDED', "NAY",
and "OPTI ONAL" are to be interpreted as described in BCP 14, RFC 2119
[2] and indicate requirenent |evels for compliant SIP

i mpl enent ati ons.

3 Overview of Operation

Qperation of this extension is straightforward. The caller begins
with an INVITE transaction, which proceeds nornmally. Once a dialog
is established, either early or confirmed, the caller can generate an
UPDATE net hod that contains an SDP offer [3] for the purposes of
updating the session. The response to the UPDATE net hod contains the
answer. Simlarly, once a dialog is established, the callee can send
an UPDATE with an offer, and the caller places its answer in the 2xx
to the UPDATE. The All ow header field is used to indicate support
for the UPDATE nethod. There are additional constraints on when
UPDATE can be used, based on the restrictions of the offer/answer
nodel .

4 Determ ning Support for this Extension

The initiation of a session operates as specified in RFC 3261 [1].
However, a UAC conpliant to this specification SHOULD al so include an
Al'l ow header field in the INVITE request, listing the method UPDATE
to indicate its ability to receive an UPDATE request.

When a UAS conpliant to this specification receives an | NVITE request
for a new dial og, and generates a reliable provisional response

contai ning SDP, that response SHOULD contain an All ow header field
that lists the UPDATE nmethod. This inforns the caller that the

call ee is capable of receiving an UPDATE request at any time. An
unrel i abl e provisional response MAY contain an Al |l ow header field
listing the UPDATE net hod, and a 2xx response SHOULD contain an All ow
header field listing the UPDATE net hod.

Responses are processed normally as per RFC 3261 [1], and in the case
of reliable provisional responses, according to [4]. It is inmportant
to note that a reliable provisional response will always create an
early dialog at the UAC. Creation of this dialog is necessary in
order to recei ve UPDATE requests fromthe callee.

If the response contains an All ow header field containing the val ue

"UPDATE", the UAC knows that the callee supports UPDATE, and the UAC
is allowed to follow the procedures of Section 5.1.

Rosenberg St andards Track [ Page 3]



RFC 3311 S| P UPDATE Met hod Sept enber 2002

5 UPDATE Handl i ng
5.1 Sendi ng an UPDATE

The UPDATE request is constructed as would any other request within
an existing dialog, as described in Section 12.2.1 of RFC 3261. It
MAY be sent for both early and confirmed dial ogs, and MAY be sent by
either caller or callee. Al though UPDATE can be used on confirnmed
dialogs, it is RECOWENDED that a re-1NVITE be used instead. This is
because an UPDATE needs to be answered i mediately, ruling out the
possibility of user approval. Such approval will frequently be
needed, and is possible with a re-I1NVITE

The UAC MAY add optional headers for the UPDATE request, as defined
in Tables 1 and 2.

UPDATE is a target refresh request. As specified in RFC 3261 [1],
this neans that it can update the renpte target of a dialog. If a UA
uses an UPDATE request or response to nodify the renpte target while
an INVITE transaction is in progress, and it is a UAS for that INVITE
transaction, it MJST place the sanme value into the Contact header
field of the 2xx to the INVITE that it placed into the UPDATE request
or response.

The rules for inclusion of offers and answers in SIP nessages as
defined in Section 13.2.1 of RFC 3261 still apply. These rules exist
to guarantee a consistent view of the session state. This means
that, for the caller:

o |If the UPDATE is being sent before conpletion of the initia
I NVI TE transaction, and the initial INVITE contained an offer,
the UPDATE can contain an offer if the callee generated an
answer in a reliable provisional response, and the caller has
recei ved answers to any other offers it sent in either PRACK or
UPDATE, and has generated answers for any offers it received in
an UPDATE from the call ee.

o If the UPDATE is being sent before conpletion of the initia
I NVI TE transaction, and the initial INVITE did not contain an
of fer, the UPDATE can contain an offer if the callee generated
an offer in a reliable provisional response, and the UAC
generated an answer in the corresponding PRACK. O course, it
can’t send an UPDATE if it has not received answers to any
other offers it sent in either PRACK or UPDATE, or has not
generated answers for any other offers it received in an UPDATE
fromthe call ee.
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o |If the UPDATE is being sent after the conpletion of the initia
INVI TE transaction, it cannot contain an offer if the caller
has generated or received offers in a re-INVITE or UPDATE which
have not been answer ed.

and for the call ee:

o |f the UPDATE is being sent before the conmpletion of the INVITE
transaction, and the initial |INVITE contained an offer, the
UPDATE cannot be sent with an offer unless the callee has
generated an answer in a reliable provisional response, has
received a PRACK for that reliable provisional response, has
not received any requests (PRACK or UPDATE) with offers that it
has not answered, and has not sent any UPDATE requests
containing offers that have not been answered.

o |If the UPDATE is being sent before conpletion of the INVITE
transaction, and the initial INVITE did not contain an offer,
t he UPDATE cannot be sent with an offer unless the callee has
sent an offer in a reliable provisional response, received an
answer in a PRACK, and has not received any UPDATE requests
with offers that it has not answered, and has not sent any
UPDATE requests containing offers that have not been answered.

o |If the UPDATE is being sent after the conpletion of the initia
INVI TE transaction, it cannot be sent with an offer if the
call ee has generated or received offers in a re-INVITE or
UPDATE whi ch have not been answer ed.

5.2 Recei ving an UPDATE

The UPDATE is processed as any other md-dialog target refresh
request, as described in Section 12.2.2 of RFC 3261 [1]. |If the
request is generally acceptable, processing continues as described
bel ow. This processing is nearly identical to that of Section 14.2
of RFC 3261 [1], but generalized for the case of UPDATE

A UAS that receives an UPDATE before it has generated a fina
response to a previous UPDATE on the sane dial og MUST return a 500
response to the new UPDATE, and MJST include a Retry-After header
field with a randomy chosen val ue between 0 and 10 seconds.

If an UPDATE is received that contains an offer, and the UAS has
generated an offer (in an UPDATE, PRACK or INVITE) to which it has
not yet received an answer, the UAS MUST reject the UPDATE with a 491
response. Sinmilarly, if an UPDATE is received that contains an

of fer, and the UAS has received an offer (in an UPDATE, PRACK, or
INVITE) to which it has not yet generated an answer, the UAS MJST
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rej ect the UPDATE with a 500 response, and MJST include a Retry-After
header field with a randomy chosen val ue between 0 and 10 seconds.

If a UA receives an UPDATE for an existing dialog, it MIJST check any
version identifiers in the session description or, if there are no
version identifiers, the content of the session description to see if
it has changed. |If the session description has changed, the UAS MJUST
adj ust the session paraneters accordingly and generate an answer in
the 2xx response. However, unlike a re-INVITE, the UPDATE MJUST be
responded to pronptly, and therefore the user cannot generally be
prompted to approve the session changes. |If the UAS cannot change
the session paraneters without pronpting the user, it SHOULD reject
the request with a 504 response. |If the new session descriptionis
not acceptable, the UAS can reject it by returning a 488 (Not
Acceptabl e Here) response for the UPDATE. This response SHOULD

i ncl ude a Warni ng header field.

5.3 Processing the UPDATE Response

Processi ng of the UPDATE response at the UAC follows the rules in
Section 12.2.1.2 of RFC 3261 [1] for a target refresh request. Once
that processing is conplete, it continues as specified below This
processing is nearly identical to the processing of Section 14.1 of
RFC 3261 [1], but generalized for UPDATE

If a UA receives a non-2xx final response to a UPDATE, the session
par armet ers MJST renmai n unchanged, as if no UPDATE had been i ssued.
Note that, as stated in Section 12.2.1 of RFC 3261 [1], if the non-
2xx final response is a 481 (Call/Transacti on Does Not Exist), or a
408 (Request Tineout), or no response at all is received for the
UPDATE (that is, a tinmeout is returned by the UPDATE client
transaction), the UAC will term nate the dial og.

If a UAC receives a 491 response to a UPDATE, it SHOULD start a tiner
with a value T chosen as follows:

1. If the UACis the owner of the Call-1D of the dialog ID
(meaning it generated the value), T has a randomy chosen val ue
between 2.1 and 4 seconds in units of 10 ms.

2. If the UACis not the owner of the Call-ID of the dialog ID, T
has a random y chosen val ue between 0 and 2 seconds in units of
10 nms.

When the tiner fires, the UAC SHOULD attenpt the UPDATE once nore, if
it still desires for that session nodification to take place. For
exanple, if the call was already hung up with a BYE, the UPDATE woul d
not take pl ace.
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6 Proxy Behavi or

Proxy processing of the UPDATE request is identical to any other
non- |1 NVI TE r equest.

7 Definition of the UPDATE met hod
The semantics of the UPDATE net hod are described in detail above.
Thi s extensi on adds anot her value to the Met hod BNF described in RFC
3261:

UPDATEmM
Met hod

% 55. 50. 44. 41. 54. 45 ; UPDATE in caps
INVI TEm/ ACKm/ OPTI ONSm/ BYEM

/| CANCELm / REAQ STERm / UPDATEM

/ extensi on-net hod

Tabl e 1 extends Table 2 of RFC 3261 for the UPDATE met hod.
Tabl e 2 updates Table 3 of RFC 3261 for the UPDATE net hod.
8 Example Call Flow

This section presents an exanmple call flow using the UPDATE net hod.
The flowis shown in Figure 1. The caller sends an initial INVITE
(1) which contains an offer. The callee generates a 180 response (2)
with an answer to that offer. Wth the conpletion of an of fer/answer
exchange, the session is established, although the dialog is still in
the early state. The caller generates a PRACK (3) to acknow edge the
180, and the PRACK is answered with a 200 OK (4). The caller decides
to update sone aspect of the session - to put it on hold, for

exanpl e. So, they generate an UPDATE request (5) with a new offer.
This offer is answered in the 200 response to the UPDATE (6).

Shortly thereafter, the call ee decides to update sone aspect of the
session, so it generates an UPDATE request (7) with an offer, and the
answer is sent in the 200 response (8). Finally, the callee answers
the call, resulting in a 200 OK response to the INVITE (9), and then
an ACK (10). Neither the 200 OK to the INVITE, nor the ACK, will
contain SDP
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Header field wher e proxy UPDATE
Accept R o]
Accept 2XX o]
Accept 415 C
Accept - Encodi ng R o]
Accept - Encodi ng 2XX o]
Accept - Encodi ng 415 o
Accept - Language R o]
Accept - Language 2XX o]
Accept - Language 415 C
Alert-Info -
Al l ow R 0
Al | ow 2XX o]
Al ow r o]
Al | ow 405 m
Al | ow Event s (1) -
Aut henti cation-Info 2XX 0
Aut hori zati on R 0
Call-1D C r m
Call-Info ar o]
Cont act R m
Cont act 1xx o]
Cont act 2XX m
Cont act 3xx d 0
Cont act 485 o]
Cont ent - Di sposition o]
Cont ent - Encodi ng o]
Cont ent - Language o]
Content - Lengt h ar t
Cont ent - Type *
CSeq C r m
Dat e a o]
Error-Info 300- 699 a o]
Event (1) -
Expi res -
From C r m
I n- Repl y-To -
Max- For war ds R anr m
M n- Expi res -
M ME- Ver si on o]
Organi zati on ar o]

Tabl e 1. Summary of header fields, A--O; (1) defined in [5].
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Header field wher e proxy UPDATE
Priority -
Pr oxy- Aut henti cat e 407 ar m
Pr oxy- Aut henti cat e 401 ar o]
Pr oxy- Aut hori zati on R dr o]
Pr oxy- Require R ar o]
RAck R -
Recor d- Rout e R ar o]
Recor d- Rout e 2XX, 18x nr o]
Repl y-To -
Require ar c
Retry-After 404, 413, 480, 486 o]
500, 503 0
600, 603 0
Rout e R adr C
RSeq - -
Server r o]
Subj ect - -
Subscription-State (1) -
Supported R o]
Supported 2XX o]
Ti mest amp o]
To C r m
Unsupport ed 420 m
User - Agent 0]
Vi a R anr m
Vi a rc dr m
VMr ni ng r o]
WAV Aut hent i cat e 401 ar m
WA Aut hent i cat e 407 ar 0

Table 2: Summary of header fields, P--Z
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| (1) INVITE with offer 1

|

| (2) 180 with answer 1

| < |
I I
I I
| (3) PRACK I
R SGRREEEEEEEEEEREE >
| |
| (4) 200 PRACK

| < |
|

| (5) UPDATE with offer 2

Figure 1: UPDATE Call Fl ow
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9 Security Considerations

10

11

12

The security considerations for UPDATE are identical to those for
re-INVITE. It is inmportant that the UPDATE be integrity protected
and authenticated as comng fromthe same source as the entity on the
other end of the dialog. RFC 3261 [1] discusses security mechani snms
for achieving these functions.

| ANA Consi derati ons

As per Section 27.4 of RFC 3261 [1], this specification serves as a
registration for the SI P UPDATE request nethod. The infornmation to
be added to the registry is:

RFC 3311: This specification serves as the RFC for registering
t he UPDATE request nethod.

Met hod Name: UPDATE
Reason Phrase: Not applicable.
Noti ce Regarding Intellectual Property Rights
The | ETF has been notified of intellectual property rights clainmed
in regard to sone or all of the specification contained in this
docunent. For nore information consult the online list of clainmed
ri ghts.
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15 Full Copyright Statenent
Copyright (C The Internet Society (2002). Al Rights Reserved.

Thi s docunent and translations of it may be copied and furnished to
ot hers, and derivative works that conment on or otherwi se explain it
or assist inits inplenentation may be prepared, copied, published
and distributed, in whole or in part, without restriction of any

ki nd, provided that the above copyright notice and this paragraph are
i ncluded on all such copies and derivative works. However, this
docunent itself may not be nodified in any way, such as by renoving
the copyright notice or references to the Internet Society or other
I nternet organi zati ons, except as needed for the purpose of
devel opi ng Internet standards in which case the procedures for
copyrights defined in the Internet Standards process nust be
followed, or as required to translate it into |anguages ot her than
Engl i sh.

The Iimted perm ssions granted above are perpetual and will not be
revoked by the Internet Society or its successors or assigns.

Thi s docunent and the information contained herein is provided on an
"AS | S" basis and THE | NTERNET SOCI ETY AND THE | NTERNET ENG NEERI NG
TASK FORCE DI SCLAI M5 ALL WARRANTI ES, EXPRESS OR | MPLI ED, | NCLUDI NG
BUT NOT LI M TED TO ANY WARRANTY THAT THE USE OF THE | NFORVATI ON
HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED WARRANTI ES OF
MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE
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