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Abst ract
As the demand for high-perfornance mail delivery agents increases, it

beconmes apparent that single-nmachine solutions are i nadequate to the
task, both because of capacity limts and that the failure of the

singl e machine means a |l oss of mail delivery for all users. It is
preferable to all ow many machines to share the responsibility of nmai
del i very.

The Mail box Update (MJPDATE) protocol allows a group of Internet

Message Access Protocol (IMAP) or Post O fice Protocol - Version 3
(POP3) servers to function with a unified mail box namespace. This
docunent is intended to serve as a reference guide to that protocol
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1

| ntroducti on

In order to support an architecture where there are nultiple [IMAP
POP3] servers sharing a conmon nail box database, it is necessary to
be able to provide atom c mail box operations, as well as offer
sufficient guarantees about database consi stency.

The primary goal of the MJUPDATE protocol is to be sinple to inplenent
yet allow for database consistency between participants.

The key words "MJST, "MJST NOT", "REQU RED', "SHOULD', "SHOULD NOT",
"RECOMMVENDED', and "MAY" in this docunment are to be interpreted as
defined in BCP 14, RFC 2119 [ KEYWORDS] .

In examples, "C" and "S:" indicate lines sent by the client and
server respectively.

Pr ot ocol Overvi ew

The MUPDATE protocol assunes a reliable data stream such as a TCP
networ k connection. |ANA has registered port 3905 with a short nane
of "mupdate" for this purpose.

In the current inplenentation of the MJUPDATE protocol there are three
types of participants: a single naster server, slave (or replica)
servers, and clients. The master server nmintains an authoritative
copy of the nuail box database. Slave servers connect to the MJPDATE
master server as clients, and function as replicas fromthe point of
view of end clients. End clients may connect to either the master or
any sl ave and perform searches agai nst the database, however
operations that change the database can only be perforned agai nst the
master. For the purposes of protocol discussion we will consider a
sl ave’s connection to the naster identical to that of any other
client.

After connection, all comuands froma client to server nmust have an
associ ated uni que tag which is an al phanuneric string. Conmmands MAY
be pipelined fromthe client to the server (that is, the client need
not wait for the response before sending the next conmmand). The
server MJST execute the commands in the order they were received,
however .

If the server supports an inactivity login tineout, it MJST be at
| east 15 minutes.
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MJUPDATE uses data formats simlar to those used in [ACAP]. That is,
atons and strings. Al commands and tags in the protocol are
transmtted as atoms. Al other data is considered to a string, and
must be quoted or transmtted as a literal.

Qutside of a literal, both clients and servers MJST support |ine
| engths of at |east 1024 octets (including the trailing CR and LF
characters). |If aline of a longer Iength nust be transmtted,

i mpl ement ati ons MUST make use of literals to do so.

2.1. Atoms

An atom consi sts of one or nore al phanuneric characters. Atons MJST
be less than 15 octets in |ength.

2.2. Strings

As in [ACAP], a string may be either literal or a quoted string. A
literal is a sequence of zero or nore octets (including CR and LF),
prefix-quoted with an octet count in the formof an open brace ("{"),
the nunber of octets, an optional plus sign to indicate that the data
follows imrediately (a non-synchronized literal), a close brace
("}"), and a CRLF sequence. |If the plus signis omtted (a
synchronized literal), then the receiving side MJST send a "+ go
ahead" response, and the sending side MJUST wait for this response.
Servers MJST support literals of atleast 4096 octets.

Strings that are sent fromserver to client SHOULD NOT be in the
synchroni zed literal format.

A quoted string is a sequence of zero or nore 7-bit characters,
excluding CR, LF, and the double quote (<">), wi th double quote
characters at each end.

The enpty string is represented as either "" (a quoted string with
zero characters between doubl e quotes) or as {0} followed by CRLF (a
literal with an octet count of 0).

3. Server Responses
Every client command in the MJPDATE protocol mmy receive one or nore

tagged responses fromthe server. Each response is preceded by the
sanme tag as the command that elicited the response fromthe server.
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3.1. Response: K

A tagged OK response indicates that the operation conpleted
successfully. There is a mandatory inpl ementation-defined string
after the OK response. This response al so indicates the begi nning of
the stream ng update node when given in response to an UPDATE
comand.

Exanpl e:

C. NO1 NOCOP
S: NO1 OK "NOOP Conpl et e"

3.2. Response: NO

A tagged NO response indicates that the operation was explicitly
deni ed by the server or otherwise failed. There is a nandatory
i npl enent ati on-defined string after the NO response that SHOULD
explain the reason for deni al

Exanpl e:

C. AO01 AUTHENTI CATE " PLAI N'
S: A0l NO "PLAIN is not a supported SASL nechani sni

3.3. Response: BAD

A tagged BAD response indicates that the command fromthe client
could not be parsed or understood. There is a mandatory

i npl enent ati on-defined string after the BAD response to provide
additional information about the error. Note that untagged BAD
responses are allowed if it is unclear what the tag for a given
conmand is (for exanple, if a blank Iine is received by the nupdate
server, it can generate an untagged BAD response). |In the case of an
unt agged response, the tag should be replaced with a "*".

Exanpl e:

C01 SELECT "I NBOX"
C01 BAD "This is not an | MAP server"

WOwo

* BAD "Need Conmand”
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3.4. Response: BYE

A tagged BYE response indicates that the server has decided to close
the connection. There is a mandatory inplenmentation-defined string
after the BYE response that SHOULD expl ain the reason for closing the
connection. The server MJST cl ose the connection i mediately after
transmtting the BYE response.

Exanpl e:

C. LO1 Locout
S: LO1 BYE "User Logged CQut"

3.5. Response: RESERVE

A tagged RESERVE response may only be given in response to a FIND

LI ST, or UPDATE conmand. It includes two paraneters: the nane of the
mai | box that is being reserved (in mJTF-7 encoding, as specified in
[IMAP]) and a location string whose contents is defined by the
clients that are using the database, though it is RECOVWENDED t hat
the format of this string be the hostnane of the server which is
storing the mail box.

Thi s response indicates that the given nanme is no longer available in
the namespace, though it does not indicate that the given nmailbox is
available to clients at the current tine.
Exanpl e:

S: W01 RESERVE "internet.bugtraq" "mail 2. exanpl e. org"

3.6. Response: MAI LBOX
A tagged MAI LBOX response may only be given in response to a FIND
LI ST, or UPDATE conmand. It includes three paraneters: the nane of
the mail box, a location string (as with RESERVE), and a client-
defined string that specifies the | MAP ACL [I MAP- ACL] of the mail box.
Thi s nmessage indicates that the given mailbox is ready to be accessed
by clients.
Exampl e:

S: U01 MAILBOX "internet.bugtraq" "mail 2. exanpl e. org" "anyone rls"
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3.7. Response: DELETE

A tagged DELETE response may only be given in response to an UPDATE
conmand, and MJST NOT be given before the OK response to the UPDATE
command is given. It contains a single parameter, that of the
mai | box that shoul d be deleted fromthe slave' s database. This
response indicates that the given nail box no | onger exists in the
nanespace of the database, and nmay be given for any nail box nane,
active, reserved, or nonexistent. (Though inplenmentations SHOULD NOT
i ssue DELETE responses for nonexi stent nail boxes).

Exanpl e:
S: U01 DELETE "user.rjs3.sent-nail-jan-2002"
3.8. Server Capability Response

Upon connection of the client to the server, and directly following a
successful STARTTLS conmmand, the server MJUST issue a capabilities
banner, of the follow ng format:

The banner MUST contain a line that begins with "* AUTH' and contain
a space-separated list of SASL nmechani snms that the server will accept
for authentication. The nechanismnanes are transmtted as atons.
Servers MAY advertise no avail able nmechanisns (to indicate that
STARTTLS nust be conpl eted before authentication may occur). |If
STARTTLS is not supported by the server, then the line MJST contain
at | east one mechani sm

If the banner is being issued without a TLS |ayer, and the server
supports the STARTTLS command, the banner MJUST contain the line "*

STARTTLS". If the banner is being issued under a TLS |ayer (or the
server does not support STARTTLS), the banner MJST NOT contain this
l'ine.

The last line of the banner MJUST start with "* OK MUPDATE" and be
foll owed by four strings: the server’s hostnane, an inplenmentation-
defined string giving the nane of the inplenentation, an

i mpl enent ati on-defined string giving the version of the

i npl enentation, and a string that indicates if the server is a master
or a slave. The naster/slave indication MJST be either "(master)" or
an MUPDATE URL that defines where the master can be contact ed.

Any unrecogni zed responses before the "* OK MJPDATE" response MJST be
i gnored by the client.
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Exanpl e:
S: * AUTH KERBEROS_V4 GSSAPI
S: * STARTTLS
S: * OK MJUPDATE "nupdat e. exanpl e. org" "Cyrus" "v2.1.2" "(master)"”
4. dient Conmands

The following are valid conmands that a client may send to the
MUPDATE server: AUTHENTI CATE, ACTI VATE, DEACTI VATE, DELETE, FI ND,
LI ST, LOGOUT, NOOP, RESERVE, STARTTLS, and UPDATE

Bef ore a successful AUTHENTI CATE conmmand has occurred, the server
MUST NOT accept any commands except for AUTHENTI CATE, STARTTLS, and
LOGOUT (and SHOULD reply with a NO response for all other conmands).

4.1. Command: ACTI VATE

The ACTI VATE conmand has 3 paraneters: the nmail box nane, its
location, and its ACL. This command MJUST NOT not be issued to a
sl ave server.

This command can al so be used to update the ACL or |ocation
information of a mailbox. Note that it is not a requirenent for a
nmai | box to be reserved (or even exist in the database) for an

ACTI VATE conmand to succeed, inplenentations MJST all ow this behavior
as it facilitates synchroni zation of the database with the current
state of the mail boxes.

4.2. Command: AUTHENTI CATE

The AUTHENTI CATE command initiates a [ SASL] negotiation session
between the client and the server. It has two paranmeters. The first
parameter is mandatory, and is a string indicating the desired [ SASL]
mechani sm The second is a string containing an optional BASE64
encoded (as defined in section 6.8 of [MME]) client first send.

Al'l of the remaining SASL bl obs that are sent MJST be sent across the
wire nust be in BASE64 encoded format, and followed by a CR and LF
conbi nati on. They MJST NOT be encoded as strings.

Clients may cancel authentication by sending a * followed by a CR and
LF.

The [ SASL] service name for the MJUPDATE protocol is "nupdate".
| mpl ement ati ons are REQUI RED to inpl enent the GSSAPI [ SASL]
mechani sm though they SHOULD i npl ement as many mechani snms as
possi bl e.
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If a security layer is negotiated, it should be used directly
following the CR and LF conbi nation at the end of the server’'s K
response (i.e., beginning with the client’s next command) Only one
successful AUTHENTI CATE command may be issued per session

4.3. Command: DEACTI VATE

The DEACTI VATE conmand takes two paraneters, the mail box nane and

| ocation data. The mail box MJUST al ready exi st and be activated on
the MJUPDATE server. |If the server responds OK, then the mail box name
has been noved to the RESERVE state. |If the server responds NO then
the mmi |l box name has not been noved (for exanple, the mail box was not
already active). Any ACL information that is known about the nail box
MAY be | ost when a DEACTI VATE succeeds. This conmand MJUST NOT be

i ssued to a sl ave.

Exampl e:

A01 DEACTI VATE "user.rjs3. new' "nail 3. exanpl e. or g! ug"
A01 OK "Mail box Reserved."

®wo

4.4, Command: DELETE

The DELETE command takes only a single paraneter, the nmmil box name to
be renpved fromthe database’s nanespace. The server SHOULD give a
NO response if the mmil box does not exist. This comand MJUST NOT be
i ssued to a slave server.

4.5. Command: FIND

The FIND command takes a single paraneter, a nailbox nane. The
server then responds with the current record for the given mail box,
if any, and an OK response.

Exampl e (il box does not exist):

C. FO1 FIND "user.rjs3.xyzzy"
S: FO1 OK "Search Conpl ete"

Exampl e (mail box is reserved):
FO1 FIND "user.rjs3"

FO1 RESERVE "user.rjs3" "mail 4. exanpl e. org"
FO1 OK "Search Conpl ete"

wwuo
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4.

B

4.
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6. Command: LIST

The LI ST command is simlar to running FIND across the entire

dat abase. The LI ST command takes a single optional paraneter, which
is aprefix totry to match against the location field of the
records. Wthout the paraneter, LIST returns every record in the
dat abase.

For each mail box that matches, either a MAILBOX or a RESERVE response
(as applicable) is sent to the client. When all responses are
conpl ete, an OK response is issued.

Exanpl e:

LO1 LIST

LO1 RESERVE "user.rjs3" "mail 4. exanpl e. org! u2"

LO1 MAILBOX "user.leg" "mail 2. exanple.org!ul” "leg | rsw pcda"
LO1 OK "List Conplete"

LO2 LI ST "nuil 4. exanpl e.org!"

L02 RESERVE "user.rjs3" "mail 4. exanpl e. org! u2"

L02 OK "List Conplete"

7. Command: LOGOUT
The LOGOUT command tells the server to close the connection. |Its

only valid response is the BYE response. The LOGOUT conmand takes no
par aneters.

. 8. Command: NOOP

The NOOP command takes no paraneters. Provided the client is
authenticated, its only acceptable response is an K. Any idle
timeouts that the server may have on the connection SHOULD be reset
upon receipt of this command.

If this command is issued after an UPDATE command has been issued,
then the OK response also indicates that all pendi ng dat abase updates
have been sent to the client. That is, the slave can guarantee that
its local database is up to date as of a certain time by issuing a
NOOP and waiting for the K The OK MJUST NOT return until al

updates that were pending at the time of the NOOP have been sent.

9. Command: RESERVE

The RESERVE conmand takes two paraneters (just like the RESERVE
response), the mailbox name to reserve and location data. |If the
server responds OK, then the mail box name has been reserved. If the
server responds NO then the mail box nane has not been reserved (for
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exanpl e, another server has reserved it already). This comand MJST
NOT be issued to a sl ave.

The typi cal sequence for mail box creation is:

C. RO1 RESERVE "user.rjs3.new' "mail 3. exanpl e. or g! u4"

S: R0O1 OK "Mail box Reserved."

<client does |ocal muailbox create operations>

C. A0l ACTIVATE "user.rjs3.new' "nuail 3. exanple.org!u4" "rjs3 |Irsw pcda"
S: A0l OK "Muil box Activated."

4.10. Conmmand: STARTTLS

The STARTTLS command requests the commencenent of a [TLS]
negoti ati on. The negotiation begins i mediately after the CRLF in
the OK response. After a client issues a STARTTLS conmand, it MUST
NOT issue further commands until a server response is seen and the
[ TLS] negotiation is conplete.

The STARTTLS command is only valid in non-authenticated state. The
server remains in non-authenticated state, even if client credentials
are supplied during the [TLS] negotiation. The [SASL] EXTERNAL
mechani sm MAY be used to authenticate once [TLS] client credentials
are successfully exchanged. Note that servers are not required to
support the EXTERNAL nmechani sm

After the [TLS] layer is established, the server MJIST re-issue the
initial response banner (see Section 3.8). This is necessary to
protect agai nst man-in-the-m ddl e attacks which alter the
capabilities list prior to STARTTLS, as well as to advertise any new
SASL mechani snms (or other capabilities) that nmay be avail abl e under
the layer. The client MJST discard cached capability information and
replace it with the new information.

After the a successful STARTTLS command, the server SHOULD return a
NO response to additional STARTTLS conmands.

Servers MAY choose to not inplenent STARTTLS. In this case, they
MUST NOT advertise STARTTLS in their capabilities banner, and SHOULD
return a BAD response to the STARTTLS command, if it is issued.

Exanpl e:

C. S01 STARTTLS

S: S01 OK "Begin TLS negotiati on now'

<TLS negoti ation, further conmands are under TLS | ayer>

S: * AUTH KERBERCS V4 GSSAPI PLAIN

S: * OK MJUPDATE "nupdat e. exanpl e. org" "Cyrus" "v2.1.2" "(master)"
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4.11. Command: UPDATE

The UPDATE command is how a slave initializes an update stream from
the master (though it is also valid to issue this command to a
slave). 1In response to the conmand, the server returns a list of al
mai | boxes in its database (the sane results as a paraneterless LIST
conmand) followed by an OK response. Fromthis point forward,
whenever an update occurs to the nmaster database, it MJST streamthe
update to the slave within 30 seconds. That is, it will send
RESERVE, MAI LBOX, or DELETE responses as they are applicable

After a client has issued an UPDATE conmand, it may only issue NOOP
and LOGOUT conmmands for the remmi nder of the session.

Exanpl e:

U01 UPDATE

U01 MAILBOX "user.leg" "mmil 2. exanple.org!ul" "leg | rsw pcda"

U01 MAILBOX "user.rjs3" "mail 3. exanpl e.org!u4” "rjs3 |rsw pcda"
U01 RESERVE "internet.bugtraq" "mail 1. exanpl e. org!u5" "anyone Irs"
U0l OK "Stream ng Begins"

<some time goes by, and another client creates a new mail box>

S: W01 RESERVE "user.|eg. new' "mail 2. exanpl e. org! ul”

<sone nore tinme passes, and the create succeeds>

S: U01 MAILBOX "user.leg.new' "mmil 2. exanple.org!ul" "leg |Irsw pcda"
<much nore tinme passes, and the slave decides to send a NOOP to reset
its inactivity timer>

C. NO1 NooP

S: U0l DELETE "user. | eg. new'

S: NO1 OK "NOOP Compl et e"

WuLuwo

5.  MJPDATE Fornmal Synt ax
The foll owi ng syntax specification uses the Augmented Backus- Naur
Form (ABNF) notation as specified in [ABNF]. This uses the ABNF core
rul es as specified in Appendi x A of [ABNF].
Except as noted otherw se, all al phabetic characters are case-
i nsensitive. The use of upper or |ower case characters to define
token strings is for editorial clarity only. |nplementations MJST
accept these strings in a case-insensitive fashion

Note that this specification also uses sone ternmnals fromsection 8
of [ ACAP].

cmd- activate = "ACTI VATE' SP string SP string SP string

cnd- aut henticate = "AUTHENTI CATE' SP sasl-nmech [ SP string ]
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cnd-del ete = "DELETE" SP string

cnd-find

"FIND' SP string

cmd-list = "LIST" [ SP string ]

cnd- | ogout = " LOGOUT"

cd- noop = " NOOP"

cmd-reserve = "RESERVE" SP string SP string

cmd-starttls = "STARTTLS"

cmd- updat e = " UPDATE"

conmmand = tag SP commuand-type CRLF

conmand-type = cnd-activate / cnd-authenticate / cnd-delete /
cmd-find / cnmd-list / cnmd-1ogout / cnd-noop /
cnmd-reserve / cnd-starttls / cnd-update

response = tag SP response-type CRLF

response-type = rsp-ok / rsp-no / rsp-bad / rsp-bye / rsp-nmail box /
rsp-reserve / rsp-delete

r sp- bad "BAD' SP string

rsp-bye = "BYE" SP string

rsp-mail box = "MAILBOX' SP string SP string SP string
rsp-no = "NO' SP string

rsp-ok = "OK" SP string

rsp-reserve = "RESERVE"' SP string SP string

rsp-del ete = "DELETE" SP string

sasl -mech = 1* ATOM CHAR
; ATOM CHAR is defined in [ ACAP]

string = quoted / litera
; quoted and literal are defined in [ ACAP]
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tag = 1* ATOV CHAR
; ATOM CHAR is defined in [ ACAP]

6. MJPDATE URL Scheme

Thi s docunent defines the a URL schene for the purposes of

ref erenci ng MJPDATE resources, according to the requirenents in
[RFC2717]. This includes both MJPDATE servers as a whole, along with
i ndi vidual mail box entries on a gi ven MJPDATE server.

There is no M ME type associated with these resources. It is
intended that a URL consumer would either retrieve the MJPDATE record
in question, or sinply connect to the MJPDATE server running on the
specified host. Note that the consunmer will need to have

aut hentication credentials for the specified host.

The MJUPDATE URL scheme is simlar to the I MAP URL schene [I MAP-URL].
However, it only takes one of two possible forms:

nupdat e: / / <i server >/
nmupdat e: / / <i server >/ <mai | box>

The first formrefers to a MJPDATE server as a whole, the second form
i ndi cates both the server and a nmmilbox to run a FIND agai nst once
authenticated to the server. Note that part of <iserver> may include
username and aut hentication information along with a hostnane and
port.

6.1. MJIPDATE URL Schene Regi strati on Form
URL scheme nane: "nupdate"
URL schene synt ax:

Thi s defines the MJPDATE URL Scheme in [ABNF]. Terminals fromthe
BNF of | MAP URLs [I MAP-URL] are al so used

nmupdat eur!l = "rnupdate://" iserver "/" [ enc_nail box ]
; iserver and enc_mail box are as defined in [| MAP- URL]

Char acter encodi ng consi derations:

Identical to those described in [I MAP-URL] for the appropriate
term nal s.
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I nt ended Usage:
The formof the URL without an associated nmailbox is intended to
desi gnate a MJPDATE server only. |f a mailbox name is included in
the URL, then the consumer is expected to execute a FIND commuand
for that mmil box on the specified server.
Applications and/or protocols which use this URL schene nane:
The protocol described in this docunent.
I nteroperability Considerations:
None.
Security Consi derations:
Users of the MJUPDATE URL Scheme shoul d review the security
consi derations that are discussed in [IMAP-URL]. |In particular
the consequences of including authentication nechani sminformation
in a URL shoul d be reviewed.
Rel evant Publications:
Thi s docunent and [| MAP- URL].
Aut hor, Change Controller, and Contact for Further |nformation:
Aut hor of this document.
7. Security Considerations
Wi |l e no unaut henticated users may nmake nodifications or even perform
searches on the database, it is inmportant to note that this
speci fication assumes no protections of any type for authenticated
users.
Al'l authenticated users have conplete access to the database. For
this reason it is inportant to ensure that accounts that are making
use of the database are well secured.
A nore secure depl oynment might have all read only access go through a
sl ave, and only have accounts which need wite access use the naster.

This has the disadvantage of a marginally longer tine for updates to
reach the clients.
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The protocol assunes that all authenticated users are cooperating to
mai ntain atom c operations. Therefore, all new nail boxes SHOULD be
RESERVEd before they are ACTIVATEd, despite the fact that the
protocol does not require this, and it is therefore possible for a
set of participants which do not obey the provided |ocking to create
an inconsi stent database. RESERVEi ng the nmilbox first is not
required to performan activate because this behavior sinmplifies
synchroni zation with the actual |ocation of the nail boxes.

8. | ANA Consi derati ons
The | ANA has assigned TCP port nunber 3905 to "nupdate".

The | ANA has registered a URL schene for the MJPDATE protocol, as
defined in section 6.1 of this docunent.

| ANA has registered a GSSAPI service nanme of "mupdate" for the
MUPDATE protocol in the registry maintained at:

http://ww. i ana. or g/ assi gnnent s/ gssapi - servi ce- nanes
9. Intellectual Property Rights

The I ETF takes no position regarding the validity or scope of any
intellectual property or other rights that mght be clainmed to
pertain to the inplenentation or use of the technol ogy described in
this docunent or the extent to which any |icense under such rights

m ght or mght not be available; neither does it represent that it
has made any effort to identify any such rights. Information on the
| ETF' s procedures with respect to rights in standards-track and

st andards-rel at ed docunentati on can be found in BCP-11. Copies of
clainms of rights nade avail able for publication and any assurances of
licenses to be nade avail able, or the result of an attenpt nmade to
obtain a general license or pernission for the use of such
proprietary rights by inplementors or users of this specification can
be obtained fromthe | ETF Secretari at.

The IETF invites any interested party to bring to its attention any
copyrights, patents or patent applications, or other proprietary

ri ghts which may cover technol ogy that may be required to practice
this standard. Please address the information to the | ETF Executive
Director.
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13. Full Copyright Statenent
Copyright (C The Internet Society (2003). Al Rights Reserved.

Thi s docunent and translations of it may be copied and furnished to
ot hers, and derivative works that conment on or otherwi se explain it
or assist inits inplenentation may be prepared, copied, published
and distributed, in whole or in part, without restriction of any

ki nd, provided that the above copyright notice and this paragraph are
i ncluded on all such copies and derivative works. However, this
docunent itself may not be nodified in any way, such as by renoving
the copyright notice or references to the Internet Society or other
I nternet organi zati ons, except as needed for the purpose of
devel opi ng Internet standards in which case the procedures for
copyrights defined in the Internet Standards process nust be
followed, or as required to translate it into |anguages ot her than
Engl i sh.

The Iimted perm ssions granted above are perpetual and will not be
revoked by the Internet Society or its successors or assignees.

Thi s docunent and the information contained herein is provided on an
"AS | S" basis and THE | NTERNET SOCI ETY AND THE | NTERNET ENG NEERI NG
TASK FORCE DI SCLAI M5 ALL WARRANTI ES, EXPRESS OR | MPLI ED, | NCLUDI NG
BUT NOT LI M TED TO ANY WARRANTY THAT THE USE OF THE | NFORVATI ON
HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED WARRANTI ES OF
MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE
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