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Abst r act

Thi s docunent describes an extension to the OSPF protocol to reduce
periodic flooding of Link State Advertisenents (LSAs) in stable
t opol ogi es.

Current OSPF behavior requires that all LSAs, except DoNot Age LSAs,
to be refreshed every 30 minutes. This docunment proposes to
generalize the use of DoNot Age LSAs in order to reduce protoco
traffic in stable topol ogi es.

1. Introduction

The expl osive growth of |P-based networks has placed focus on the
scalability of Interior Gateway Protocols such as OSPF. Networks
using OSPF are growi ng every day and will continue to expand to
accomodat e the demand for connections to the Internet or intranets.

Internet Service Providers and users that have | arge networks have
noti ced non-negligible protocol traffic, even when their network
t opol ogi es were stable.

OSPF requires every LSA to be refreshed every 1800 seconds or el se
they will expire when they reach 3600 seconds [1].

Thi s docunent proposes to overcone the LSA expiration by generali zing

the use of DoNot Age LSAs. This technique will facilitate OSPF
scaling by reducing OSPF traffic overhead in stable topol ogies.
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2.

Changes in the Existing | nplenmentation

Thi s enhancenent relies on the inplementation of the DoNot Age bit and
the Indication-LSA. The details of the inplenentation of the

DoNot Age bit and the Indication-LSA are specified in "Extendi ng OSPF
to Support Demand Circuits" [2].

FI oodi ng-reduction-capable routers will continue to send hellos to
their nei ghbors and keep aging their self-originated LSAs in their
dat abase. However, these routers will flood their self-originated
LSAs with the DoNot Age bit set. Thus, self-originated LSAs do not
have to be re-flooded every 30 m nutes and the re-flooding interva
can be extended to the configured forced-flooding interval. As in
normal OSPF operation, any change in the contents of the LSA wll
cause a reoriginated LSA to be flooded with the DoNot Age bit set.
This will reduce protocol traffic overhead while allowi ng changes to
be fl ooded i medi ately.

Fl oodi ng-reducti on-capabl e routers will flood received non-self-
originated LSAs with the DoNot Age bit set on all normal or fl ooding-
reduction-only interfaces within the LSA's flooding scope. If an
interface is configured as both fl oodi ng-reduction-capabl e and
Demand-Circuit, then the flooding is done if and only if the contents
of the LSA have changed. This allows LSA flooding for unchanged LSAs
to be periodically forced by the originating router.

Backward Compatibility

Rout ers supporting the demand circuit extensions [2] will be able to
correctly process DoNot Age LSAs fl ooded by routers supporting the

fl oodi ng reduction capability described herein. These routers wll
al so suppress floodi ng DoNot Age LSAs on interfaces configured as
demand circuits. However, they will also flood DoNot Age LSAs on
interfaces that are not configured as demand circuits.

When there are routers in the OSPF routing domain, stub area, or NSSA
area, that do not support the demand circuit extensions [2] then the
use of these flooding reduction capabilities will be subject to the
demand circuit interoperability constraints articulated in section
2.5 of "Extending OSPF to Support Demand Circuits" [2]. This inmplies
that detection of an LSA, with the DC bit clear, will result in the
re-origination of self-originated DoNot Age LSAs with the DoNot Age

cl ear and purgi ng of non-sel f-origi nated DoNot Age LSAs.
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4. Security Considerations
This meno does not create any new security issues for the OSPF
protocol. Security considerations for the base OSPF protocol are
covered in [1].
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A. Configurabl e Paraneters

This menmo defines new configuration paraneters for the flooding
reduction feature. The feature nmust be enabled by configuration on a
router and is, by default, off.

fl oodi ng-reduction <all | list of interfaces> Indicates that the
router has the flooding reduction feature enabled. By default,
this paraneter applies to all interfaces running under the OSPF

instance to which it applies. The feature can be enabled on a
subset of explicitly specified interfaces.

fl oodi ng-interval <n mnutes> Indicates the interval in mnutes for
the periodic flooding of self-originated LSAs. By default, this
value is 30 minutes as per [1]. The mininumvalue is also 30
mnutes. A value of infinity will prevent re-flooding of self-
originated LSAs that have not changed.
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Ful | Copyright Statenent
Copyright (C The Internet Society (2005).

Thi s docunent is subject to the rights, licenses and restrictions
contained in BCP 78, and except as set forth therein, the authors
retain all their rights.

Thi s docunent and the information contained herein are provided on an
"AS | S' basis and THE CONTRI BUTOR, THE ORGANI ZATI ON HE/ SHE REPRESENTS
OR | S SPONSORED BY (I F ANY), THE | NTERNET SOCI ETY AND THE | NTERNET
ENG NEERI NG TASK FORCE DI SCLAI M ALL WARRANTI ES, EXPRESS OR | MPLI ED,

| NCLUDI NG BUT NOT LI M TED TO ANY WARRANTY THAT THE USE OF THE

I NFORMATI ON HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED
WARRANTI ES OF MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE

Intell ectual Property

The | ETF takes no position regarding the validity or scope of any
Intell ectual Property Rights or other rights that m ght be clained to
pertain to the inplenentation or use of the technol ogy described in
this document or the extent to which any |icense under such rights

m ght or mght not be available; nor does it represent that it has
made any independent effort to identify any such rights. Information
on the procedures with respect to rights in RFC docunents can be
found in BCP 78 and BCP 79.

Copi es of IPR disclosures made to the | ETF Secretariat and any
assurances of licenses to be nmade available, or the result of an
attenpt nade to obtain a general |icense or permission for the use of
such proprietary rights by inplenenters or users of this
specification can be obtained fromthe |ETF on-line | PR repository at
http://ww.ietf.org/ipr.

The 1ETF invites any interested party to bring to its attention any
copyrights, patents or patent applications, or other proprietary
rights that may cover technology that may be required to inpl enent
this standard. Pl ease address the information to the IETF at ietf-
ipr@etf.org.
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