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Abst r act

This menmo specifies a Sinple Object Access Protocol (SOAP) binding to
the Bl ocks Extensible Exchange Protocol (BEEP) core. A SCAP bindi ng
descri bes how SOAP nessages are transmitted in the network.

The SOAP is an XM.-based (eXtensible Mirkup Language) nessagi ng
protocol used to inplenment a wide variety of distributed nessaging
nodels. It defines a nessage format and describes a variety of
nmessage patterns, including, but not limted to, Renote Procedure
Calling (RPC), asynchronous event notification, unacknow edged
nessages, and forwarding via SQOAP internediaries.
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1. Introduction

This menmo specifies how SOAP envel opes [15] are transnmitted using a
BEEP profile [1]. Conformng inplenmentations MJST support SOAP
version 1.2 [15] and MAY support other versions, such as SOAP version
1.1 [17]. This meno specifies how SOAP envel opes [15] are
transmtted using a BEEP profile [1]. Unlike its predecessor

RFC3288 [16], this nmenp does not mandate the use of SOAP version 1.1.

Thr oughout this nmeno, the term "envel ope" refers to the top-Ieve
el ement exchanged by SOAP senders and receivers. For exanmple, when
referring to SOAP version 1.2, the term"envel ope" refers to the
"Envel ope" el enent defined in Section 5.1 of [2]. Furthernore, the
terns "peer", "client", "server", "one-to-one", and "one-to-many" are
used in the context of BEEP. |In particular, Sections 2.1 and 2.1.1
of [1] discuss BEEP rol es and exchange styl es.

2. BEEP Profile ldentification
The BEEP profile for SOAP is identified as

http://iana. or g/ beep/ soap/ VERSI ON

in the BEEP "profile" el enment during channel creation. where
"VERSI ON' refers to the numeric version of the SOAP specification

For exanpl e,

http://iana. org/ beep/ soap/ 1. 2
refers to version 1.2.
Note that RFC 3288 [16] used

http://iana. or g/ beep/ soap
for the purposes of profile identification for SOAP version 1.1
envel opes [17]. If an inplementation of this meno chooses to
i mpl ement SOAP version 1.1, then it should support both this Uniform
Resource ldentifier (URI) for profile identification as well as
"http://iana.org/beep/soap/1.1".
In BEEP, when the first channel is successfully created, the

"server Name" attribute in the "start" elenent identifies the "virtua
host" associated with the peer acting in the server role, e.g.
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2.

<start nunber="1" serverNanme=' st ockquot eserver. exanpl e. coni >
<profile uri="http://iana.org/beep/soap/1.2" />
</start>

The "serverNane" attribute is anal ogous to HITP s "Host" request-
header field (cf. Section 14.23 of [4]).

There are two states in the BEEP profile for SOAP, "boot" and
"ready":

o

1

In the "boot" state, the peer requesting the creation of the
channel sends a "bootnsg" (either during channel initialization or
ina "MSG' nessage).

* |f the other peer sends a "bootrpy" (either during channe
initialization or in an "RPY" nmessage), then the "ready" state
is entered

* (Otherwise, the other peer sends an "error" (either during
channel initialization or in an "ERR' nessage), then no state
change occurs.

In the "ready” state, either peer begins a SOAP nessage pattern by

sendi ng a "MSG' nessage containing an envel ope. The other peer

conpl etes the nessage pattern either by

* sendi ng back an "RPY" nessage containing an envel ope or

* sendi ng back zero or nore "ANS" nessages, each containing an
envel ope, followed by a "NUL" nessage.

Regar dl ess, no state change occurs.

Profile Initialization

The boot nessage is used for two purposes:

resource identification: each channel bound to the BEEP profile
for SOAP provides access to a single resource (a network data
obj ect or service).

feature negotiation: if new features of SOAP (such as conpression)
energe, their use can be negoti at ed.
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The DTD syntax for the boot nessage and its response are:

<! ELEMENT boot nsg EMPTY>

<l ATTLI ST boot nsg
resource CDATA #REQUI RED
features NMTOKENS ">

<! ELEMENT boot r py EMPTY>

<l ATTLI ST bootr py
feat ures NMTOKENS ">

The boot nessage contains a mandatory and an optional attribute:

o the "resource" attribute, which is anal ogous to HITP' s "abs_path"
Request - URI parameter (cf. Section 5.1.2 of [4]) and

o the "features"” attribute, which, if present, contains one or nore
feature tokens, each indicating an optional feature of the BEEP
profile for SOAP that is being requested for possible use over the
channel

Section 7.1 defines a registration tenplate for optional features.

If the peer acting in the server role recognizes the requested
resource, it replies with the boot response that contains one
optional attribute:

o The "features" attribute, if present, contains a subset of the
feature tokens in the boot nmessage, indicating which features my
be used over the channel. (If not present or enpty, then no
features nmay be used.)

QO herwise, if the boot nessage is inproperly forned, or if the
requested resource is not recogni zed, the peer acting in the server
role replies with an error nmessage (cf. Section 7.1 of [1]).
Typically, the boot message and its response are exchanged during
channel initialization (cf. Section 2.3.1.2 of [1]).

For exanple, here the boot nmessage and its response are exchanged
during channel initialization

C. <start nunber="1" serverNane=" stockquot eserver. exanpl e. coni >

C <profile uri="http://iana.org/beep/soap/1.2" >
C <! [ CDATA[ <boot msg resource="/StockQuote’ />]]>
C </profile>

C </start>
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S: <profile uri="http://iana.org/beep/soap/1.2" >
S: <! [ CDATA[ <bootrpy />]]>
S </profile>

The channel bound to the BEEP profile for SOAP is now in the "ready"
state.

Al ternatively, here is an exanple in which the boot exchange is
unsuccessful :

<start nunber="1" server Name=' st ockquot eserver. exanpl e. coni >
<profile uri="http://iana.org/beep/soap/1.2" >
<! [ CDATA[ <boot nsg resource="/StockPick’ />]]>
</profile>
</start>

<profile uri="http://iana.org/beep/soap/1.2" >
<! [ CDATA[ <error code=' 550" >resource not
supported</error>]]>

Yuuw 00000

</profile>

Al t hough the channel was created successfully, it remains in the
"boot" state.

3. SOAP Message Packages

The BEEP profile for SOAP transmits envel opes encoded as UTF-8 and
SHOULD use the nedia type "application/soap+xm ™ [5], e.g.

MSG1 1. 0 284
Cont ent - Type: appli cati on/ soap+xm

<env: Envel ope
xm ns: env="http://ww. w3. or g/ 2003/ 05/ soap- envel ope" >
<env: Header >
<m Get Last TradePri ce xm ns: n="Sonme- URI " />
</ env: Header >
<env: Body>
<synbol xm ns: p="Sone-URI" >Dl S</synbol >
</ env: Body>
</ env: Envel ope>
END

To provide conpatibility with RFC 3288 [16], it MAY use the nedia
type "application/xm" [6].
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In addition, an inplenentation of the BEEP profile for SOAP MAY
support transm ssion of envel opes using the MTOM[7] / XOP [8]
packagi ng techni que, e.qg.

MSG 1 2 . 283 1436

M ME-Version: 1.0

Content - Type: Ml ti part/Rel at ed; boundar y=M ME_boundary;
type="application/ xop+xm";
start ="<nynmessage. xm @xanpl e. or g>"
startinfo="application/soap+xm ; action=

Cont ent - Description: A SOAP nessage with ny pic and sig in it

--M ME_boundary
Cont ent - Type: appli cation/ xop+xm ;
char set =UTF- 8;
type="application/ soap+xnm; action=
Cont ent - Tr ansf er - Encodi ng: 8bi t
Content-1D: <nmynessage. xm @xanpl e. or g>

<soap: Envel ope
xm ns: soap="http://ww. w3. or g/ 2003/ 05/ soap- envel ope
xm ns: xm mi nme=" http://ww. w3. org/ 2004/ 11/ xm m e’ >
<soap: Body>
<mdata xm ns: " http://exanple.org/stuff’>
<m phot o
xm m me: cont ent Type="1i nage/ png’ ><xop: | ncl ude
xm ns: xop="http://ww. w3. or g/ 2004/ 08/ xop/ i ncl ude
href="cid: http://exanpl e. org/ me. png’ / ></ m phot 0>
<m sig
xm m me: cont ent Type="appl i cati on/ pkcs7-si gnat ure’ ><xop: | ncl ude
xm ns: xop="http://ww. w3. or g/ 2004/ 08/ xop/ i ncl ude
href="cid: http://exanple.org/ ny. hsh' /></m sig>
</ m dat a>
</ soap: Body>
</ soap: Envel ope>

--M ME_boundary

Cont ent - Type: i nage/ png

Cont ent - Tr ansf er - Encodi ng: bi nary
Content-1D: <http://exanple.org/me. png>

/1 binary octets for png
--M ME_boundary
Cont ent - Type: application/ pkcs7-signature

Cont ent - Tr ansf er - Encodi ng: bi nary
Content-1D: <http://exanple.org/ny. hsh>
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/1 binary octets for signature

--M ME_boundary- -
END

Consult Section 4.1 of XOP [8] for guidance on MME Multipart/Rel ated
usage. Because BEEP provides an 8-bit-wi de path, a "transformative"
Cont ent - Transfer-Encodi ng (e.g., "base64" or "quoted-printable")
shoul d not be used. Note that MME [9] requires that the val ue of
the "Content-I1D' header be globally unique. As stated in Section 4
of XOP [8], XOP may be used with diverse packagi ng nechani sns. Wen
an inplenentation of BEEP i n SOAP does support MoV XOP, it SHOULD
support the M ME Mul tipart/Rel ated XOP Package format, and MAY
support others. Additional formats could, in the future, include XOP
package formats specific to BEEP (e.g., sending the attachnents on a
di fferent channel to the SOAP channel, which would avoid searching
for the MM boundary tags and allows |azy delivery of attachnments,
delivering themonly when really needed.)

4. SOAP Message Patterns
4.1. One-\Way Message

A one-way nessage i nvol ves sending a nessage w t hout any response
bei ng returned.

The BEEP profile for SOAP achi eves this using a one-to-many exchange,
in which the client sends a "MSG' nessage containing an envel ope, and
the server imediately sends back a "NUL" nessage, before processing
the contents of the envel ope.

4.2. Request-Response Exchange

A request/response exchange involves sending a request, which results
in a response being returned.

The BEEP profile for SOAP achieves this using a one-to-one exchange,
in which the client sends a "MSG' nessage containing an envel ope, and
the server sends back a "RPY" message containing an envel ope.

4.3. Request/ N Responses Exchange

A request/ N-responses exchange i nvol ves sendi ng a request, which
results in zero or nore responses being returned.
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The BEEP profile for SOAP achi eves this using a one-to-nmany exchange,
in which the client sends a "MSG' nessage containing an envel ope, and
the server sends back zero or nmore "ANS' nessages, each containing an
envel ope, followed by a "NUL" nessage.

4.4. FError Handling

The BEEP profile for SOAP does not use the "ERR' nessage for SOAP
faults. Wen performing one-to-one exchanges, whatever SQAP response
(including SOAP faults) generated by the server is always returned in
the "RPY" nmessage. When perform ng one-to-many exchanges, whatever
SOAP response (including SOAP faults) generated by the server is

al ways returned in the "ANS' nessages.

If there is an error with the BEEP nmessage unrel ated to the SQOAP
envel ope (e.g., poorly formed M ME nessage or M ME Cont ent - Type not

supported), then the server responds with an ERR nmessage (see Section
7.1 of [1]) with an appropriate reply code (e.g., see Section 8 of

[1]).
5. SOAP Protocol Binding Framewor k Conformance
5.1. Binding Name

This binding is identified by a URI that is exactly the sane as the
profile URI for BEEP in SOAP (see Section 2).

5. 2. Base URI

The Base URI for the SOAP envelope is the URI of the resource
identified in the bootnsg.

5.3. Supported SOAP Message Exchange Patterns

An i nmpl enentation of this binding MIUST support the foll ow ng SOAP
Message Exchange Pattern (MVEP):

o "http://ww. w3. org/ 2003/ 05/ soap/ nep/ request -response/" (see
Section 6.2 of [3])

5.4. Supported Features

An i npl enentation of this binding MAY support the follow ng feature:
“http://ww. w3. org/ 2003/ 05/ soap/ features/action/" (see Section 6.5 of

[3].)
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5.5. MEP Qperation
For binding instances conforming to this specification

0 A SCOAP node instantiated at the BEEP peer that initiates the
nmessage exchange may assune the role (i.e., the property http://
www. W3. or g/ 2003/ 05/ soap/ bi ndi ngFr anewor k/ ExchangeCont ext/ Rol e ) of
"Request i ngSOAPNode" .

0 A SCOAP node instantiated at the other BEEP peer may assune the
role (i.e., the property http://ww. w3. org/ 2003/ 05/ soap/
bi ndi ngFr amewor k/ ExchangeCont ext / Rol e) of "Respondi ngSOAPNode" .

5.5.1. Behavior of Requesting SOAP Node

The overall flow of the behavior of a requesting SOAP node follows a
state nmachi ne description consistent with Section 6.2 of [3].

In order to avoid deadl ock during stream ng (see Section 6.2.3 of
[3]), the requesting SOAP node MJUST be able to process incom ng SOAP
response informati on while the SOAP request is still being
transmtted.

5.5.1.1. Init

In the "Init" state, a BEEP nessage is fornulated according to
Section 3, transmi ssion of the nessage begins, and then the state
changes to "Requesting”.

5.5.1.2. Requesting

In the "Requesting" state, nore of the request nessage is transnitted
and the arrival of the response is awaited. Wen the beginning of
the response nessage is received, if it is a BEEP ERR nessage, then
the state transitions to "Fail"; otherwi se, the state transitions to
" Sendi ng+Recei vi ng".

5.5.1.3. Sendi ng+Recei vi ng

In the "Sendi ng+Recei ving" state, the transm ssion of the request
nmessage and receiving of the response nessage are conpleted. The
response nessage is assuned to contain a SOAP envel ope serialized
according to the rules for carrying SOAP nessages in the nedia type
given in the Content-Type header field. Once the receipt of the
response is conpleted, the state transitions to "Success".
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5.5.1.4. Success and Fai
"Success" and "Fail" are the term nal states for the state machine.
5.5.2. Behavior of Respondi ng SOAP Node

The overall flow of the behavior of a responding SOAP node follows a
state nmachi ne description consistent with Section 6.2 of [3]

5.5.2.1. Init
In the "Init" state, the binding awaits the start of the inbound
request. In this state, it may only generate ERR nessages (in
accordance with Section 4.4).

5.5.2.2. Receiving
The binding begins to receive the request nmessage and prepares the
start of the response, in accordance with Section 3. Wen ready to
transmt the response, the state transitions to "Receiving+Sendi ng"

5.5.2.3. Receiving+Sendi ng

The binding conpletes the receiving of the request and sendi ng of the
response and then transitions to "Success" state.

5.5.2.4. Success and Fai

"Success" and "Fail" are the termnal states that indicate conpletion
of the nessage exchange.

6. URL Schenes
This menmo defines two URL schenes, "soap.beep" and "soap. beeps”,
which identify the use of SOAP over BEEP over TCP. Note that, at
present, a "generic" URL scheme for SOAP is not defined.

6.1. The soap. beep URL Schene

The "soap. beep” URL schene uses the "generic URI" syntax defined in
Section 3 of [10], specifically:

o the value "soap.beep" is used for the scheme conmponent and

0 the server-based naming authority defined in Section 3.2.2 of [10]
is used for the authority conponent.
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o the path conponent maps to the "resource" conponent of the boot
nessage sent during profile initialization (if absent, it defaults
tO"/")_

The val ues of both the schene and authority conmponents are case-
i nsensitive.

For exanple, the URL
soap. beep: // st ockquot eserver. exanpl e. com St ockQuot e
mght result in the exanple shown in Section 2. 1.
6.1.1. Resolving | P/TCP Address Infornation

The "soap. beep” URL schene indicates the use of the BEEP profile for
SQOAP runni ng over TCP/IP.

If the authority conponent contains a donain nane and a port nunber,
e.g.,

soap. beep: // st ockquot eserver. exanpl e. com 1026

then the DNS is queried for the A Resource Records corresponding to
the domain nane, and the port nunber is used directly.

If the authority conponent contains a domain name and no port nunber,
e.g.,

soap. beep:// st ockquot eserver. exanpl e. com

the Service Record algorithm[11] is used with a service paraneter of
"soap- beep" and a protocol paranmeter of "tcp" to deternmine the | P/ TCP
addressing information. |If no appropriate SRV RRs are found (e.g.

for "_soap-beep. _tcp. stockquot eserver. exanple.cont), then the DNS is
queried for the A RRs corresponding to the domain nanme and the port
nunber used is assigned by the | ANA for the registration in Section
8. 4.

If the authority conponent contains an |IP address, e.g.

soap. beep://192.0. 2. 0: 1026
then the DNS is not queried, and the IP address is used directly. |If
a port nunber is present, it is used directly; otherw se, the port

nunber used is assigned by the | ANA for the registration in Section
8. 4.
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6.

7.

7.

8.

8.

Wiile the use of literal |IPv6 addresses in URLs is discouraged, if a
l[iteral 1 Pv6 address is used in a "soap.beep"” URL, it nust conformto
the syntax specified in [12].

2. The soap. beeps URL Schene

The "soap. beeps” URL schene is identical, in all ways, to the

"soap. beep" URL schene specified in Section 6.1, with the exception
that prior to starting the BEEP profile for SOAP, the BEEP session
must be tuned for privacy. |In particular, note that both URL schenes
use the identical algorithns and parameters for address resolution as
specified in Section 6.1.1 (e.g., the sane service nane for SRV

| ookups, the sane port number for TCP, and so on).

There are two ways to perform privacy tuning on a BEEP session
ei t her

0 a transport security profile may be successfully started or

0 a user authentication profile that supports transport security may
be successfully started.

Regar dl ess, upon conpl etion of the negotiation process, a tuning
reset occurs in which both BEEP peers issue a new greeting. Consult
Section 3 of [1] for an exanple of how a BEEP peer nay choose to

i ssue different greetings based on whether privacy is in use.

Regi stration Tenpl ates
1. SOAP Profile Feature Registration Tenpl ate

When a feature for the BEEP profile for SOAP is registered, the
following information is supplied:

Feature ldentification: specify a string that identifies this

feature. Unless the feature is registered with the [ ANA the
feature's identification nust start with "x-"

Feature Senmantics: specify the semantics of the feature.

Contact Information: specify the el ectronic contact information for
the author of the feature.

Initial Registrations
1. Registration: The SOAP Profile

Profile ldentification: http://iana. org/beep/soap/ VERSI ON
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Messages exchanged during Channel Creation: bootnsg, bootrpy
Messages starting one-to-one exchanges: bootnsg, a SOAP "envel ope"
Messages in positive replies: bootrpy, a SOAP "envel ope"

Messages in negative replies: error

Messages in one-to-many exchanges: a SCAP "envel ope"

Message Syntax: a SOAP envel ope

Message Semantics: corresponds to the rel evant SOAP specification
e.g., for SOAP version 1.2, cf. [2].

Contact Information: Eanpbn O Tuat hail <eanon. otuat hail @l i pcode. conp,
Marshal | Rose <nrose@lbc. ntvi ew. ca. us>

8.2. Registration: The soap. beep URL Schene
URL schenme nane: soap. beep
URL schenme syntax: cf. Section 6.1

Character encodi ng considerations: cf. the "generic URI" syntax
defined in Section 3 of [10]

I ntended usage: identifies a SOAP resource made avail abl e using the
BEEP profile for SOAP

Applications using this schenme: cf. "Intended usage", above
Interoperability considerations: n/a

Security Considerations: cf. Section 9

Rel evant Publications: cf. [2] for SOAP version 1.2

Contact Information: Eanon O Tuat hail <eanobn. otuathail @l i pcode. conp,
Mar shal | Rose <nrose@lbc. ntvi ew. ca. us>

Aut hor/ Change controller: the | ESG
8.3. Registration: The soap. beeps URL Schene
URL schene nane: soap. beeps

URL scheme syntax: cf. Section 6.2
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Character encodi ng considerations: cf. the "generic URI" syntax
defined in Section 3 of [10]

I ntended usage: identifies a SOAP resource made avail abl e using the
BEEP profile for SOAP after the BEEP session has been tuned for
privacy

Applications using this scheme: cf. "Intended usage", above

Interoperability considerations: n/a

Security Considerations: cf. Section 9

Rel evant Publications: cf. [2] for SOAP version 1.2

Contact Information: Eanpbn O Tuat hail <eanon. otuat hail @l i pcode. conp,
Marshal | Rose <nrose@lbc. ntvi ew. ca. us>

Aut hor/ Change controller: the | ESG

8.4. Registration: The System (Well-Known) TCP Port Nunber for SCAP
over BEEP

Protocol Number: TCP

Message Formats, Types, Opcodes, and Sequences: cf. Section 2.1
Functions: cf. [2] for SQOAP version 1.2

Use of Broadcast/Milticast: none

Proposed Name: SOAP over BEEP

Short name: soap- beep

Contact Information: Eanon O Tuat hail <eanon. otuathail @l i pcode. conp,
Mar shal | Rose <nrose@ilbc. mtvi ew. ca. us>

9. Security Considerations

Al t hough service provisioning is a policy matter, at a m nimum al
i mpl enent ati ons MJST provide the followi ng tuning profil es:

for authentication: http://iana.org/beep/ SASL/ DI GEST- MD5

for confidentiality: http://iana.org/beep/ TLS (using the
TLS_RSA W TH_AES EDE_CBC_SHA ci pher)

O Tuathail & Rose St andards Track [ Page 15]



RFC 4227 Usi ng SOAP i n BEEP January 2006

10.

11.

for both: http://iana.org/beep/ TLS (using the
TLS RSA W TH AES EDE CBC SHA ci pher supporting client-side
certificates)

Furthernore, inplenentations may choose to offer M Me-based security
services providing nessage integrity and confidentiality, such as
QpenPGP [13] or SIMME [14].

Regardl ess, consult [1]'s Section 9 for a discussion of BEEP-specific
security issues.

| ANA Consi der ati ons

Previously, the 1 ANA registered "http://iana.org/ beep/soap"” for use
with RFC 3288 [16]. This menop requires that the | ANA register a
URI - prefix of

http://iana. or g/ beep/ soap/ VERSI ON
to correspond to the famly of profiles defined Section 8. 1.

The |1 ANA has regi stered "soap. beep" and "soap. beeps"” as URL schenes,
as specified in Section 8.2 and Section 8.3, respectively.

The |1 ANA has al so regi stered "SOAP over BEEP' as a TCP port nunber,
as specified in Section 8.4.

The |1 ANA now broadens these three registries to support the famly of
BEEP profiles defined by this UR prefix.

Finally, the I ANA nmaintains a list of SOAP profile features, cf.
Section 7.1. The IESG is responsible for assigning a designated
expert to review the specification prior to the | ANA making the
assignment. Prior to contacting the | ESG devel opers of SCOAP profile
features must use the mailing |ist beepwg@i sts. beepcore.org to
solicit commentary.

Changes from RFC 3288

This menmo differs from RFC 3288 [16] in one substantive way: a URL
prefix is defined to support a famly of BEEP profiles corresponding
to different versions of SOAP. Simlarly, the ANA registrations in
Section 8.1, Section 8.3, and Section 8.4 are updated to reflect this
br oadeni ng.

Support for WBC MIOM XOP packagi ng has been added.
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12.

13.

13.

A new section was added to discuss the distributed state nachi ne of
t he Request - Response MEP.

I n non-substantive ways, a small nunber of typographical errors were
corrected.
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Appendi x A. SOAP with Attachnents (Informative)

To provide conpatibility with RFC3288 [16], a BEEP profile for SOAP
MAY al | ow envel opes to be transmitted as the root part of a

"mul tipart/rel ated" [18] content, and with subordinate parts
referenced using the rules of Section 3 of [19] (i.e., using either
the "Content-ID:" [20] or "Content-Location:" [21] headers), e.g.

MSG 1 2 . 278 657

Content - Type: multipart/rel ated; boundary="M ME_boundary";
type=appl i cation/ xm ;
start ="<cl ai nM061400a. xm @l ai m ng-it.com"

--M ME_boundary
Cont ent - Type: application/xn
Content-1D: <clainD61400a.xm @l ai m ng-it.conp

<?xm version="1.0" ?>
<env: Envel ope
xm ns: env="http://ww. w3. or g/ 2003/ 05/ soap- envel ope" >

<)énv:kbader>
<env: Body>
<t heSi gnedFor m href ="ci d: cl ai n061400a.tiff@l ai mng-it.cont />

<)énv:Body>
</ env: Envel ope>

--M ME_boundary

Content - Type: inmge/tiff

Cont ent - Tr ansf er - Encodi ng: bi nary

Content-1D: <cl ai n061400a.tiff @l ai nm ng-it.conp

...binary TIFF inmage..
--M ME_boundary- -
END

Consistent with Section 2 of [19], it is strongly reconmended t hat
the multipart contain a "start" parameter, and that the root part
contain a "Content-ID:" header. However, because BEEP provides an
8bit-wi de path, a "transformative" Content-Transfer-Encoding (e.g.
"baseb64" or "quoted-printable") should not be used. Further note
that MME [9] requires that the value of the "Content-1D' header be
gl obal | y uni que.
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Intell ectual Property

The | ETF takes no position regarding the validity or scope of any
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pertain to the inplenentation or use of the technol ogy described in
this document or the extent to which any |icense under such rights

m ght or mght not be available; nor does it represent that it has
made any independent effort to identify any such rights. Information
on the procedures with respect to rights in RFC docunents can be
found in BCP 78 and BCP 79.

Copi es of IPR disclosures made to the | ETF Secretariat and any
assurances of licenses to be nmade available, or the result of an
attenpt nade to obtain a general |icense or permission for the use of
such proprietary rights by inplenenters or users of this
specification can be obtained fromthe |ETF on-line | PR repository at
http://ww.ietf.org/ipr.

The 1ETF invites any interested party to bring to its attention any
copyrights, patents or patent applications, or other proprietary
rights that may cover technology that may be required to inpl enent
this standard. Pl ease address the infornation to the |IETF at
ietf-ipr@etf.org.
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