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Abst r act

The Session Initiation Protocol (SIP) supports the initiation

nodi fication, and term nation of nedia sessions between user agents.
These sessions are nanaged by S|P dial ogs, which represent a SIP

rel ati onship between a pair of user agents. Because dial ogs are

bet ween pairs of user agents, SIP s usage for two-party

conmuni cati ons (such as a phone call), is obvious. Conmunications
sessions with nultiple participants, generally known as conferencing,
are nore conplicated. This docunment defines a framework for how such
conferencing can occur. This franework describes the overal
architecture, termnol ogy, and protocol conponents needed for nulti-
party conferencing.
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1. Introduction

The Session Initiation Protocol (SIP) [1] supports the initiation
nodi fication, and ternmi nation of nedia sessions between user agents.
These sessions are nanaged by S|P dial ogs, which represent a SIP

rel ati onshi p between a pair of user agents. Because dial ogs are

bet ween pairs of user agents, SIP s usage for two-party

conmuni cati ons (such as a phone call), is obvious. Conmunications
sessions with nultiple participants, however, are nore conplicated.
SIP can support many nodels of multi-party comunications. One,
referred to as | oosely coupl ed conferences, nakes use of nulticast
medi a groups. In the loosely coupled nodel, there is no signaling
rel ati onshi p between participants in the conference. There is no
central point of control or conference server. Participationis
gradual |y | earned through control information that is passed as part
of the conference (using the Real Time Control Protocol (RTCP) [2],
for exanple). Loosely coupled conferences are easily supported in
SIP by using multicast addresses within its session descriptions.

In anot her nodel, referred to as fully distributed nmultiparty
conferenci ng, each participant maintains a signaling relationship
with the other participants, using SIP. There is no central point of
control; it is conpletely distributed anongst the participants. This
nodel is outside the scope of this docunent.

In anot her nobdel, sonetines referred to as the tightly coupl ed
conference, there is a central point of control. Each participant
connects to this central point. It provides a variety of conference
functions, and may possibly perform media m xing functions as well.
Tightly coupl ed conferences are not directly addressed by RFC 3261,
al t hough basic participation is possible w thout any additiona

pr ot ocol support.
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Thi s docunent presents the overall franework for tightly coupled SIP
conferencing, referred to sinply as "conferencing" fromthis point
forward. This framework presents a general architectural nodel for
these conferences and presents term nol ogy used to discuss such
conferences. It also discusses the ways in which SIP itself is

i nvol ved in conferencing. The aimof the franmework is to neet the
general requirenents for conferencing that are outlined in [3]. This
specification alludes to non-SlP-specific mechanisms for achieving
several conferencing functions. Those mechani snms are outside the
scope of this specification.

2. Term nol ogy

Conference: Conference is an overused term which has different
nmeanings in different contexts. 1In SIP, a conference is an
instance of a multi-party conversation. Wthin the context of
this specification, a conference is always a tightly coupl ed
conf erence.

Loosel y Coupl ed Conference: A |oosely coupled conference is a
conference w thout coordinated signaling relationships anongst
partici pants. Loosely coupl ed conferences frequently use
mul ticast for distribution of conference nenberships.

Tightly Coupl ed Conference: A tightly coupled conference is a
conference in which a single user agent, referred to as a focus,
mai ntains a dialog with each participant. The focus plays the
role of the centralized manager of the conference, and is
addressed by a conference URI.

Focus: The focus is a SIP user agent that is addressed by a
conference URI and identifies a conference (recall that a
conference is a unique instance of a nulti-party conversation).
The focus maintains a SIP signaling relationship with each
participant in the conference. The focus is responsible for
ensuring, in sone way, that each participant receives the nedia
that make up the conference. The focus al so inplenents conference
policies. The focus is a logical role.

Conference URI: A URI, usually a SIP URI, that identifies the focus
of a conference.

Partici pant: The software el enment that connects a user or automata to
a conference. It inplenments, at a mininmum a SIP user agent, but
may al so i npl ement non- Sl P-specific nechanisns for additiona
functionality.
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Conference State: The state of the conference includes the state of
the focus, the set of participants connected to the conference,
and the state of their respective dial ogs.

Conference Notification Service: A conference notification service is
a logical function provided by the focus. The focus can act as a
notifier [4], accepting subscriptions to the conference state, and
noti fyi ng subscribers about changes to that state.

Conference Policy Server: A conference policy server is a |logica
function that can store and mani pul ate the conference policy.
This logical function is not specific to SIP, and may not
physically exist. It refers to the conponent that interfaces a
protocol to the conference policy.

Conference Policy: The conplete set of rules governing a particul ar
conf erence.

M xer: A mxer receives a set of nedia streans of the sane type, and
conbines their nedia in a type-specific manner, redistributing the
result to each participant. This includes nedia transported using
RTP [2]. As aresult, the termdefined here is a superset of the
m xer concept defined in RFC 3550, since it allows for non-RTP-
based nedi a such as instant nessaging sessions [5].

Conf er ence- Unaware Participant: A conference-unaware participant is a
participant in a conference that is not aware that it is actually
in a conference. As far as the UA is concerned, it is a point-to-
poi nt call.

Cascaded Conferencing: A nechanismfor group conmunications in which
a set of conferences are |inked by having their focuses interact
in sone fashion.

Si npl ex Cascaded Conferences: a group of conferences that are |inked
such that the user agent that represents the focus of one
conference is a conference-unaware participant in another
conf erence.

Conf erence- Aware Participant: A conference-aware participant is a
participant in a conference that has |earned, through automated
neans, that it is in a conference. A conference-aware partici pant
can use the conference notification service or additional non-

Sl P-speci fic mechanisnms for additional functionality.

Conference Server: A conference server is a physical server that

contains, at a mnimm the focus. It may also include a
conference policy server and m xers.
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Mass Invitation: An attenpt to add a | arge nunber of users into a
conf er ence.

Mass Ejection: An attenpt to renove a | arge number of users froma
conf erence.

Si debar: A sidebar appears to the users within the sidebar as a
"conference within the conference". It is a conversation anobngst
a subset of the participants to which the remaining participants
are not privy.

Anonynous Participant: An anonynous participant is one that is known

to other participants through the conference notification service,
but whose identity is being w thheld.
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3. Overview of Conferencing Architecture
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Figure 1

The central conponent (literally) in a SIP conference is the focus.
The focus maintains a SIP signaling relationship with each
participant in the conference. The result is a star topology, as
shown in Figure 1.

The focus is responsible for making sure that the nedia streans that
constitute the conference are available to the participants in the
conference. It does that through the use of one or nore nixers, each
of whi ch conbi nes a nunber of input nedia streanms to produce one or
nore output nmedia streans. The focus uses the nedia policy to
determ ne the proper configuration of the m xers.
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The focus has access to the conference policy, an instance of which
exi sts for each conference. Effectively, the conference policy can
be thought of as a database that describes the way that the
conference should operate. It is the responsibility of the focus to
enforce those policies. Not only does the focus need read access to
the dat abase, but it needs to know when it has changed. Such changes
mght result in SIP signaling (for exanple, the ejection of a user
fromthe conference using BYE), and those changes that affect the
conference state will require a notification to be sent to

subscri bers using the conference notification service.

The conference is represented by a URI that identifies the focus.
Each conference has a unique focus and a unique URlI identifying that
focus. Requests to the conference URI are routed to the focus for
that specific conference.

Users usually join the conference by sending an INVITE to the
conference URI. As long as the conference policy allows, the INVITE
is accepted by the focus and the user is brought into the conference.
Users can | eave the conference by sending a BYE, as they would in a
normal call.

Simlarly, the focus can ternmnate a dialog with a participant,
shoul d the conference policy change to indicate that the participant
is no longer allowed in the conference. A focus can also initiate an
INVITE to bring a participant into the conference.

The notion of a conference-unaware participant is inportant in this
framework. A conference-unaware partici pant does not even know t hat
the UAit is comunicating with happens to be a focus. As far as
it's concerned, the UA appears |ike any other UA. The focus, of
course, knows that it's a focus, and it perforns the tasks needed for
the conference to operate.

Conf er ence- unawar e partici pants have access to a good deal of
functionality. They can join and | eave conferences using SIP, and
obtai n nore advanced features through stinulus signaling, as

di scussed in [6]. However, if the participant wi shes to explicitly
control aspects of the conference using functional signaling
protocol s, the participant nmust be conference-aware.
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A conference-aware participant is one that has access to advanced
functionality through additional protocol interfaces, which nmay

i ncl ude access to the conference policy through non-Sl P-specific
mechani sms. A nodel for this interaction is shown in Figure 2. The
partici pant can interact with the focus using extensions, such as
REFER, in order to access enhanced call control functions [7]. The
partici pant can SUBSCRIBE to the conference URI, and be connected to
the conference notification service provided by the focus. Through
this nmechanism it can | earn about changes in participants -
effectively, the state of the dial ogs and the nedia.

The participant can conmunicate with the conference policy server
usi ng sone ki nd of non-SlP-specific nechanismby which it can affect
the conference policy. The conference policy server need not be
avail able in any particul ar conference, although there is always a
conference policy.

The interfaces between the focus and the conference policy, and

bet ween the conference policy server and the conference policy are
non- SI P-speci fic. For the purposes of SlIP-based conferencing, they
serve as logical roles involved in a conference, as opposed to
representing a physical deconposition. The separation of these
functions is docunmented here to encourage clarity in the
requirements. This approach provides individual SIP inplenmentations
the flexibility to conpose a conferencing systemin a scal able and
robust manner w thout requiring the conpl ete devel opnent of these

i nterfaces.

3.1. Usage of URI's

It is fundanental to this franework that a conference is uniquely
identified by a URI, and that this URl identifies the focus that is
responsi bl e for the conference. The conference UR is unique, such
that no two conferences have the same conference URI. A conference
URI is always a SIP or SIPS URI

The conference URI is opaque to any participants that mght use it.
There is no way to |l ook at the URI and know for certain whether it
identifies a focus, as opposed to a user or an interface on a PSTN
gateway. This is in line with the general philosophy of UR usage
[8]. However, contextual information surrounding the URI (for
exanpl e, SIP header paraneters) may indicate that the URl represents
a conference.

When a SIP request is sent to the conference URI, that request is
routed to the focus, and only to the focus. The el enent or system
that creates the conference URI is responsible for guaranteeing this

property.
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The conference URI can represent a long-lived conference or interest
group, such as "sip:discussion-on-dogs@xanpl e.conf. The focus
identified by this URl would al ways exi st, and al ways be nanagi ng the
conference for whatever participants are currently joined. O her
conference URIs can represent short-lived conferences, such as an

ad- hoc conference.

Ideally, a conference URI is never constructed or guessed by a user
Rat her, conference URIs are |earned through many mechani sms. A
conference URI can be emmiled or sent in an instant message. A
conference URI can be linked on a web page. A conference URl can
al so be obtained from sone non-SIP mechani sm

To determine that a SIP URI does represent a focus, standard

techni ques for URI capability discovery can be used. Specifically,
the callee capabilities specification [9] provides the "isfocus”
feature tag to indicate that the UAis acting as focus in this
dialog. Callee capability parameters are al so used to indicate that
a focus supports the conference notification service. This is done
by decl aring support for the SUBSCRI BE net hod and t he rel evant
package(s) in the caller preferences feature paraneters associated
with the conference URI.

Q her functions in a conference may be represented by URIs. If the
conference policy is exposed through a web application, it is
identified by an HTTP URI. If it is accessed using an explicit
protocol, it is a URI defined for that protocol

Starting with the conference URI, the URIs for the other |ogica
entities in the conference can be | earned using the conference
notification service.

4. Functions of the El ements

This section gives a nore detail ed description of the functions
typically inplemented in each of the el enents.

4. 1. Focus

As its name inplies, the focus is the center of the conference. Al
participants in the conference are connected to it by a SIP dial og.
The focus is responsible for maintaining the dialogs connected to it.
It ensures that the dialogs are connected to a set of participants
who are allowed to participate in the conference, as defined by the
menbership policy. The focus also uses SIP to nanipul ate the nedia
sessions, in order to nake sure each participant obtains all the
nmedia for the conference. To do that, the focus nakes use of m xers.
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When a focus receives an INVITE, it checks the conference policy.
The policy might indicate that this participant is not allowed to

join, in which case the call can be rejected. It night indicate that
anot her participant, acting as a noderator, needs to approve this new
participant. |In that case, the INVITE nmight be parked on a nusic-

on-hol d server, or a 183 response might be sent to indicate progress.
A notification, using the conference notification service, would be
sent to the noderator. The noderator could then allow this new
participant to join, and the focus could then accept the I NVITE (or
unpark it fromthe music-on-hold server). The interpretation of
policy by the focus is, itself, a matter of |ocal policy, and not
subj ect to standardi zati on.

When it is necessary to renpve a SIP participant (with a confirned
dial og) froma conference, the focus woul d send a BYE to that
participant to renove the participant. This is often referred to as
"ejecting” a user fromthe conference, and is called "mass ejection”
when done for many users. Simlarly, if it is necessary to add a new
SIP participant to a conference, the focus would send an | NVI TE
request to that participant. Wen done for a |arge nunber of users,
this is called mass invitation. Finally, if it is necessary to
change the properties of the nmedia of a session (for exanple to
renove video) for a SIP participant, the focus can update the session
description for that participant by sending a re-1NVITE or UPDATE
[15] request with a new offer to that participant.

In many cases, the signaling actions performed by the focus, such as
ejection or addition of a participant, will change the media
conposition of the conference. To affect these changes, the focus
interacts with the mixer. Through that interaction, it makes sure
that all valid participants received a copy of the nedia streans, and
that each participant sends nmedia to an | P address and port on the

m xer that cause it to be appropriately mxed with the other nmedia in
the conference. The neans by which the focus interacts with the

m xer are outside the scope of this specification.

4.2. Conference Policy Server
The conference policy server is a |logical conmponent of the system
It represents the interface between clients and the conference policy
that governs the operation of the conference. Cdients comunicate
with the conference policy server using a non-SlP-specific nmechani sm
4.3. Mxers
A mxer is responsible for conbining the nmedia streans that nmake up

the conference, and generating one or nore output streans that are
distributed to recipients (which could be participants or other
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4.

4.

m xers). The process of conbining nedia is specific to the nedia
type, and is directed by the focus, under the gui dance of the rules
described in the nedia policy.

A mxer is not aware of a "conference" as an entity, per se. A mxer
receives nedia streans as inputs, and based on directions provided by
the focus, generates nedia streans as outputs. There is no grouping
of medi a streans beyond the policies that describe the ways in which
the streans are m xed

A mxer is always under the control of a focus, either directly or
indirectly. The focus is responsible for interpreting the nedia
policy, and then installing the appropriate rules in the mxer. |If
the focus is directly controlling a mxer, the mxer can either be
co-resident with the focus, or can be controlled through sone kind of
protocol. |If the focus is indirectly controlling a m xer, it

del egates the mxing to the participants, each of which has its own
mxer. This is described in Section 6.4.

Conference Notification Service
The focus can provide a conference notification service. In this
role, it acts as a notifier, as defined in RFC 3265 [4]. It accepts

subscriptions fromclients for the conference URI, and generates
notifications to themas the state of the conference changes.

The state of the conference includes the participants connected to
the focus, and also information about the dial ogs associated with
them As new participants join, this state changes, and is reported
through the notification service. Sinlarly, when soneone |eaves,
this state al so changes, allowi ng subscribers to |earn about this
fact.

If a participant is anonynmous, the conference notification service
will either withhold the identity of a new participant from other
conference participants, or will neglect to informother conference
partici pants about the presence of the anonynobus participant. The
choi ce of approach depends on the |evel of anonymity provided to the
anonynous partici pant.
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4.5, Participants

A participant in a conference is any SIP user agent that has a dial og
with the focus. This SIP user agent can be a PC application, a SIP
har dphone, or a PSTN gateway. It can also be another focus. A
conference that has a participant that is the focus of another
conference is called a sinplex cascaded conference. They can al so be
used to provide scal able conferences where there are regional sub-
conferences, each of which is connected to the nmain conference.

4.6. Conference Policy

The conference policy contains the rules that guide the operation of
the focus. The rules can be sinple, such as an access |ist that
defines the set of allowed participants in a conference. The rules
can al so be incredibly conplex, specifying time-of-day-based rules on
partici pation, conditional on the presence of other participants. It
is important to understand that there is no restriction on the type
of rules that can be encapsulated in a conference policy.

The conference policy can be mani pul ated usi ng web applications or
voi ce applications. It can also be manipul ated with non-SIP-specific
standard or proprietary protocols.

5. Common Qperations

There are a | arge number of ways in which users can interact with a
conference. They can join, |eave, set policies, approve nenbers, and
so on. This section is neant as an overvi ew of the major
conferenci ng operations, sumarizing how they operate. Mre detailed
exanpl es of the SIP nechanisns can be found in [7].

As well as providing an overview of the conmmon conferencing
operations, each of the subsections in this section of the docunent
provi des a description of the SIP nechani smfor supporting the
operation. Non-SIP nechanisns are al so possible, but not discussed
here.

5.1. Creating Conferences

There are many ways in which a conference can be created. The
creation of a conference actually constructs several elenents all at
the same time. It results in the creation of a focus and a
conference policy. It also results in the construction of a
conference URI, which uniquely identifies the focus. Since the
conference URI needs to be unique, the elenment that creates
conferences is responsi ble for guaranteeing that uniqueness. This
can be acconplished determnistically (by keeping records of
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conference URIs, or by generating URIs algorithmcally), or
probabilistically, (by creating a randomURl with sufficiently | ow
probabilities of collision).

VWhen conference policy is created, it is established with default
rules that are inplenentation-dependent. |If the creator of the
conference wi shes to change those rules, they would do so using a
non- SI P nechani sm

SIP can be used to create conferences hosted in a central server by
sending an INVITE to a conferencing application that would
automatically create a new conference and then place a user into it.

Creation of conferences where the focus resides in an endpoi nt
operates differently. There, the endpoint itself creates the
conference URI, and hands it out to other endpoints that will be the
participants. What differs fromcase to case is how the endpoint
decides to create a conference.

One inportant case is the ad-hoc conference described in Section 6.2.
There, an endpoint unilaterally decides to create the conference
based on local policy. The dialogs that were connected to the UA are
m grated to the endpoint-hosted focus, using a re-1NVITE or UPDATE to
pass the conference URI to the newy joined participants.

Alternatively, one UA can ask another UA to create an endpoi nt-hosted
conference. This is acconplished with the SIP Join header [10]. The
UA that receives the Join header in an invitation may need to create
a new conference URI (a new one is not needed if the dialog that is
being joined is already part of a conference). The conference URl is
then handed to the recently joined participants through a re-1NVITE
or UPDATE.

5.2. Adding Participants

There are many nechani sns for adding participants to a conference.
In all cases, participant additions can be first party (a user adds
thenself) or third party (a user adds another user).

First person additions using SIP are trivially acconplished with a
standard INVITE. A participant can send an | NVITE request to the
conference URI, and if the conference policy allows themto join,
they are added to the conference.

If a UA does not know the conference URI, but has |earned about a
di al og which is connected to a conference (by using the dial og event
package, for example [11]), the UA can join the conference by using
the Join header to join the dialog.
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Third party additions with SIP are done using REFER [12]. The client
can send a REFER request to the participant, asking themto send an

I NVI TE request to the conference URI. Additionally, the client can
send a REFER request to the focus, asking it to send an INVITE to the
participant. The latter technique has the benefit of allowing a
client to add a conference-unaware participant that does not support
t he REFER met hod.

5.3. Renmoving Participants

As with additions, there are several nechanisns for departures.
Renoval s can al so be first person or third person

First person departures are trivially acconplished by sending a BYE
request to the focus. This term nates the dialog with the focus and
renoves the participant fromthe conference. The focus can also
renove a participant fromthe conference by sending it a BYE. In
either case, the focus interacts with the mxer to nake sure that the
departed partici pant ceases receiving conference nedia, and that
nmedia fromthat participant are no longer mxed into the conference.

Third person departures can al so be done using SIP, through the REFER
met hod.

5.4. Destroying Conferences

Conf erences can be destroyed in several ways. Generally, whether
those neans are applicable for any particular conference is a
conponent of the conference policy.

When a conference is destroyed, the conference policy associated with
it is destroyed. Any attenpts to read or wite the policy results in
a protocol error. Furthernore, the conference URI becones invalid.
Any attenpts to send an INVITE to it, or SUBSCRIBE to it, would
result in a SIP error response.

Typically, if a conference is destroyed while there are stil

partici pants, the focus would send a BYE to those participants before
actually destroying the conference. Sinmlarly, if there were any
users subscribed to the conference notification service, those
subscriptions would be termnated by the server before the actua
destructi on.
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There is no explicit means in SIP to destroy a conference. However,
a conference may be destroyed as a by-product of a user |eaving the
conference, which can be done with BYE. |In particular, if the
conference policy states that the conference is destroyed once the

| ast user or a specific user |eaves, when that user does |eave (using
a SIP BYE request), the conference is destroyed.

5.5. (Obtai ning Menbership Information

A participant in a conference will frequently wish to know the set of
other users in the conference. This information can be obtained in
nmany ways.

The conference notification service allows a conference-aware
partici pant to subscribe to it, and receive notifications that
contain the list of participants. Wen a new participant joins or

| eaves, subscribers are notified. The conference notification
service also allows a user to do a "fetch" [4] to obtain the current
listing.

5.6. Adding and Renovi ng Medi a

Each conference is conposed of a particular set of nmedia that the
focus is managi ng. For exanple, a conference might contain a video
stream and an audio stream The set of nedia streams that constitute
the conference can be changed by participants. Wen the set of nedia
in the conference change, the focus will need to generate a re-1NVITE
to each participant in order to add or renove the nedia streamto
each participant. Wen a nmedia streamis being added, a partici pant
can reject the offered nedia stream in which case it will not
receive or contribute to that stream Rejection of a streamby a
partici pant does not inply that the streamis no |onger part of the
conference, only that the participant is not involved init.

A SIP re-1NVITE can be used by a participant to add or renove a nedi a
stream This is acconplished using the standard of fer/answer
techni ques for adding nmedia streans to a session [13]. This wll
trigger the focus to generate its own re-|NVI TEs.

5.7. Conference Announcenents and Recordi ngs

Conf er ence announcenents and recordings play a key role in nany rea
conferenci ng systens. Exanples of such features include:

o Asking a user to state their name before joining the conference,
in order to support a roll cal
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In this franework, these capabilities are nodel ed as an application
that acts as a participant in the conference. This is shown
pictorially in Figure 3. The conference has four participants.
Three of these participants are end users, and the fourth is the
announcemnent applicati on.

I f the announcenent application wishes to play an announcenent to al
the conference nmenbers (for exanple, to announce a join), it nerely
sends nedia to the mixer as would any other participant. The
announcement is mxed in with the conversation and played to the
partici pants.

Simlarly, the announcenent application can play an announcenent to a
specific user by configuring the conference policy so that the nedia

it generates is only heard by the target user. The application then

generates the desired announcenent, and it will be heard only by the

sel ected reci pient.

The announcenent application can also receive input froma specific
user through the conference. To do this, it can use the application
interaction framework [6]. This allows it to collect user input,
possi bly through keypad stimulus, and to take actions.

6. Physical Realization
In this section, we present several physical instantiations of these
conponents, to show how these basic functions can be comnbined to
solve a variety of problens.

6.1. Centralized Server
In the nost sinplistic realization of this framework, there is a
si ngl e physical server in the network, which inplenents the focus,

the conference policy server, and the mxers. This is the classic
"one box" solution, shown in Figure 4.
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6.

2.

Conf erence Server

| Conference
| Notification
| Server

| Conf er ence| +----- +
| Policy | +------- + H----- +|
| Server | | Focus | |Mxer|+

Figure 4
Endpoi nt Server

Anot her inportant nodel is that of a |ocally-m xed ad-hoc conference.
In this scenario, two users (A and B) are in a regular point-to-point
call. One of the participants (A) decides to conference-in a third
participant, C. To do this, A begins acting as a focus. |Its

exi sting dialog with B becones the first dialog attached to the
focus. A would re-INVITE B on that dialog, changing its Contact UR
to a new value that identifies the focus. |In essence, A "nutates”
froma single-user UAto a focus plus a single user UA, and in the
process of such a nutation, its URl changes. Then, the focus nakes
an outbound INVITE to C. Wen C accepts, it mxes the nedia fromB
and C together, redistributing the results. The mixed nedia is also
pl ayed locally. Figure 5 shows a diagramof this transition
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6.3. Media Server
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This nodel allows for the mxing server to be used as a resource for
a variety of different conferencing applications. This is because it
i s unaware of conference policy; it is nerely a "slave" to the top-

| evel server, doing whatever it asks.

6.4. Distributed M Xxing

In a distributed m xed conference, there is still a centralized
server that inplenents the focus, conference policy server, and nedia
policy server. However, there are no centralized nmixers. Rather
there are mxers in each endpoint, along with a conference policy
server. The focus distributes the nedia by using third party cal
control [14] to nove a nedia stream between each partici pant and each
other participant. As a result, if there are N participants in the

conference, there will be a single dialog between each parti ci pant
and the focus, but the session description associated wi th that
dialog will be constructed to allow nedia to be distributed anpngst

the participants. This is shown in Figure 7.
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There are several ways in which the media can be distributed to each
participant for mxing. In a multi-unicast nodel, each participant
sends a copy of its media to each other participant. 1In this case,
the session description nanages N1 nedia streans. |In a multicast

nodel , each participant joins a comon nulticast group, and each
partici pant sends a single copy of its nedia streamto that group
The underlying multicast infrastructure then distributes the nedia,
so that each participant gets a copy. |In a single-source nulticast
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nodel (SSM), each participant sends its nedia streamto a centra

poi nt, using unicast. The central point then redistributes the nedia
to all participants using nulticast. The focus is responsible for

sel ecting the nodality of media distribution, and for handling any
hybrids that woul d be necessitated fromclients with m xed
capabilities.

When a new participant joins or is added, the focus will performthe
necessary third party call control to distribute the nmedia fromthe
new participant to all the other participants, and vice versa.

The central conference server al so exposes an interface to the
conference policy. O course, the central conference server cannot
i mpl enent any of the nedia operations or policies directly. Rather
it woul d del egate the inplenmentation to each participant. As an
exanple, if a participant decides to switch the overall conference
node from "voice activated" to "continuous presence”, they would
conmuni cate with the central conference policy server. The
conference policy server, in turn, wuld communicate with the
conference policy servers that are co-resident with each participant,
usi ng sone non- Sl P-speci fic nechanism and instruct themto use
"conti nuous presence".

Thi s nodel requires additional functionality in user agents, which
nmay or may not be present. The participants, therefore, nust be able
to advertise this capability to the focus.

6.5. Cascaded M xers

In very large conferences, it nmay not be possible to have a single

m xer that can handle all of the media. A solution to this is to use
cascaded mixers. In this architecture, there is a centralized focus,
but the mixing function is inplemented by a nultiplicity of nixers,
scattered throughout the network. Each participant is connected to
one, and only one of the m xers. The focus uses sone kind of contro
protocol to connect the mxers together, so that all of the

partici pants can hear each ot her

This architecture is shown in Figure 8.
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7. Security Considerations

Conferences frequently require security features in order to properly
operate. The conference policy may dictate that only certain

partici pants can join, or that certain participants can create new
policies. Generally speaking, conference applications are very
concerned about authorization decisions. Having nmechanisns for
establ i shing and enforcing such authorization rules is a centra
concept throughout this docunent.

O course, authorization rules require authentication. Normal SIP
aut henti cati on mechani snms shoul d suffice for the conference
aut hori zati on nechani sns descri bed here.

Privacy is an inportant aspect of conferencing. Users may wish to
join a conference w thout anyone knowi ng that they have joined, in
order to silently listen in. In other applications, a participant
may wish to hide only their identity fromother participants, but
ot herwi se | et them know of their presence. These functions need to
be provi ded by the conferencing system
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