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Status of This Menp

Thi s docunent specifies an Internet standards track protocol for the
Internet conmunity, and requests discussion and suggestions for

i nprovenents. Please refer to the current edition of the "Internet
Oficial Protocol Standards" (STD 1) for the standardization state
and status of this protocol. Distribution of this nemo is unlimted.
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Abst r act

The SIP "Caller Preferences" extension defined in RFC 3840 provides a
mechani smthat allows a SIP request to convey information relating to
the originator’s capabilities and preferences for handling of that
request. The SIP REFER net hod defined in RFC 3515 provides a

nmechani smthat allows one party to induce another to initiate a SIP
request. This docunment extends the REFER nethod to use the nechani sm
of RFC 3840. By doing so, the originator of a REFER may i nformthe
recipient as to the characteristics of the target that the induced
request is expected to reach
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| ntroducti on

Thi s docunent extends the SIP [2] REFER nethod defined in RFC 3515
[3] to be used with feature parameters defined in RFC 3840 [4].

Feature tags are used by a UA to convey to another UA information
about capabilities and features. This information can be shared by a
UA using a nunber of mechani snms, including REGA STER requests and
responses and OPTIONS responses. This information can al so be shared
in the context of a dialog by inclusion with a renpte target UR
(Contact URI).

Feature tag information can be very useful to another UA. It is
especially useful prior to the establishnment of a session. For
exanple, if a UA knows (through an OPTIONS query, for exanple) that
the renpte UA supports both video and audio, the calling UA m ght
call, offering video in the SDP. Another exanple is when a UA knows
that a renmbte UA is acting as a focus and hosting a conference. In
this case, the UA might first subscribe to the conference URI and
find out details about the conference prior to sending an INVITE to
j oin.

This extension to the REFER met hod provides a nechani sm by which the
REFER- | ssuer can provide this useful information about the REFER-
Target capabilities and functionality to the REFER- Reci pi ent by
including feature tags in the Refer-To header field in a REFER
request.

Ter m nol ogy

In this docunent, the key words "MJST", "MJST NOT", "REQUI RED",
"SHALL", "SHALL NOT", "SHOULD', "SHOULD NOT", "RECOMMENDED', " MAY",
and "OPTIONAL" are to be interpreted as described in RFC 2119 [1].

To sinplify discussions of the REFER nethod and its extensions, three
new terns are used throughout the docunent:

0 REFER-Issuer: the UA issuing the REFER request

0 REFER-Recipient: the UA receiving the REFER request
0 REFER-Target: the UA designated in the Refer-To UR
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3. Definitions
The Refer-To BNF from RFC 3515:

Refer-To = ("Refer-To" / "r") HCOLON ( name-addr / addr-spec )
*(SEM generi c-paran)

i s extended to:
Refer-To = ("Refer-To" / "r") HCOLON ( name-addr / addr-spec )
*(SEM refer-paranm
ref er-param = generic-param/ feature-param
where feature-paramis defined in Section 9 of RFC 3840 [4].
Note that if any URI parameters are present, the entire URI nust be
enclosed in "<" and ">". If the "<" and ">" are not present, all
paraneters after the URI are header paraneters, not URl paraneters.
4. Exanpl es
4.1. isfocus Feature Tag Usage
The exanpl e bel ow shows how the "isfocus" feature tag can be used by
REFER-1 ssuer to tell the REFER-Recipient that the REFER-Target is a
conference focus and, consequently, that sending an INVITE will bring
t he REFER-Recipient into the conference:
Ref er-To: sip: conf44@xanpl e. com i sfocus
4.2. Voice and Video Feature Tags Usage
The exanpl e bel ow shows how a REFER-1ssuer can tell the REFER-
Reci pi ent that the REFER-Target supports audio and video and,
consequently, that a video and audi o session can be established by
sending an INVITE to the REFER-Target:

Refer-To: "Alice's Videophone" <sip:alice@ideophone. exanpl e. conr
; audi o; vi deo
4.3. Exanple with URI paraneters and multiple feature tags
The exanpl e bel ow shows how the REFER-Issuer can tell the REFER-
Reci pi ent that the REFER-Target is a voicenmail server. Note that the

transport URI parameter is enclosed within the "<" and ">" so that it
is not interpreted as a header paraneter.
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5.

Ref er-To: <sip:alice-vm@xanpl e.comtransport=tcp>
;actor="nsg-taker";aut omat a; audi o

Security Consi derations

Feature tags can provide sensitive informati on about a user or a UA
As such, RFC 3840 cautions agai nst providing sensitive information to
another party. Once this information is given out, any use may be
made of it, including relaying to a third party as in this

speci fication.

A REFER- | ssuer MJUST NOT create or guess feature tags. Instead, a
feature tag included in a REFER SHOULD be di scovered in an

aut henti cated and secure nethod (such as an OPTIONS response or from
arenote target URI in a dialog) directly fromthe REFER- Target.

It is RECOWENDED that the REFER-1ssuer includes in the Refer-To
header field all feature tags that were listed in the nost recent
Contact header field of the REFER-Target.

A feature tag provided by a REFER-1ssuer cannot be authenticated or
certified directly fromthe REFER request. As such, the REFER-

Reci pient MUST treat the information as a hint. |[If the REFER-

Reci pient application logic or user’s action depends on the presence
of the expressed feature, the feature tag can be verified. For
exanple, in order to do so, the REFER- Recipient can directly send an
OPTI ONS query to the REFER-Target over a secure (e.g., mutually

aut henticated and integrity-protected) connection. This protects the
REFER- Reci pi ent agai nst the sending of incorrect or malicious feature
t ags.
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Ful | Copyright Statenent
Copyright (C The Internet Society (2006).

Thi s docunent is subject to the rights, licenses and restrictions
contained in BCP 78, and except as set forth therein, the authors
retain all their rights.

Thi s docunent and the information contained herein are provided on an
"AS | S' basis and THE CONTRI BUTOR, THE ORGANI ZATI ON HE/ SHE REPRESENTS
OR | S SPONSORED BY (I F ANY), THE | NTERNET SOCI ETY AND THE | NTERNET
ENG NEERI NG TASK FORCE DI SCLAI M ALL WARRANTI ES, EXPRESS OR | MPLI ED,

| NCLUDI NG BUT NOT LI M TED TO ANY WARRANTY THAT THE USE OF THE

I NFORMATI ON HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED
WARRANTI ES OF MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE

Intell ectual Property

The | ETF takes no position regarding the validity or scope of any
Intell ectual Property Rights or other rights that m ght be clained to
pertain to the inplenentation or use of the technol ogy described in
this document or the extent to which any |icense under such rights

m ght or mght not be available; nor does it represent that it has
made any independent effort to identify any such rights. Information
on the procedures with respect to rights in RFC docunents can be
found in BCP 78 and BCP 79.

Copi es of IPR disclosures made to the | ETF Secretariat and any
assurances of licenses to be nmade available, or the result of an
attenpt nade to obtain a general |icense or permission for the use of
such proprietary rights by inplenenters or users of this
specification can be obtained fromthe |ETF on-line | PR repository at
http://ww.ietf.org/ipr.

The 1ETF invites any interested party to bring to its attention any
copyrights, patents or patent applications, or other proprietary
rights that may cover technology that may be required to inpl enent
this standard. Pl ease address the infornation to the |IETF at
ietf-ipr@etf.org.
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