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Sinple Virtual Aggregation (S-VA)

Abst r act

Al BGP routers in the Default-Free Zone (DFZ) are required to carry
all routes in the Default-Free Routing Table (DFRT). This docunent
descri bes a technique, Sinple Virtual Aggregation (S-VA), that allows
some BGP routers not to install all of those routes into the
Forwardi ng I nformati on Base (FIB).

Sonme routers in an Autononous System (AS) announce an aggregate (the
VA prefix) in addition to the routes they already announce. This
enabl es other routers not to install the routes covered by the VA
prefix into the FIB as |ong as those routes have the same next-hop as
the VA prefix.

The VA prefixes that are announced within an AS are not announced to
any other AS. The described functionality is of very |ow operationa
conplexity, as it proposes a confined BGP speaker solution w thout
any dependency on networ k-w de configuration or requirenment for any
formof intra-donain tunneling.

Status of This Menp

Thi s docunent is not an Internet Standards Track specification; it is
publ i shed for informational purposes.

Thi s docunent is a product of the Internet Engineering Task Force
(IETF). It represents the consensus of the |IETF community. It has
recei ved public review and has been approved for publication by the
Internet Engineering Steering Group (IESG. Not all docunents
approved by the I ESG are a candidate for any |evel of Internet

St andard; see Section 2 of RFC 5741.
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I nformati on about the current status of this docunment, any errata,
and how to provide feedback on it may be obtained at
http://ww. rfc-editor.org/info/rfc6769

Copyri ght Notice

Copyright (c) 2012 | ETF Trust and the persons identified as the
document authors. All rights reserved.

Thi s docunent is subject to BCP 78 and the | ETF Trust’'s Lega
Provisions Relating to | ETF Documents
(http://trustee.ietf.org/license-info) in effect on the date of
publication of this docunment. Please review these docunents
carefully, as they describe your rights and restrictions with respect
to this docunent. Code Conponents extracted fromthis docurment rnust
include Sinplified BSD License text as described in Section 4.e of
the Trust Legal Provisions and are provided without warranty as
described in the Sinplified BSD License.
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1. Introduction

Thi s docunent describes a technique called Sinple Virtual Aggregation
(S-VA). It allows some routers not to store some routes in the
Forwardi ng I nformati on Base (FIB) while still advertising and
receiving the full Default-Free Routing Table (DFRT) in BGP

A typical scenario is as follows. Core routers in the ISP nmaintain
the full DFRT in the FIB and Routing Infornmation Base (RIB). Edge
routers maintain the full DFRT in the BGP Local RIB (Loc-RIB), but do
not install certain routes in the RIB and FIB. Edge routers may
install a default route to core routers, to Area Border Routers (ABR)
that are installed on the Point of Presence (POP), to core boundary
routers, or to Autononous System Border Routers (ASBRs).

S- VA must be enabl ed on an edge router that needs to save its RI B and
FI B space. The core routers nust announce a new prefix called
Virtual Aggregate (VA prefix).

1.1. Scope of This Docunent

The VA prefix is not intended to be announced fromone AS into
anot her, only between routers of the same AS.

S-VA can be used for both IPv4 unicast and nulticast address famlies
and | Pv6 uni cast and nmulticast address famlies.

S-VA does not need to operate on every router in an AS.
1.2. Requirenents Notation

The key words "MJST", "MJST NOT", "REQU RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in [RFC2119].

1.3. Term nol ogy

RIB/FIB-Installing Router (FIR): A router that does not suppress any
routes and announces the VA prefix. Typically, a core router, a
POP to core boundary router, or an ASBR woul d be configured as an
FIR

Rl B/ FI B- Suppressi ng Router (FSR): An S-VA router that installs the
VA prefix, but does not install routes that are covered by and
have the sane next-hop as the VA prefix into its FIB. Typically,
an edge router would be configured as an FSR
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Suppress: Not to install a route that is covered by the VA prefix
into the global RIB or FIB.

Legacy Router: A router that does not run S-VA and has no know edge
of S-VA

A obal Routing Infornmation Base (RIB): Al routing protocols in a
router install their selected routes into the RIB. The routes in
the RIB are used to resolve next-hops for other routes, to be
redistributed to other routing protocols, and to be installed into
t he FIB.

Local / Protocol Routing Information Base (Loc-RIB): The Loc-RIB
contains the routes that have been selected by the |ocal BGP
speaker’ s Decision Process as in [ RFC4271].

NLRI:  Network Layer Reachability Information [ RFC4271]
2. Operation of S-VA

There are three types of routers in S VA FIB-Installing routers
(FIR), FIB-Suppressing routers (FSR), and, optionally, |egacy

routers. VWhile any router can be an FIR or an FSR, the sinplest form
of deploynent is for AS border routers to be configured as FIRs and
for customer facing edge routers to be configured as FSRs.

When a FIR announces a VA prefix, it sets the path attributes as
follows. The ORIG@ N MUST be set to | NCOWLETE (value 2). The
NEXT_HOP MUST be set to the sane value as that of the routes that are
i ntended to be covered by the VA prefix. The ATOM C AGGREGATE and
AGGREGATOR attributes SHOULD NOT be included. The FIR MJUST attach a
NO_EXPORT conmunity attribute [RFC1997]. The NLRI SHOULD be 0/0.

A FI R SHOULD NOT FI B-suppress any routes.

An FSR nmust detect the VA prefix or prefixes (including 0/0) and
install themin all of Loc-RIB, RIB, and FIB. The FSR MAY suppress
any nore-specific routes that carry the same next-hop as the VA
prefix.

CGeneral ly, any nore-specific route that carries the sane next-hop as
the VA prefix is eligible for suppression. However, provided that
there is at |least one |l ess-specific prefix with a different next-hop
bet ween the VA prefix and the suppressed prefixes, then those
suppressed prefixes nmust be reinstall ed.

An exanple with three prefixes can be considered where the VA-prefix
(prefix 1) is the least specific and covers prefix 2 and prefix 3.
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Prefix 2 is less specific than prefix 3 and covers the latter. |If
all three have the sanme next-hop, then only the bigger one, i.e.
VA-Prefix, is announced. However, if prefix 2 has a different
next-hop, then it will need to be announced separately. In this
case, it is important to al so announce prefix 3 separately.

Simlarly, when Internal BGP (IBGP) multipath is enabled, and when
multiple VA prefixes forma nultipath, only those nore-specific
prefixes of which the set of next-hops are identical to the set of
next - hops of the VA prefix multipath are subject to suppression.

The expected behavior is illustrated in Figure 1. This figure shows
an AS with a FIR, FIR1, and an FSR, FSR1. FSRl is an ASBR and is
connected to two external ASBRs, EP1 and EP2.

\---+---| EP2 |
| | |

| +----+

oo o oo +
| Aut ononpbus System | +----+
| | |EPL|
| [---teee] ]
| To i TG S +----+ | +----+
| O her \|FIR | ---------- | FSR1| /

| Rout ers /] | | |\ |

| S B S +----+ \ | +----+
|

|

|

Figure 1

Suppose that FSR1 has been enabled to performS-VA  Oiginally, it
receives all routes fromFIRL (doi ng next-hop-self) as well as from
EP1 and EP2. FIRL now will advertise a VA prefix 0/0 with the next-
hop set to itself. This will cause FSRL to suppress all routes with
the sanme next-hop as the VA prefix. However, FSR1L will not suppress
any routes received fromEP1 and EP2, because their next-hops are
different fromthat of the VA prefix.

Several FIRs may announce different S-VA prefixes. For exanple, in a
POP, each edge router can announce into the POP an S-VA prefix that
covers the addresses of the custoners it services.

Several FIRs may announce the sanme S-VA prefix. In this case, an FSR
must choose to install only one of them For exanple, two redundant
ASBRs, both of which announce the conpl ete DFRT, may each al so
announce the default route as an S-VA prefix into the AS.
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S-VA may be used to split traffic anobng redundant exit routers. For
exanpl e, suppose in Figure 1 that EP1 and EP2 are two redundant ASBRs
that announce the conplete DFRT. Each may al so announce two S-VA
prefixes into the AS: 0/1 and 128/1. EP1 mi ght announce 0/1 with

hi gher preference and EP2 m ght announce 128/ 1 wi th hi gher
preference. FIRL will nowinstall intoits FIB 0/1 pointing to EP1
and 128/1 pointing to EP2. |If either EP1 or EP2 were to fail, then
FSR1L would switch the traffic to the other exit router with a single
FIB installation of one S-VA prefix.

3. Depl oynent Considerations
BGP routes may be used to resolve next-hops for static routes or

ot her BGP routes. Because the default route does not inply
reachability of any destination, a router can be configured to not

resol ve next-hops using the default route. In this case, S VA should
not suppress a route that nmay be used to resolve a next-hop for
another route frominstallation into the RIB. It may still suppress

it frominstallation into the FIB.

Selected BGP routes in the RIB may be redistributed to other

protocols. |If they no longer exist in the RIB, they will not be
redistributed. This is especially inportant when the conditiona
redistribution is taking place based on the length of the prefix,

conmunity value, etc. 1In those cases where a redistribution policy
is in place, S-VA inplenentation should refrain from suppressing
installation into the RIB routes matching such policy. It may stil

suppress themfrominstallation into the FIB

A router may originate a network route or an aggregate route into
BGP. Sone addresses covered by such a route may not exist. |If this
router were to receive a packet for an unreachabl e address within an
originated route, it must not send that packet to the VA prefix
route. There are several ways to achieve this. One way is to have
the FIR aggregate the routes instead of the FSR. Another way is to
install a black hole route for the nonexistent addresses on the
originating router. This issue is not specific to S-VA, but
applicable to the general use of default routes.

Li ke any aggregate, an S-VA prefix may include nore address space
than the sumof the prefixes it covers. As such, the S-VA prefix may
provide a route for a packet for which no real destination exists.

An FSR will forward such a packet to the FIR

If an S-VA prefix changes its next-hop or is renoved, then many
routes may need to be downl oaded into the FIB to achi eve convergence.
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4.

Security Considerations

The authors are not aware of any new security considerations due to
S-VA. The local nature of the proposed optim zation elimnates any
external exposure of the functionality. The presence of nore
specifics that are used as VA prefixes is also a nornmal BGP behavi or
in current networks.
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