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Thi s docunent specifies |Pv6 Router Advertisenent (RA) options
(called "DNS RA options") to allow IPv6 routers to advertise a list
of DNS Recursive Server Addresses and a DNS Search List to | Pv6
host s.

Thi s docunent, which obsol etes RFC 6106, defines a higher default
value of the lifetine of the DNS RA options to reduce the |ikelihood
of expiry of the options on links with a relatively high rate of
packet | oss.
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1. Introduction

The purpose of this docunent is to standardi ze | Pv6 Router
Advertisement (RA) options (DNS RA options) for DNS Recursive Server
Addr esses used for DNS nane resolution in | Pv6 hosts, and also for a
DNS Search List (DNSSL) of domain suffixes.

| Pv6 Nei ghbor Discovery (ND) and | Pv6 Statel ess Address

Aut oconfi gurati on (SLAAC) provide ways to configure either fixed or
nmobi | e nodes with one or nore | Pv6 addresses, default routers, and
some ot her parameters [ RFC4861] [ RFC4862].

It is infeasible to manually configure nonmadi c hosts each tine they
connect to a different network. Wile a one-tine static
configuration is possible, it is generally not desirable on general -
pur pose hosts such as laptops. For instance, locally defined
nanespaces woul d not be available to the host if it were to run its
own recursive nane server directly connected to the gl obal DNS

The DNS information can al so be provided through DHCPv6 [ RFC3315]

[ RFC3736] [RFC3646]. However, access to DNS is a fundanent al

requi rement for alnost all hosts, so I Pv6 SLAAC cannot stand on its
own as an alternative depl oynent nodel in any practical network

wi t hout any support for DNS configuration

These issues are not pressing in dual-stack networks as |ong as a DNS
server is available on the |IPv4 side, but they beconme nore critica
with the depl oyment of IPv6-only networks. As a result, this
docunent defines a mechani sm based on DNS RA options to allow | Pv6
hosts to performautomati ¢ DNS configuration

1.1. Applicability Statements

RA- based DNS configuration is a useful alternative in networks where
an | Pv6 host’s address is autoconfigured through |IPv6 SLAAC and where
either (i) there is no DHCPv6 infrastructure at all or (ii) sone
hosts do not have a DHCPv6 client. The intention is to enable the
full configuration of basic networking information for hosts w thout
requi ri ng DHCPv6. However, for networks that need to distribute
additional information, DHCPv6 is likely to be enployed. 1In these
net wor ks, RA-based DNS configuration may not be needed.

RA- based DNS configuration allows an I Pv6 host to acquire the DNS
configuration (i.e., DNS Recursive Server Addresses and the DNSSL)
for the link(s) to which the host is connected. Furthernore, the
host learns this DNS configuration fromthe sane RA nessage that
provi des configuration information for the |ink
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The advant ages and di sadvant ages of the RA-based approach are
di scussed in [RFC4339] along with other approaches, such as the DHCP
and wel | - known anycast address approaches.

1.2. Coexistence of RA Options and DHCP Options for DNS Configuration

Two protocols exist to configure the DNS informati on on a host: the
RA options specified in this document and the DHCPv6 options
specified in [RFC3646]. They can be used together. The rules
governi ng the decision to use stateful configuration nmechanisns are
specified in [RFC4861]. Hosts conformng to this specification MJST
extract DNS information from RA nmessages, unless static DNS
configuration has been specified by the user. |f there is DNS

i nfornmati on avail able fromnultiple RAs and/or from DHCP, the host
MUST maintain an ordered list of this information as specified in
Section 5.3. 1.

2. Requirenents Language

The key words "MJST", "MJST NOT", "REQU RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOWMMENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in [RFC2119].

3. Term nol ogy

Thi s docunent uses the term nol ogy defined in [ RFC4861] and
[RFC4862]. In addition, six new terns are defined bel ow

0 Recursive DNS Server (RDNSS): A server that provides a recursive
DNS resol ution service for translating domain names into I P
addresses or resolving PTR records as defined in [ RFC1034] and
[ RFC1035] .

0 RDNSS Option: An IPv6 RA option to deliver the RDNSS information
to I Pv6 hosts [RFC4861].

0 DNS Search List (DNSSL): The list of DNS suffix domai n nanmes used
by 1 Pv6 hosts when they perform DNS query searches for short,
unqual i fi ed dormai n names.

0 DNSSL Option: An IPv6 RA option to deliver the DNSSL information
to I Pv6 hosts.

0 DNS Repository: Two data structures for managi ng DNS configuration

information in the I Pv6 protocol stack, in addition to the
Nei ghbor Cache and Destinati on Cache for Nei ghbor D scovery
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4.

[ RFC4861]. The first data structure is the DNS Server List for
RDNSS addr esses, and the second is the DNSSL for DNS search domain
nanes.

0 Resolver Repository: Configuration repository with RDNSS addresses
and a DNSSL that a DNS resol ver on the host uses for DNS nane
resolution -- for exanple, the UNI X resolver file (i.e.
/etc/resolv.conf) and the Wndows registry.

Overvi ew

Thi s docunent standardizes an ND option called the "RDNSS option",

whi ch contains the addresses of RDNSSes. This docunment al so
standardi zes an ND option called the "DNSSL option", which contains
the DNSSL. This is to maintain parity with the DHCPv6 options and to
ensure that there is necessary functionality to determ ne the search
domai ns.

The existing ND nessage (i.e., RA) is used to carry this information.
An |1 Pv6 host can configure the | Pv6 addresses of one or nore RDNSSes
via RA nmessages. Through the RDNSS and DNSSL options, along with the
Prefix Information option based on the ND protocol [RFC4861]

[ RFC4862], an | Pv6 host can performthe network configuration of its
| Pv6 address and the DNS i nformation sinmultaneously without needing
DHCPv6 for the DNS configuration. The RA options for RDNSS and DNSSL
can be used on networks that support the use of ND

Thi s approach requires manual configuration or automati c mechani sms
(e.g., DHCPv6 or vendor-proprietary configuration mechanisns) to
configure the DNS information in routers sending the advertisenents.
The automatic configuration of RDNSS addresses and a DNSSL in routers
is out of scope for this docunent.

Nei ghbor Di scovery Extension
The 1 Pv6 DNS configuration nechani smdescribed in this docunment needs

two ND options in Neighbor Discovery: (i) the RDNSS option and
(ii) the DNSSL option.
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DNS Server Option

tion contains one or nore | Pv6 addresses of RDNSSes. Al
sses share the sane Lifetine value. |If it is desirable
erent Lifetine values, nultiple RDNSS options can be

e 1 shows the format of the RDNSS option

1 2 3
567890123456789012345678901
+- - - - - - - - - - - - - - - - - - - - - - - - - - -+

| Length | Reser ved |

T I e R R o i ol ks sl (DI U TR i R SR i TR SR S N Ol T R g
Lifetine |

B ik T S e S i S T S S s T ol S I TR

e T S T i S e e e T o S S A

Addresses of | Pv6 Recursive DNS Servers

Figure 1: RDNSS Option Format

8-bit identifier of the RDNSS option type as assigned by
| ANA: 25

8-bit unsigned integer. The length of the option
(including the Type and Length fields) is in units of

8 octets. The minimumvalue is 3 if one |IPv6 address is
contained in the option. Every additional RDNSS address
i ncreases the length by 2. The Length field is used by
the receiver to determ ne the nunber of |IPv6 addresses in
the option.

32-bit unsigned integer. The maximumtinme in seconds
(relative to the time the packet is received) over which
these RDNSS addresses MAY be used for nane resol ution
The value of Lifetine SHOULD by default be at | east

3 * MaxRtrAdvinterval, where MaxRtrAdvinterval is the
maxi mum RA i nterval as defined in [ RFC4861]. A val ue of
all one bits (Oxffffffff) represents infinity. A value
of zero neans that the RDNSS addresses MJST no | onger

be used.
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Addr esses of | Pv6 Recursive DNS Servers
One or nore 128-bit | Pv6 addresses of the RDNSSes. The
nunber of addresses is deternmined by the Length field.
That is, the number of addresses is equal to
(Length - 1) / 2.

Not e: The addresses for RDNSSes in the RDNSS opti on MAY be |ink-1oca
addresses. Such link-local addresses SHOULD be registered in
the Resol ver Repository along with the corresponding |ink zone
i ndices of the links that receive the RDNSS option(s) for them
The |ink-1ocal addresses MAY be represented in the Resol ver
Repository with their link zone indices in the textual format
for scoped addresses as described in [ RFC4007]. When a
resol ver sends a DNS query nessage to an RDNSS identified by a
i nk-1ocal address, it MJST use the corresponding |ink

The rationale of the default value of the Lifetine field is as
follows. The Router Lifetine field, set by AdvDefaul tLifetineg,
has the default of 3 * MaxRtrAdvinterval as specified in

[ RFC4861], so such a default or a larger default can allow for
the reliability of DNS options even under the | oss of RAs on
links with a relatively high rate of packet |oss. Note that
the ratio of AdvDefaultLifetine to MaxRirAdvinterval is the
nunber of unsolicited nmulticast RAs sent by the router. Since
the DNS option entries can survive for at nost three
consecutive | osses of RAs containing DNS options, the default
value of the Lifetinme lets the DNS option entries be resilient
to packet-1oss environnments.

5.2. DNS Search List Option

The DNSSL option contains one or nore donai n names of DNS suffixes.
Al'l of the domain nanes share the sane Lifetine value. |If it is
desirable to have different Lifetime values, multiple DNSSL options
can be used. Figure 2 shows the format of the DNSSL option

0 1 2 3
01234567890123456789012345678901
T T R i e e e e o S e SRR R
| Type | Length | Reser ved |
B s i S i I i S S S i i
| Lifetinme |
e s S i e S e e  t ik ok S R SR S S
| |
: Dormai n Names of DNS Search Li st :
| |

I T S S e S S e S i SuE S S
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Figure 2: DNSSL Option Fornat

8-bit identifier of the DNSSL option type as assigned by
| ANA: 31

8-bit unsigned integer. The length of the option
(including the Type and Length fields) is in units of

8 octets. The minimumvalue is 2 if at |east one domain
nane is contained in the option. The Length field is set
to amltiple of 8 octets to accommpdate all the domain
nanmes in the "Domain Nanes of DNS Search List" field.

32-bit unsigned integer. The maxinumtime in seconds
(relative to the time the packet is received) over which
these DNSSL domai n nanes MAY be used for nanme resol ution
The Lifetime value has the sane semantics as the
semantics for the RDNSS option. That is, Lifetine SHOULD
by default be at least 3 * MaxRtrAdvinterval. A value of
all one bits (Oxffffffff) represents infinity. A value
of zero means that the DNSSL domai n nanes MJST no | onger
be used.

Domai n Nanes of DNS Search Li st

One or nore domai n nanmes of the DNSSL that MUST be
encoded as described in Section 3.1 of [RFCL035]. Wth
this techni que, each domain name is represented as a
sequence of labels ending in a zero octet, defined as a
domai n nane representation. For nore than one domain
nane, the correspondi ng donai n nane representations are
concatenated as they are. Note that for the sinple
decodi ng, the domai n nanes MJST NOT be encoded in the
conpressed form described in Section 4.1.4 of [RFC1035].
Because the size of this field MIST be a nultiple of

8 octets, for the mnimumnultiple including the domain
nane representations, the remaining octets other than the
encodi ng parts of the domain nane representati ons MJST be
padded with zeros.

DNS Confi guration Procedure

The procedure for DNS configuration through the RDNSS and DNSSL
options is the same as it is with any other ND option [ RFC4861].

et al.
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5.3.1. Procedure in |IPv6 Hosts

VWhen an | Pv6 host receives DNS options (i.e., RDNSS and DNSSL
options) through RA nessages, it processes the options as follows:

o The validity of DNS options is checked with the Length field;
that is, the value of the Length field in the RDNSS option is
greater than or equal to the mininumvalue (3) and satisfies the
requi renent that (Length - 1) %2 == 0. The value of the Length
field in the DNSSL option is greater than or equal to the ninimm
value (2). A so, the validity of the RDNSS option is checked with
the "Addresses of |Pv6 Recursive DNS Servers" field; that is, the
addresses shoul d be uni cast addresses.

o If the DNS options are valid, the host SHOULD copy the val ues of
the options into the DNS Repository and the Resol ver Repository in
order. Oherw se, the host MJIST discard the options. Refer to
Section 6 for the detailed procedure.

In the case where the DNS i nformati on of RDNSS and DNSSL can be
obtained frommultiple sources, such as RAs and DHCP, the |Pv6 host
SHOULD keep some DNS options fromall sources. Unless explicitly
specified for the discovery mechanism the exact nunber of addresses
and domain nanmes to keep is a matter of local policy and

i mpl enentati on choice as a |l ocal configuration option. However, in
the case of nmultiple sources, the ability to store a total of at

| east three RDNSS addresses (or DNSSL domai n nanes) fromthe multiple
sources is RECOMVENDED. The DNS options from RAs and DHCP SHOULD be
stored in the DNS Repository and Resol ver Repository so that

i nformati on from DHCP appears there first and therefore takes
precedence. Thus, the DNS i nformati on from DHCP takes precedence
over that from RAs for DNS queries. On the other hand, for DNS
options announced by RAs, if sone RAs use the Secure Nei ghbor

Di scovery (SEND) protocol [RFC3971] for RA security, they MJST be
preferred over those that do not use SEND. Al so, DNS options
announced by RAs via SEND MJST be preferred over those announced by
unaut henti cated DHCP [ RFC3118]. Refer to Section 7 for a detailed
di scussion of SEND for DNS RA options.

5.3.2. Warnings for DNS Options Configuration

There are two warnings for DNS options configuration: (i) warning for
nmul tiple sources of DNS options and (ii) warning for multiple network
interfaces. First, in the case of nmultiple sources for DNS options
(e.g., RAs and DHCP), an |Pv6 host can configure its |IP addresses
fromthese sources. In this case, it is not possible to control how
the host uses DNS information and what source addresses it uses to
send DNS queries. As a result, configurations where different
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information is provided by different mechani sns for autoconfiguration
may |ead to problens. Therefore, the network adm nistrator needs to

carefully configure different DNS options in the nultiple mechani sms

for autoconfiguration in order to mnimze the inpact of such

probl ems [ DHCPv6- SLAAC] .

Second, if different DNS information is provided on different network
interfaces, this can lead to inconsistent behavior. The |IETF worked
on solving this problemfor both DNS and ot her information obtained
frommultiple interfaces [ RFC6418] [RFC6419] and standardi zed a

DHCP- based sol ution for RDNSS selection for nulti-interfaced nodes as
described in [RFC6731].

6. Inplenmentation Considerations

The i npl enent ati on considerations in this document include the
following three: (i) DNS repository managenent, (ii) synchronization
bet ween the DNS Server List and the Resol ver Repository, and

(iii) synchronizati on between the DNSSL and the Resol ver Repository.

Not e: The inplenentations that are updated according to this docunent
will still interoperate with the existing inplenentations
according to [RFC6106]. This is because the main change in
this docunent is the increase of the default Lifetinme of DNS
options, considering |ossy links.

6.1. DNS Repository Managenent

For DNS repository managenent, the follow ng two data structures
SHOULD be synchroni zed with the Resol ver Repository: (i) the DNS
Server List, which keeps the |list of RDNSS addresses and (ii) the
DNSSL, which keeps the list of DNS search domain names. Each entry
in these two lists consists of a pair of an RDNSS address (or DNSSL
domai n nane) and Expiration-tine as foll ows:

0o RDNSS address for DNS Server List: |Pv6 address of the RDNSS that
is avail able for recursive DNS resolution service in the network
advertising the RDNSS opti on.

0 DNSSL dormain name for DNSSL: DNS suffix domain name that is used
to perform DNS query searches for short, unqualified domain nanes.

0o Expiration-tinme for DNS Server List or DNSSL: The tinme when this
entry becones invalid. Expiration-tinme is set to the value of the
Lifetime field of the RDNSS option or DNSSL option plus the
current time. Wenever a new RDNSS option with the sane address
(or DNSSL option with the sane domain nane) is received on the
sane interface as a previous RDNSS option (or DNSSL option), this
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field is updated to have a new Expiration-tinme. Wen the current
time beconmes |arger than Expiration-tinme, this entry is regarded
as expired, so it should not be used any nore. Note that the DNS
i nformati on for the RDNSS and DNSSL options need not be dropped if
the expiry of the RArouter lifetine happens. This is because
these options have their own |ifetinme val ues.

Synchroni zati on between DNS Server List and Resol ver Repository

VWhen an | Pv6 host receives the information of multiple RDNSS
addresses within a network (e.g., canpus network and company networKk)
through an RA nmessage with RDNSS option(s), it stores the RDNSS
addresses (in order) in both the DNS Server List and the Resol ver
Repository. The processing of the RDNSS consists of (i) the
processi ng of RDNSS option(s) included in an RA nessage and (ii) the
handl i ng of expired RDNSSes. The processing of RDNSS option(s) is as
fol | ows:

o Step (a): Receive and parse the RDNSS option(s). For the RDNSS
addresses in each RDNSS option, perform Steps (b) through (d).

o Step (b): For each RDNSS address, check the following: If the
RDNSS address already exists in the DNS Server List and the RDNSS
option's Lifetine field is set to zero, delete the correspondi ng
RDNSS entry fromboth the DNS Server List and the Resol ver
Repository in order to prevent the RDNSS address from being used
any nore for certain reasons in netwrk managenent, e.g., the
term nation of the RDNSS or a renunbering scenario. That is, the
RDNSS can resign fromits DNS service because the machi ne running
the RDNSS is out of service intentionally or unintentionally.

Al so, in the renunbering scenario, the RDONSS s | Pv6 address will
be changed, so the previous RDNSS address should not be used any
nore. The processing of this RDNSS address is finished here.

O herwise, go to Step (c).

0o Step (c): For each RDNSS address, if it already exists in the DNS
Server List and the RDNSS option's Lifetine field is not set to
zero, then just update the value of the Expiration-tine field
according to the procedure specified in the third bullet of
Section 6.1. OQherwise, goto Step (d).

o Step (d): For each RDNSS address, if it does not exist in the DNS
Server List, register the RDNSS address and Lifetinme with the DNS
Server List and then insert the RDNSS address as the first one in
the Resol ver Repository. |In the case where the data structure for
the DNS Server List is full of RDNSS entries (that is, has nore
RDNSSes t han the sufficient nunber discussed in Section 5.3.1),
delete fromthe DNS Server List the entry with the shortest
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Expiration-tine (i.e., the entry that will expire first). The
correspondi ng RDNSS address is also deleted fromthe Resol ver
Repository. For the ordering of RDNSS addresses in an RDNSS
option, position the first RDNSS address in the RDNSS option as
the first one in the Resolver Repository, the second RDNSS address
in the option as the second one in the repository, and so on

This ordering allows the RDNSS addresses in the RDNSS option to be
preferred according to their order in the RDNSS option for DNS
nanme resolution. The processing of these RDNSS addresses is
finished here.

The handling of expired RDNSSes is as foll ows: Wenever an entry
expires in the DNS Server List, the expired entry is deleted fromthe
DNS Server List, and also the RDNSS address corresponding to the
entry is deleted fromthe Resol ver Repository.

3. Synchronization between DNS Search List and Resol ver Repository

When an | Pv6 host receives the information of nultiple DNSSL donain
names within a network through an RA message with DNSSL option(s), it
stores the DNSSL donmain names (in order) in both the DNSSL and the
Resol ver Repository. The processing of the DNSSL consists of (i) the
processi ng of DNSSL option(s) included in an RA nessage and (ii) the
handl i ng of expired DNSSLs. The processing of DNSSL option(s) is the
sanme as the processing of RDNSS option(s) as described in

Section 6. 2.

Security Consi derations

In this section, we anal yze security threats related to DNS options
and then nmake recomrendati ons to cope with such security threats.

1. Security Threats

For the RDNSS option, an attacker could send an RA with a fraudul ent
RDNSS address, m sleading |IPv6 hosts into contacting an uni ntended
DNS server for DNS nane resolution. Also, for the DNSSL option, an
attacker can let I Pv6 hosts resolve a hostname wi thout a DNS suffix
into an unintended host’s | P address with a fraudul ent DNSSL. These
attacks are simlar to ND attacks specified in [ RFC4861] that use
Redi rect or Nei ghbor Advertisenment nmessages to redirect traffic to

i ndi vi dual addresses of malicious parties.
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However, the security of these RA options for DNS configuration does
not affect ND protocol security [RFC4861]. This is because | earning
DNS i nformation via the RA options cannot be worse than | earning bad
router information via the RA options. Therefore, the vulnerability
of NDis not worse and is a subset of the attacks that any node
attached to a LAN can do.

Recomrendat i ons

The Secure Nei ghbor Discovery (SEND) protocol [RFC3971] is designed
as a security mechanismfor ND. In this case, ND can use SEND to
allow all the ND options, including the RDNSS and DNSSL options, to
be automatically signed with digital signatures.

It is common for network devices such as switches to include
mechani sns to bl ock unaut horized ports fromrunning a DHCPv6 server
to provide protection fromrogue DHCPv6 servers [RFC7610]. That
neans that an attacker on other ports cannot insert bogus DNS servers
usi ng DHCPv6. The correspondi ng techni que for network devices is
RECOMMENDED t o bl ock rogue RA nmessages that include the RDNSS and
DNSSL options from unaut hori zed nodes [ RFC6104] [ RFC6105].

An attacker may provide a bogus DNSSL option in order to cause the
victimto send DNS queries to a specific DNS server when the victim
qgueries non-FQ@Ns (fully qualified domain nanmes). For this attack
the DNS resolver in IPv6 hosts can nitigate the vulnerability with
the recommendati ons nmentioned in [ RFC1535], [RFC1536], and [ RFC3646].

| ANA Consi der ati ons

The RDNSS option defined in this docunent uses the |IPv6 Nei ghbor
Di scovery Option type assigned by | ANA as foll ows:

Recursi ve DNS Server Option 25

The DNSSL option defined in this document uses the | Pv6 Nei ghbor
Di scovery Option type assigned by | ANA as foll ows:

DNS Search List Option 31

These options are registered in the "I Pv6 Nei ghbor Discovery Option
Formats" registry [| CVPv6].
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Appendi x A.  Changes from RFC 6106

The foll owi ng changes were made from RFC 6106 ("I Pv6 Router
Advertisement Options for DNS Configuration"):

o

Jeong,

Thi s docunent allows a higher default value of the lifetinme of the
DNS RA options than RFC 6106 in order to avoid the frequent expiry
of the options on links with a relatively high rate of packet

| oss; at the sane tine, this docunent al so makes additiona
clarifications. The lifetime's | ower bound of

2 * MaxRtrAdvlnterval was shown to lead to the expiry of these
options on links with a relatively high rate of packet |oss. To
avoid this problem this revision relaxes the | ower bound and sets
a higher default value of 3 * MaxRtrAdvlnterval.

The text regarding the generation of a Router Solicitation nessage
to ensure that the RDNSS information is fresh before the expiry of
the RDNSS option is renpoved in order to prevent nmulticast traffic

on the link fromincreasing.

The addresses for RDNSSes in the RDNSS option can be not only
gl obal addresses but also |ink-l1ocal addresses. The link-1Ioca
addresses for RDNSSes should be registered in the Resol ver
Repository along with the corresponding |ink zone indices.

RFC 6106 reconmmended that the number of RDNSS addresses that
shoul d be | earned and nmai ntai ned through the RDNSS RA option
should be limted to three. This docunent renoves that
recomendation; thus, the nunber of RDNSS addresses to maintain is
determ ned by an inplenenter’s |ocal policy.

RFC 6106 recomended that the nunber of DNS search domains that
shoul d be | earned and nmaintai ned through the DNSSL RA option
should be limted to three. This docunent renoves that
recommendati on; thus, when the set of unique DNSSL val ues are not
equi val ent, none of themnmay be ignored for hostnane | ookups
according to an inplenenter’s |ocal policy.

The gui dance of the specific inplementation for the
synchroni zati on of the DNS Repository and Resol ver Repository in
the kernel space and user space is renpved.

The key words "SHOULD' and "RECOVMMENDED' (RFC 2119) are renoved in
the recomendati on of using SEND as a security mechani smfor ND

I nstead of using these key words, SEND is specified as only a
possi bl e security nechani smfor ND.

et al. St andards Track [ Page 17]



RFC 8106 | Pv6 DNS RA Options March 2017

Acknowl edgenent s

Thi s docunent has greatly benefited frominputs by Robert Hi nden
Pekka Savola, Iljitsch van Beijnum Brian Haberman, Tim Chown, Erik
Nor dmar k, Dan Wng, Jari Arkko, Ben Canpbell, Vincent Roca, Tony
Cheneau, Fernando Gont, Jen Linkova, O e Troan, Mark Snith, Tatuya
Jinnmei, Lorenzo Colitti, Tore Anderson, David Farner, Bing Liu, and
Tassos Chat zi t homaogl ou. The authors sincerely appreciate their
contributions.

Thi s docunent was supported by an Institute for Information &

conmuni cati ons Technol ogy Pronotion (I11TP) grant funded by the Korean
government (MSIP) [10041244, Smart TV 2.0 Software Platform.

Jeong, et al. St andards Track [ Page 18]



RFC 8106 | Pv6 DNS RA Options March 2017

Aut hors’ Addr esses

Jaehoon Paul Jeong

Depart ment of Software
Sungkyunkwan Uni versity
2066 Seobu-Ro, Jangan-CQu
Suwon, Gyeonggi-Do 16419
Republ i c of Korea

Phone: +82 31 299 4957

Fax: +82 31 290 7996

Emai | : paul j eong@kku. edu

URI : http://iotl ab. skku. edu/ peopl e-j aehoon-j eong. php

Soohong Dani el Park

Sof tware R&D Cent er

Sansung El ectronics

Seoul R&D Canpus D Tower, 56, Seongchon-G |, Seocho-CGu
Seoul 06765

Republ i c of Korea

Emai | : soohong. par k@ansung. com

Luc Bel oei

Orange

5 rue Maurice Sibille
BP 44211

44042 Nantes Cedex 1
France

Phone: +33 2 28 56 11 84
Emai | : | uc. bel oei | @r ange. com

Syam Madanapal |

NTT Data

#H304, Shriram Sanruddhi, Thubarahal l
Bangal ore 560066

I ndi a

Phone: +91 959 175 7926
Emai | : snadanapal |i @mai |l . com

Jeong, et al. St andards Track [ Page 19]






